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1. Preface

1.1 Purpose of this Document

The purpose of this document is to identify the Turn Up Test Cases to be executed by different Service Providers and/or Vendors during the group phase of Turn Up testing.  Chapter 3 contains a Group Test Case Matrix, which contains all test cases written with the purpose of execution in the group environment.  The matrix also indicates the recommended Test Cases for regression testing against the NPAC software in a group environment.

Actual Entrance and Exit criteria for test execution/completion are an agreement between individual Service Providers and NeuStar, Inc.  Regression Testing is required for each new release of Vendor (SOA and/or LSMS) software as well as each new release of NPAC SMS software.

1.2 Group Testing:

In addition to the Test Cases listed in this Individual Service Provider Test Case Matrix in the NPAC SMS/Individual Service Provider Certification and Regression Test Plan, Service Providers are required to participate in group testing.  Group testing consists of two parts and requires the participation of multiple service providers in the test environment.  

The first phase of group testing is called “Round Robin” testing.  Instructions for the “Round Robin” testing are contained in this section. 

The second phase of group testing consists of testing certain NPAC Turn Up Test Cases in the multiple service provider environment, based on the purpose of the testing.  For example, if the purpose of testing is to re-certify an “Experienced Service Provider with Experienced Vendor” (refer to relationship definitions in section 2 of the NPAC SMS/Individual Service Provider Certification and Regression Test Plan) then Group Testing would consist of the round robin phase as well as test cases identified for group testing for the current release of NPAC software for which they are seeking certification.  If the purpose of testing is to certify a “New Service Provider with New Vendor”, then Group Testing may consist of the round robin phase as well as a suite of test cases selected by the lead NPAC test engineer that should be executed in a group environment in order to certify to the NPAC software.  

1.2.1 Round Robin 

Round Robin testing involves porting a TN from SP1, among the other service providers and back to SP1.  It is considered to be one test case with multiple steps and needs to be executed by the service providers and NPAC Personnel as a team.

Note:  Three round robin test cases should be performed – success, partial failure, and failure. 

1.2.1.1 Port TN from SP1 to SP2 - 1st time ported TN. 

As the new service provider, SP2 (SPID2) creates a pending port (newSP-Create) for TN TN1. SP1 (SPID1) concurs with the pending port. Next, SP2 activates the pending port and the NPAC SMS broadcasts an M-Create of the subscriptionVersion object to all LSMSs. 

Note: Since this is a 1st time ported TN, a new NPA-NXX notification  (NPA-NXX for TN1) should be sent to all SOA and LSMSs when the pending port is created. 

NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit (TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN. 

1.2.1.2 Port TN from SP2 to SP3 - previously ported TN. 

As the new service provider, SP3 (SPID3) creates a pending port (newSP-Create) for TN TN1. SP2 concurs with the pending port. Next, SP3 activates the pending port and the NPAC SMS broadcasts an M-Create of the subscriptionVersion object to all LSMSs.  

NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit (TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN. 

1.2.1.3 Port TN from SP3 to SP4 - previously ported TN.

 As the new service provider, SP4 (SPID4) creates a pending port (newSP-Create) for TN TN1. SP3 concurs with the pending port. Next, SP4 activates the pending port and the NPAC SMS broadcasts an M-Create to the subscriptionVersion object to all LSMSs.  

NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit (TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN.

1.2.1.4 Port TN from SP4 to SP1 "port to original" – previously ported TN.

As the new service provider and original owner of the TN, SP1 creates a pending port (newSP-Create) with the "port to original" flag equal to TRUE for TN TN1.  SP4 (SPID1) concurs with the pending port.  Next, SP1 activates the pending port and the NPAC SMS broadcasts an M-Delete for the Subscription Version object to all LSMSs. 

NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit (TN and GTT data) via the audit report.  Also, the service providers verify the port by issuing queries to the NPAC SMS for the TN and getting a result equivalent to “No Record Found”.

2. Related Documents:

Additional information can be found in the following documents:

North American Numbering Council (NANC), Functional Requirements Specification, Number Portability Administration Center (NPAC) Service Management System (SMS), Version 3.2.0a.


NPAC SMS Interoperable Specifications, NANC Version 3.2.1a.

NPAC Release 3.2 Functional Test Cases, Release 3.2.1a

NPAC SMS Individual Service Provider Certification and Regression Test Plan, Version 3.2.1a

With release 3.1a, the NPAC SMS Individual Service Provider Certification and Regression Test Plan was broken into ‘parts’ since the document size was getting too large for the application to function efficiently.  The following chapters are published with that document under the following file names:

	CHAPTER NAME
	FILE NAME

	Chapter 8 Individual Turn Up Test Scenarios Related to NPAC Release 1.
	Cert & Regression Test Plan Chapter 8 thru 3.2

	Chapter 9 Individual Turn Up Test Scenarios Related to NPAC Release 2.
	Cert & Regression Test Plan Chapter 9 thru 3.2

	Chapter 10 Individual Turn Up Test Scenarios Related to NPAC Release 3.0.X
	Cert & Regression Test Plan Chapter 10 thru 3.2

	Chapter 11 Individual Turn Up Test Scenarios Related to NPAC Release 3.1.X
	Cert & Regression Test Plan Chapter 11 thru 3.2

	Chapter 12 Individual Turn Up Test Scenarios Related to NPAC Release 3.2.X
	Cert & Regression Test Plan Chapter 12 thru 3.2


3.  Group Turn Up Test Case Matrix:

This section contains a matrix of all test cases written and defined for Service Provider Turn Up testing in a multiple service provider environment up to and including Release 3.2.  

	
	New Entrant Test Cases
	Re-gression
	SOA
	LSMS

	Test Case Objective
	New SP w/ New Vendor
	Exp SP w/ New Vendor
	New SP w/ Exp Vendor
	Exp SP w/ Exp Vendor
	
	

	Release 1.0 Test Cases

	3.1 Round Robin Testing

	3. SP2SP Testing
	X
	X
	X
	X
	X
	X

	4. Partner Testing – SP1 with SP2
	X
	X
	X
	X
	X
	X

	5. Partner Testing – SP3 with SP4
	X
	X
	X
	X
	X
	X

	6. Performance Testing 

	6.1 Single TN Volume Testing
	Test case procedures incorporated into test case 1.1 from Release 2.0.

	6.2 TN Range Volume Testing
	Test case procedures incorporated into test case 1.3 from Release 2.0.

	6.3 Stability Testing
	X
	X
	X
	X
	X
	X

	6.4 Stress Testing
	X
	X
	X
	X
	X
	X

	7. Disaster Recovery

	7.1 Scheduled Site Switchover
	X
	X
	
	
	X
	X

	7.2  Unscheduled Site Switchover
	X
	X
	
	
	X
	X

	7.3 Scheduled Downtime
	X
	X
	
	
	X
	X

	Release 2.0 Test Cases

	Performance Test Cases

	1.1 Single TN Volume Testing with non-pooled TNs  (TNs that are not part of a 1K Block)
	X
	X
	X
	X
	X
	X

	1.2 Single TN Volume Testing with pooled TNs
	X
	X
	X
	X
	X
	X

	1.3 TN Range Volume Testing with non-pooled TNs  (TNs that are not part of a 1K Block)
	X
	X
	X
	X
	X
	X

	1.4 TN Range Volume Testing with pooled TNs
	X
	X
	X
	X
	X
	X

	Release 2.0 Functional Group Test Cases

	ILL 79 – Group 1 SOA – Service Providers, using their SOA systems, where their SOA Network Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range – Success
	Test case procedures incorporated into test case 187-4 from Release 3.2.

	ILL 79 – Group 2 LSMS – Service Providers, using their LSMS systems, where LSMS Network and Subscription Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range – Success
	Test case procedures incorporated into test case 187-1 from Release 3.2.

	NANC 48 – Group 1 SOA – ‘Associated’ SPID ‘B’ creates an LRN (at least 4 Service Provider’s are configured to operate in this region, 1 ‘Primary’ SPID (‘A’), 2 ‘Associated’ SPIDs (‘B’ and ‘C’) and one other SPID ‘D’ – neither Primary or Associated) SPID ‘B’, and SPID ‘D’ are configured with their SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’, SPID ‘A’ and SPID ‘C’ is configured with their SOA Network Data Download Association Function set to ‘OFF’ and their LSMS Network and Subscription Data Download Association Function is set to ‘ON’ - Success
	X
	X
	
	
	X
	X

	NANC 48 – Group 2 NPAC OP GUI – NPAC Personnel create a Service Provider Profile for a New Service Provider in a region where ‘Primary’ and ‘Associated’ Service Providers exist. (At least 4 Service Provider’s are configured to operate in this region, 1 ‘Primary’ SPID (‘A’), 2 ‘Associated’ SPIDs (‘B’ and ‘C’) and one other SPID ‘D’ (neither Primary or Associated).  SPID ‘B’, and SPID ‘D’ are configured with their SOA Network Data Download Association Function set to ‘ON’ and their LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘A’ and SPID ‘C’ are configured with their SOA Network Data Download Association Function set to ‘OFF’.  SPID ‘A’s’ LSMS Network and Subscription Data Download Association Function is set to ‘OFF’.  SPID ‘C’s’ LSMS Network and Subscription Data Download Association Function is set to ‘ON’ – Success
	X
	
	
	
	X
	X

	NANC 48 – Group 3 NPAC OP GUI – NPAC Personal verify that a Service Provider that is functioning properly as neither a Primary nor Associated SPID can function properly as an Associated SPID, be dis-associated from its Primary SPID and again function properly as neither a Primary nor Associated SPID
	X
	
	
	
	X
	X

	Release 3.0 Test Cases

	3. NPA-NXX-X Information

	3.1 Create NPA-NXX-X Information

	3.1.1 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and must be neither a primary or secondary SPID and the NPAC SMS schedules the Number Pool Block create, and the NPAC SMS activates upon scheduled date and time. The following Service Provider configurations are in place:

1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.

1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.

1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.

1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).

 - Success
	X
	X
	
	
	X
	EDR/ non-EDR

	3.1.2 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information where the NPA-NXX has not had any previous ports and where the Block Holder SPID is the primary SPID and the Code Holder SPID is the associated SPID. The following Service Provider configurations are in place:

1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.

1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.

1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.

1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).

– Success
	X
	X
	
	
	X
	EDR/ non-EDR

	3.1.3 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information where the NPA-NXX has not had any previous ports and where the Block Holder SPID is the associated SPID and the Code Holder SPID is the primary SPID. The following Service Provider configurations are in place:

1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.

1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.

1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.

1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).

– Success
	X
	X
	
	
	X
	EDR/ non-EDR

	3.2 Modify NPA-NXX-X Information

	3.2.1 NPAC OP GUI - NPAC Personnel modify the Effective Date of the NPA-NXX-X Information - Success
	X
	X
	
	
	X
	EDR/ non-EDR

	3.3 Delete NPA-NXX-X Information

	3.3.1 NPAC OP GUI - NPAC Personnel delete NPA-NXX-X Information when subordinate information (Number Pool Block and Subscription Versions) exist, post Effective Date, to 4 LSMSs with the following configurations:

1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.

1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download

1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download

1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download

 - Success
	X
	X
	
	
	X
	EDR/ non-EDR

	3.3.5 NPAC OP GUI – NPAC Personnel delete NPA-NXX-X Information to 3 LSMSs (2 EDR and 1 non-EDR – all systems completely fail the request) – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	3.3.6 NPAC OP GUI - NPAC Personnel re-send a failed NPA-NXX-X de-pool request (3 SPIDs on the Failed-SP-List, 2 EDR and 1 non-EDR - resend to only  1 EDR SPID in the Failed-SP-List, the resend is successful to this one system) - Success
	X
	X
	
	
	X
	EDR/ non-EDR

	3.3.7 NPAC OP GUI - NPAC Personnel re-send a partially-failed NPA-NXX-X de-pool request (1 Service Provider is in the Failed-SP-List - resend to the only Service Provider (a non-EDR LSMS) in the Failed-SP-List, the resend is successful to this one system) – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	4. Block Information

	4.1 Create Block Information

	4.1.1 SOA - Service Provider Personnel create a non-contaminated Number Pool Block – Success.
	X
	X
	
	
	X
	EDR/ non-EDR

	4.1.2 NPAC OP GUI - NPAC Personnel schedule a Number Pool Block Create for a contaminated Block to be run at a future date, and the NPAC SMS activates upon scheduled date and time – Success
	X
	X
	
	
	
	EDR/ non-EDR

	4.1.5 SOA - Service Provider Personnel attempt to create a Number Pool Block when ‘pending-like, no-active’ Subscription Versions exist – Error
	X
	X
	
	
	X
	EDR/ non-EDR

	4.1.6 NPAC OP GUI - NPAC Personnel re-schedule a Number Pool Block Create Event to run immediately.  The initial Number Pool Block Create Request that was initiated by the NPA-NXX-X Holder SOA has failed due to ‘pending-like, no active’ Subscription Versions. – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	4.1.8 SOA - Service Provider Personnel create a Number Pool Block - (to at least 3 LSMSs – at least 1 EDR and 2 non-EDR) that results in a Full Failure – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	4.1.9 NPAC OP GUI - NPAC Personnel re-send a full failure Number Pool Block create to 1 LSMS (1 EDR ) resulting in success (2 non-EDR systems are still on the Failed SP List) – Success
	X
	X
	
	
	
	EDR/ non-EDR

	4.1.10 NPAC OP GUI - NPAC Personnel perform a resend of a previously ‘partial failure’ Number Pool Block to all Service Providers in the Failed SP List (2 non-EDR) – Success
	X
	X
	
	
	
	non-EDR

	4.1.11 SOA – Service Provider Personnel create a Number Pool Block (to at least 4 LSMSs - 2 non-EDR and 2 EDR) that results in a Partial Failure - Success
	X
	X
	
	
	X
	EDR/ non-EDR

	4.1.13 SOA – Service Provider Personnel create a Number Pool Block (to at least 4 LSMSs - 2 non-EDR and 2 EDR) that results in a Partial Failure (1 non-EDR system fails one TN and 1 EDR system fails) – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	4.1.14 SOA – Service Provider Personnel create a Number Pool Block (to at least 4 LSMSs - 2 non-EDR and 2 EDR) that results in a Partial Failure (1 non-EDR system fails one TN and 2 EDR systems fails) – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	4.2 Modify Block Information

	4.2.1 SOA- Service Provider Personnel modify an active Number Pool Block with the SOA Origination Indicator set to FALSE (and contains Subscription Versions with LNP Types of ‘POOL’, ‘LISP’ and ‘LSPP’) for at least 4 LSMSs (2 non-EDR and 2 EDR). – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	4.2.2 SOA – Service Provider Personnel modify the LRN for an active Number Pool Block and broadcast to at least 4 LSMSs (2 EDR and 2 non-EDR systems) resulting in Full Failure – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	4.2.3 SOA - Service Provider Personnel modify the routing data for an active Number Pool Block and broadcast to at least 4 LSMSs (2 EDR and 2 non-EDR systems) resulting in Partial Failure - Success
	X
	X
	
	
	X
	EDR/ non-EDR

	4.2.4 NPAC OP GUI - NPAC Personnel re-send a failed Number Pool Block Modify Request for both EDR and non-EDR LSMSs – Success
	X
	X
	
	
	
	EDR/ non-EDR

	4.2.9 SOA - Service Provider Personnel modify the routing data for an active Number Pool Block and broadcast to at least 4 LSMSs (1 EDR and 3 non-EDR systems) resulting in Partial Failure (2 non-EDR systems fail two different TNs, the EDR system and one non-EDR system is successful) – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	4.2.10 SOA - Service Provider Personnel modify the routing data for an active Number Pool Block and broadcast to at least 4 LSMSs (2 EDR and 2 non-EDR systems) resulting in a Partial Failure (1 non-EDR systems fails one TN, and 1 EDR system fails) – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	4.2.11 SOA - Service Provider Personnel modify the routing data for an active Number Pool Block and broadcast to at least 4 LSMSs (2 EDR and 2 non-EDR systems) resulting in a Partial Failure (1 non-EDR systems fails one TN, and 2 EDR systems fail) – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	5. Mass Updates

	5.1 NPAC OP GUI - NPAC Personnel submit a Mass Update request to update the LRN, specifying no restriction on LNP Type, and a TN range of 10,000 numbers that contains: 

one complete Number Pool Block owned by the requesting Service Provider with Subscription Versions of LNP Type ‘POOL’, as well as ‘LISP’ and ‘LSPP’ Subscription Versions  for another Service Provider

one complete Number Pool Block owned by the requesting Service Provider with Subscription Versions of LNP Type ‘POOL’ only.

one complete Number Pool Block which is not owned by the requesting Service Provider with Subscription Versions of LNP Type ‘POOL’, as well as ‘LISP’ and ‘LSPP’  Subscription Versions for the requesting Service Provider

Subscription Versions owned by both the requesting Service Provider and another Service Provider that are in neither Number Pool Block. 

– Success 
	X
	X
	
	
	X
	EDR/ non-EDR

	5.2 NPAC OP GUI - NPAC Personnel submit a Mass Update request to update the CNAM DPC and SSN values, specifying no restriction on LNP Type, and a TN range that encompasses one complete block, using the Old NPA-NXX that is part of an NPA Split currently in Permissive Dialing Period (PDP). – Error
	X
	X
	
	
	X
	EDR/ non-EDR

	5.5 NPAC OP GUI – NPAC Personnel submit a Mass Update request to update the CLASS DPC and SSN values, specifying no restriction on LNP Type, and a TN range that completely includes a Number Pool Block as well as Subscription Versions outside of the 1K Block, that are owned by the requesting Service Provider. – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	5.6 NPAC OP GUI – NPAC Personnel submit a Mass Update request to update the ISVM DPC and SSN values, specifying an LNP Type of ‘POOL’, and a TN range that completely includes a Number Pool Block, at least one but not all EDR LSMS(s) fail the request. – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	5.7 NPAC OP GUI – NPAC Personnel submit a Mass Update request to update the LIDB DPC and SSN values, specifying an LNP Type of ‘POOL’, and a TN range that completely includes a Number Pool Block that is owned by the requesting Service Provider as well as intersects a subset of another Number Pool Block that is not owned by the requesting Service Provider.  – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	6. Subscription Version Management

	6.2 Subscription Version Create Test Cases

	6.2.10 SOA - Service Provider Personnel submit an Activate request for a ‘pending’ Intra-Service Provider Subscription Version by the Code Holder, prior to the NPA-NXX-X Effective Date – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	6.2.11 SOA - Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Activate request, after the Block existence – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	6.2.12 SOA - Service Provider Personnel submit an Activate request for a ‘pending’, Inter-Service Provider, Port-to-Original Subscription Version, one or more of the LSMSs that are accepting downloads for that NPA-NXX do not respond resulting in a partial failure – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	6.2.13 NPAC OP GUI - NPAC Personnel submit a resend for a ‘failed’ Port-to-Original Activate request and all LSMSs process the re-send – Success
	X
	X
	
	
	
	EDR/ non-EDR

	6.2.15 NPAC OP GUI - NPAC Personnel create an Inter-Service Provider Subscription Version for the New Service Provider, where the currently active SV exists for another Service Provider, after the NPA-NXX-X Creation and prior to the NPA-NXX-X Effective Date – Success
	X
	X
	
	
	
	EDR/ non-EDR

	6.2.16 SOA – Service Provider Personnel submit an Activate request for a ‘pending’, Inter-Service Provider, Port-to-Original Subscription Version, none of the LSMSs that are accepting downloads for that NPA-NXX respond resulting in a failure – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	6.5 Subscription Version Disconnect Test Cases

	6.5.1 SOA - Service Provider Personnel submit a Subscription Version Immediate Disconnect request for a TN that is part of a 1K Block, where the Subscription Version LNP Type is set to ‘LISP’, after the Block existence – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	6.5.2 SOA - Service Provider Personnel submit a Subscription Version Deferred Disconnect request for a TN that is part of a 1K Block, where the Subscription Version LNP Type is set to ‘LSPP’, after the Block existence, and the NPAC SMS disconnects upon scheduled date and time – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	6.5.3 SOA - Service Provider Personnel submit a Subscription Version Deferred Disconnect request for a TN that is part of a 1K Block, one or more of the LSMSs that are accepting downloads for that NPA-NXX do not respond resulting in a partial failure – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	6.5.5 NPAC OP GUI - NPAC Personnel resend a ‘partial failure’ disconnect request and all LSMSs respond – Success
	X
	X
	
	
	
	EDR/ non-EDR

	6.5.6 SOA - Service Provider Personnel submit a Subscription Version Immediate Disconnect request for a TN that is part of a 1K Block, after the Block Activation Date, none of the LSMSs that are accepting downloads for that NPA-NXX respond resulting in a failure – Success
	X
	X
	
	
	X
	EDR/ non-EDR

	8. Resynchronization

	8.1 LSMS – Service Provider Personnel for an EDR LSMS submit a resynchronization request for Network Data, Block Data, SV Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s NPAC Customer LSMS NPA-NXX-X Indicator set to TRUE.  – Success
	Test case procedures incorporated into test case 187-1 from Release 3.2.

	8.2 LSMS - Service Provider Personnel for a non-EDR LSMS submit a resynchronization request for Network Data, Block Data, SV Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s NPAC Customer LSMS NPA-NXX-X Indicator set to TRUE.  – Success
	Test case procedures incorporated into test case 187-1 from Release 3.2.

	8.3 SOA - Service Provider Personnel submit a resynchronization request for Network Data and Notification Data by time range, over the SOA to NPAC SMS Interface, with the Service Provider’s NPAC Customer SOA NPA-NXX-X Indicator set to TRUE. - Success
	Test case procedures incorporated into test case 187-4 from Release 3.2.

	9. Audits

	9.1 SOA - Service Provider Personnel initiate a full audit for a single TN, with LNP Type = POOL, for all Service Providers, no discrepancies exist. - Success
	X
	X
	
	
	X
	EDR/ non-EDR

	9.2 NPAC OP GUI - NPAC Personnel initiate a full audit for a single TN, with LNP Type = POOL, for all Service Providers, discrepancies exist. - Success
	X
	X
	
	
	
	EDR/ non-EDR

	9.3 SOA - Service Provider Personnel initiate a full audit for a range of TNs, with LNP Type = POOL, LISP and LSPP, for all Service Providers, no discrepancies exist. - Success
	X
	X
	
	
	X
	EDR/ non-EDR

	9.4 SOA - Service Provider Personnel initiate a full audit for a range TNs, with LNP Type = POOL, LISP, and LSPP, for all Service Providers, discrepancies exist. - Success
	X
	X
	
	
	X
	EDR/ non-EDR

	9.5 SOA - Service Provider Personnel initiate a full audit based on TN range for all Service Providers, (a block indicated by the TN Range entry has a status of ‘sending’), no discrepancies exist. - Success
	X
	X
	
	
	X
	EDR/ non-EDR

	Release 3.1 Test Cases

	Release 3.1 Performance Test Cases - Refer to section number 7.1.5 within Chapter 7 of this document

	1.
5000 New Service Provider Creates, submitted as 5 ranges of 1000 TNs each, if possible, otherwise submitted in the most efficient, fastest manner possible.


	X
	X
	X
	X
	X
	

	2.
5000 Old Service Providers Creates on the same TNs as used in Item 1, submitted as 5 ranges of 1000 TNs each, if possible, otherwise submitted in the most efficient, fastest manner possible. 


	X
	X
	X
	X
	X
	

	3.
Modification of 5000 existing “pending” subscription versions (the subscription versions created in Item 1 f, first bullet, of the Testing Approach section).  Each Service Provider (Old and New) should modify half of the subscription versions (2500 each).  They should each submit the modify requests as 2 ranges of 1000 and 1 range of 500, if possible, otherwise submitted in the most efficient, fastest manner possible.


	X
	X
	X
	X
	X
	

	4.
Activation of 5000 existing “pending” subscription versions (the subscription versions created in Item 1 f, second bullet, of the Testing Approach section), submitted as 5 ranges of 1000 TNs each, if possible, otherwise submitted in the most efficient, fastest manner possible.


	X
	X
	X
	X
	X
	X

	Release 3.1 Functional Group Test Cases

	7.1 SOA - Old SP Personnel create a range of Inter-Service Provider subscription versions. Their Customer TN Range Notification Indicator is set to the value they will use in production. New SP does not submit their create request. Initial and Final Concurrence Windows Expire. – Success
	X
	X
	
	
	X
	

	7.2 SOA – Service Provider Personnel activate a range of 1000 Inter-Service Provider subscription versions. Their Customer TN Range Notification Indicator is set to production value. In the pre-requisite create process the range is submitted as two smaller ranges, each with unique DPC/SSN data but the TNs used in the ranges are contiguous and the SVIDs assigned by the NPAC SMS are contiguous. The activate request is submitted as one range. At least one LSMS does not respond to the activate request, resulting in a partial failure. The re-send is successful. – Success
	X
	X
	
	
	X
	X

	7.3 SOA – Service Provider Personnel activate a range of 500 SVs. Their Customer TN Range Notification Indicator is set to production value. In the prerequisite SV create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The activate request is submitted as one range. The activate request results in one notification containing a list of the SVIDs. – Success
	X
	X
	
	
	X
	X

	7.4 SOA – Service Provider Personnel perform an immediate disconnect of a range of 500 active SVs. Their Customer TN Range Notification Indicator is set to production value. In the pre-requisite SV create process the range was submitted as two smaller range creates, each with the same feature data and, the SVIDs are contiguous within each range create. The immediate disconnect request is submitted as one range. The immediate disconnect request results in one notification containing a list of the SVIDs. – Success
	X
	X
	
	
	X
	X

	7.5 SOA – Current Service Provider Personnel issue a deferred disconnect for a range of 100 ‘active’ subscription versions. Their Customer TN Range Notification Indicator is set to production value. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The deferred disconnect request is submitted as one range. The disconnect-pending request results in one notification containing a list of the SVIDs. – Success
	X
	X
	
	
	X
	X

	7.6 SOA – New Service Provider Personnel cancel a range of 5000 Inter-Service Provider subscription versions for which the Old Service Provider has not yet concurred to. Their Customer TN Range Notification Indicator is set to production value. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The cancel request is submitted as one range. The cancel request results in one notification containing a list SVIDs. – Success
	X
	X
	
	
	X
	

	7.7 SOA – Old Service Provider Personnel modify a range of 1000 ‘pending’ Inter-Service Provider subscription versions to change the authorization flag from TRUE to FALSE. Their Customer TN Range Notification Indicator is set to production value. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The modify request is submitted as one range. The modify request results in one notifications containing a list of the SVIDs. – Success
	X
	X
	
	
	X
	X

	7.8 SOA – Service Providers set their Customer TN Range Notification Indicator to the value they will use in production and perform a series of activities simultaneously, that emulate a period of time (15 – 30 minutes) in an actual production environment. NPAC SMS manages notifications accordingly. – Success
	X
	X
	
	
	X
	X

	7.9 NPAC and SOA – Service Providers have NPAC Personnel modify their notification priorities to ensure that they have notifications with the three different priorities (LOW, MEDIUM, and HIGH). The Service Providers verify that they receive the notifications according to the priorities listed in their SP Profile. – Success
	X
	X
	
	
	X
	

	Release 3.2 Test Cases

	NANC 323-1 NPAC OP GUI – NPAC Personnel submit a request for a Partial SPID migration via Mass Update, where NPA-NXX, LRN, Subscription Version, NPA-NXX-X and Block Information exist for the migrating away from SPID.  Verification steps are performed to ensure the Service Provider system is now in synch with the NPAC SMS. – Success
	NANC 323 requires unique industry coordination unlike any other aspect of NPAC functionality.  Due to a delay in industry readiness, functional testing of NANC 323 functionality has been postponed.  These test case procedures will be updated to more appropriately support the unique testing approach required to efficiently test this functionality and will be published in coordination with the actual testing cycle.



	NANC 187-1 LSMS – Service Provider Personnel for either an EDR or non-EDR LSMS submit a resynchronization request for Network Data, Block Data, Subscription Version Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s Local SMS Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects, Number Pool Block objects, Notifications and Subscription Versions less than or equal to their respective Linked Replies Blocking Factors. – Success
	X
	X
	
	X
	
	X

	NANC 187-2 LSMS – Service Provider Personnel for either an EDR or non-EDR LSMS submit a resynchronization request for Network Data, and Subscription Version Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s Local SMS Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects greater than the Network Data Linked Replies Blocking Factor and less than the Network Data Maximum Linked Recovered Objects as well as a number of Subscription Version objects greater than the Subscription Data Linked Replies Blocking Factor and less than the Subscription Data Maximum Linked Recovered Objects. – Success
	X
	X
	
	
	
	X

	NANC 187-4 SOA – Service Provider Personnel submit a resynchronization request for Network Data and Notification Data by time range, over the SOA to NPAC SMS Interface, with the Service Provider’s SOA Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects less than or equal to the Network Data Linked Replies Blocking Factor and a number of Notifications less than or equal to the Notification Data Linked Replies Blocking Factor. - Success
	X
	X
	
	X
	X
	

	
	
	
	
	
	
	

	TOTALS
	73
	71
	13
	13
	66
	67


4. Group Turn Up Test Scenarios Related to NPAC Release 1.

This section contains all test cases written for group Service Provider Turn Up testing of Release 1.X of the NPAC software.  

This section was duplicated from the SP to SP Coordinated Testing document dated 9/9/97.

4.1 Introduction

The following outlines a proposed set of scenarios that are to be executed by the Service Providers that are participating in the SP to SP phase of testing of the NPAC LNP Turn-up process. Section 1 identifies some preparatory steps that must be executed before SP to SP testing can begin.  Section 2 describes the details of creating a recommended test set of network data to be used in the scenarios to follow.  Section 3 describes the beginning of the SP to SP testing period, and provides the details for an initial scenario called the "Round Robin" that is intended to insure successful basic interoperability of all SP's participating in the test. It is estimated that sections 1 – 3 will be completed by Close of Business on the first day of testing.   Sections 4 and 5 will be executed concurrently and are scheduled to begin on the second day of testing.  They describe the details of a series of scenarios to be executed by service provider "pairs", with section 4 applying to the SP1/SP2 pair, and section 5 applying to the SP3/SP4 pair.  Should a test case propose that a Service Provider perform a test with functionality that they do not support, or that they would not perform in a normal business process, they may either defer the test case, or perform it however they would in a normal business environment.  This should be coordinated with the NPAC testers involved with that pair of Service Providers.

A Service Provider is expected to use their natural GTT and/or LRN data.  Once the initial network data has been created and is known by all parties, the individual service provider pairs are expected to agree upon specific TN's and other test data as required in the pair testing scenarios.

4.2 Service Provider Involvement in SP to SP Testing

This test plan addresses all testing necessary for a new entrant into a region. This testing is expected to take 14 days to complete.   Service providers who have successfully completed SP to SP testing in other regions are only expected to do Round Robin testing and Fail over testing.  Performance testing for a service provider is optional.  Requirements for execution of performance tests are left to the region to determine.

1. Clean Up
In preparation for the SP2SP testing, the following activities must be performed.

delete all TNs, NPA-NXXs and LRNs previously being used in the turn-up testing

move all service providers who are not participating in the SP2SP testing to the Lockheed Martin NPAC Test Bed and delete their profiles from the database

update the profile of all spids not participating in the SP2SP testing to be "SOA only" 

remove all filters

-      System tunables will be set to the minimum required time.

2. Set up Network Data
To begin SP2SP testing, the following Network Data (NPA-NXXs and LRNs) must be provisioned.

Note: The service providers must decide the method of adding the NPA-NXXs and LRNs. It is preferred that service providers vary the input of the network data. The SOA interface, the LSMS interface, the

Operational GUI and the LTI should be used across the 4 service providers to add the network data. Each service provider must notify Lockheed Martin of their plan for adding network data 2 days prior to the

start of SP2SP testing.

2.1 Create NPA-NXX Data

Add each service provider's NPA-NXXs(M-Create of serviceProvNPA-NXXobject) to be used for SP2SP testing.  The current date/time should be used for the date in which the NPA-NXX will be open for portability in the network so that we can perform activation on the same day that the NPA-NXX

is open for portability.

2.1.1 SP1 (SPID1) NPA-NXX Data


NPA-NXX1


NPA-NXX2


NPA-NXX3


NPA-NXX4


NPA-NXX5


NPA-NXX6

2.1.1.1 NPAC Personnel Open SP1 NPA-NXX 

NPAC Personnel open NPA-NXX1, NPA-NXX5 and NPA-NXX6 for portability with an open effective date equal to the current date.

2.1.1.2 SP1 Open NPA-NXX via SOA Mechanized Interface  

SP1 opens NPA-NXX2 for portability with an open effective date equal to the current date using their SOA.

2.1.1.3 SP1 Open NPA-NXX via LSMS Mechanized Interface 

SP1 opens NPA-NXX3 for portability with an open effective date equal to the current date using their LSMS.

2.1.1.4 SP1 Open NPA-NXX via LTI 

SP1 opens NPA-NXX4 for portability with an open effective date equal to the current date using the LTI.

2.1.2 SP2(SPID2) NPA-NXX Data


NPA-NXX7


NPA-NXX8


NPA-NXX9


NPA-NXX10


NPA-NXX11


NPA-NXX12

2.1.2.1 NPAC Personnel Open SP2 NPA-NXX 

NPAC Personnel open NPA-NXX7, NPA-NXX11, and NPA-NXX12 for portability with an open effective date equal to the current date.

2.1.2.2 SP2 Open NPA-NXX via SOA Mechanized Interface 

SP2 opens NPA-NXX8 and NPA-NXX9 for portability with an open effective date equal to the current date using their SOA.

2.1.2.3 SP2 Open NPA-NXX via LTI 

SP2 opens NPA-NXX10 for portability with an open effective date equal to the current date using the LTI.

2.1.3 SP3 (SPID3) NPA-NXX Data


NPA-NXX13


NPA-NXX14


NPA-NXX15


NPA-NXX16


NPA-NXX17


NPA-NXX18


NPA-NXX19

2.1.3.1 NPAC Personnel Open SP3 NPA-NXX 

NPAC Personnel open NPA-NXX13 and NPA-NXX14 for portability with an open effective date equal to the current date.

2.1.3.2 SP3 Open NPA-NXX via SOA Mechanized Interface  

SP3 opens NPA-NXX15, NPA-NXX16, NPA-NXX17, NPA-NXX18 and NPA-NXX19 for portability with an open effective date equal to the current date using their SOA.

2.1.4 SP4(SPID4) NPA-NXX Data


NPA-NXX20


NPA-NXX21


NPA-NXX22


NPA-NXX23


NPA-NXX24


NPA-NXX25


NPA-NXX26

2.1.4.1 NPAC Personnel Open SP4 NPA-NXX 

NPAC Personnel open NPA-NXX20 for portability with an open effective date equal to the current date.

2.1.4.2 SP4 Open NPA-NXX via SOA Mechanized Interface  

SP4 opens NPA-NXX21 and NPA-NXX22 for portability with an open effective date equal to the current date using their SOA.

2.1.4.3 SP4 Open NPA-NXX via LSMS Mechanized Interface

SP4 opens NPA-NXX23 and NPA-NXX24 for portability with an open effective date equal to the current date using their LSMS.

2.1.4.4 SP4 Open NPA-NXX via LTI 

SP4 opens NPA-NXX25 and NPA-NXX26 for portability with an open effective date equal to the current date using the LTI.

2.2 Create LRN Data

Add each service provider's LRNs(M-Create of serviceProvLRN object) to be used for SP2SP testing. 

2.1.1 SP1(SPID1) LRN Data


LRN1-0000


LRN2-0000


LRN3-0000


LRN4-0000


LRN5-0000


LRN6-0000

2.1.1.1 NPAC Personnel Creates SP1 LRN

NPAC Personnel creates LRN1-0000, LRN5-0000, LRN6-0000.

2.1.1.2 SP1 Creates LRN via SOA Mechanized Interface  

SP1 creates LRN2-0000 using their SOA.

2.1.1.3 SP1 Creates LRN via LSMS Mechanized Interface 

SP1 creates LRN3-0000 using their LSMS.

2.1.1.4 SP1 Creates LRN via LTI 

SP1 creates LRN4-0000 using the LTI.

2.1.2 SP2(SPID2) LRN Data


LRN7-0000


LRN8-0000


LRN9-0000


LRN10-0000


LRN11-0000


LRN12-0000

2.1.2.1 NPAC Personnel Creates SP2 LRN 

NPAC Personnel creates NPA-NXX7-0000, LRN11-0000, LRN12-0000

2.1.2.2 SP2 Creates LRN via SOA Mechanized Interface 

SP2 creates LRN8-0000 and LRN9-0000 using their SOA.

2.1.2.3 SP2 Creates LRN via LTI 

SP2 creates LRN10-0000 using the LTI.

2.1.3 SP3(SPID3) LRN Data


LRN13-0000


LRN14-0000


LRN15-0000


LRN16-0000


LRN17-0000


LRN18-0000


LRN19-0000

2.1.3.1 NPAC Personnel Creates SP3 LRN 

NPAC Personnel creates LRN13-0000 and LRN14-0000.

2.1.3.2 SP3 Creates LRN via SOA Mechanized Interface  

SP3 creates LRN15-0000, LRN16-0000 and LRN17-0000 using their SOA.

2.1.3.3 SP3 Creates LRN via LSMS Mechanized Interface 

SP3 creates LRN18-0000 and LRN19-0000 using their LSMS.

2.1.4 SP4(SPID4) LRN Data


LRN20-0000


LRN21-0000


LRN22-0000


LRN23-0000


LRN24-0000


LRN25-0000


LRN26-0000

2.1.4.1 NPAC Personnel Creates SP4 LRN 

NPAC Personnel creates LRN20-0000.

2.1.4.2 SP4 Creates LRN via SOA Mechanized Interface  

SP4 creates LRN21-0000 and LRN22-0000 using their SOA.

2.1.4.3 SP4 Creates LRN via LSMS Mechanized Interface

SP4 creates LRN23-0000 and LRN24-0000 using their LSMS.

2.1.4.4 SP4 Creates LRN via LTI 

SP4 creates LRN25-0000 and LRN26-0000 using the LTI.

3. SP2SP Testing

The SP2SP Testing consists of 2 phases. The first phase is a round robin scenario where a TN is ported from the Incumbent service provider to the other service providers and back to Incumbent service provider. The second phase consists of the service providers dividing up into pairs and porting TNs between them. The SOA activity of porting a TN is exercised between the pairs of service providers and the LSMS broadcast activity is exercised by all LSMSs' simultaneously.

The GTT data to be used by each service provider during the SP2SP testing is as follows:

SP1 - SPID1


CLASS DPC: CLASS DPC1   CLASS SSN:CLASS SSN1


 LIDB DPC: LICB DPC1    LIDB SSN:LICB SSN1


 CNAM DPC: CNAM DPC1    CNAM SSN:CNAM SSN1


 ISVM DPC: ISVM DPC1    ISVM SSN:ISVM SSN1


BillingId: BillingID1

SP2 - SPID2


CLASS DPC: CLASS DPC2   CLASS SSN:CLASS SSN2


 LIDB DPC: LICB DPC2   LIDB SSN:LICB SSN2


 CNAM DPC: CNAM DPC2    CNAM SSN:CNAM SSN2


 ISVM DPC: ISVM DPC2    ISVM SSN:ISVM SSN2


BillingId: BillingID2

SP3 - SPID3


CLASS DPC: CLASS DPC3   CLASS SSN:CLASS SSN3


 LIDB DPC: LICB DPC3    LIDB SSN:LICB SSN3


 CNAM DPC: CNAM DPC3    CNAM SSN:CNAM SSN3


 ISVM DPC: ISVM DPC3    ISVM SSN:ISVM SSN3


BillingId: BillingID3

SP4 - SPID4


CLASS DPC: CLASS DPC4   CLASS SSN:CLASS SSN4


 LIDB DPC: LICB DPC4    LIDB SSN:LICB SSN4


 CNAM DPC: CNAM DPC4    CNAM SSN:CNAM SSN4


 ISVM DPC: ISVM DPC4    ISVM SSN:ISVM SSN4


BillingId: BillingID4

3.1 Round Robin Testing

The Round Robin testing involves porting a TN from SP1, among the other service providers and back to SP1. This testing is used as a sanity/stability check to verify that everyone is ready for SP2SP testing. It is considered to be one test case with multiple steps and needs to be executed by the service providers and NPAC personnel as a team.

Note: In the future, it is recommended that this test case be executed immediately following a new load of NPAC SMS software.

Due to the limited amount of time for SP2SP testing, service providers use the current date for the newSP-duedate and oldSP-duedate values. The following outlines the activity and the flow of the round robin testing.

3.1.1 Port TN from SP1 to SP3 - 1st time ported TN. As the new service provider, SP3(SPID3) creates a pending port(newSP-Create) for TN TN1. SP1(SPID1) concurs with the pending port. Next, SP3 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 

Note: since this is a 1st time ported TN, an NewNPA-NXX notification (NPA-NXX for TN1) should be sent to all SOA and LSMSs when the pending port is created. 

NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit(TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN. 

3.1.2 Port TN from SP3 to SP2 - previously ported TN. As the new service provider, SP2(SPID2) creates a pending port(newSP-Create) for TN TN1. SP3 concurs with the pending port. Next, SP2 activates the pending port and the NPAC SMS broadcasts an M-Create of the subscriptionVersion object to all LSMSs.  

NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit(TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN. 

3.1.3 Port TN from SP2I to SP4 - previously ported TN.

 As the new service provider, SP4(SPID4) creates a pending port(newSP-Create) for TN TN1. SP2 concurs with the pending port. Next, SP4 activates the pending port and the NPAC SMS broadcasts an M-Create to the subscriptionVersion object to all LSMSs.  

NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit(TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN.

3.1.4 Port TN from SP4 to SP1 "back to original" – previously ported TN.

As the new service provider and original owner of the TN, SP1 creates a pending port(newSP-Create) with the "port to original" flag equal to TRUE for TN TN1. SP4(SPID1) concurs with the pending port. Next, SP1 activates the pending port and the NPAC SMS broadcasts M-Delete the subscriptionVersion object to all LSMSs. 

NPAC Personnel issues an audit of TN TN1 to all service providers and verifies the results of the audit(TN and GTT data) via the audit report. Also, the service providers verify the port by issuing queries to the NPAC SMS for the active TN.

4. Partner Testing – SP1 with SP2
4.1 Port TN from SP1 to SP2 - 1st ported TN  (create pending port, modify pending, activate, modify active, port to original)

1. As the new service provider, SP2(SPID2) creates a pending port(newSP-Create - LSPP) for a TN range (1st ported number for NPA-NXX ?). SP1(SPID1) concurs with the pending port (oldSPCreate, authorization = True). 

2. SP2 modifies the LRN value for the pending port via the SOA interface. SP1 modifies the oldSP-duedate value for the pending port via the SOA interface. 

3. SP2 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 

4. NPAC Personnel and/or service provider perform audit of the single TN.

5. SP2 modifies LIDB DPC and SSN values for the ported TN (active) via the SOA interface. 

6. As the old service provider, SP2(SPID2) creates a pending port(oldSP-Create - LSPP) for the TN. SP1(SPID1) concurs with the pending port (newSPCreate) with the "port to original" flag set to Yes/True. 

7. SP2 modifies the oldSP-duedate for the pending port via the SOA interface. SP1 modifies the newSP-duedate value for the pending port via the SOA interface. 

8. SP1 activates the pending port and the NPAC SMS broadcast an M-Delete of the subscriptionVersion object to all LSMSs. 

9.  NPAC Personnel and/or service provider perform audit of the single TN.

4.2 Port TN Range from SP2 to SP1 - 1st ported TN 

(create pending port, modify pending, activate, mass update, port to original)

1. As the new service provider, SP1(SPID1) creates a pending port(newSP-Create - LSPP) for a TN range (1st ported TN for NPA-NXX ?). SP2(SPID2) concurs with the pending ports (oldSPCreate, authorization = True). 

2. SP1 modifies the LRN value for the pending ports via the SOA interface. SP2 modifies the oldSP-duedate value for the pending ports via the SOA interface. 

3. SP1 activates the pending ports and the NPAC SMS broadcasts an M-Action of the subscriptionVersion objects to all LSMSs. 

4. SP1 contacts NPAC Personnel to perform a mass update on the LRN value of the TN range.

5.  NPAC Personnel and/or service provider perform audit of the TN range.

6. As the old service provider, SP1(SPID1) creates a pending port(oldSP-Create - LSPP) for the TN range. SP2(SPID2) concurs with the pending port (newSPCreate) with the "port to original" flag set to Yes/True. 

7. SP1 modifies the oldSP-duedate for the pending ports via the SOA interface. SP2 modifies the newSP-duedate value for the pending ports via the SOA interface. 

8. SP2 activates the pending ports and the NPAC SMS broadcasts a scope/filter M-Delete of the subscriptionVersion objects to all LSMSs. 

9. NPAC Personnel and/or service provider perform audit of the single TN.

4.3 Port TN from SP2 to SP2 - 1st ported TN  (create pending port, modify pending, activate, modify active, disconnect...port to original not supported for LISP)

1. As the new service provider, SP2(SPID2) creates a pending port(newSP-Create - LISP) for a single TN (1st ported number for NPA-NXX ?). 

2. SP2 modifies the Billing ID value for the pending port via the SOA interface. 

3. SP2 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 

4. SP2 modifies End User Location Value for the ported TN (active) via the SOA interface. 

5. NPAC Personnel and/or service provider perform audit of the single TN.

6. As the new service provider, SP1(SPID1) creates a pending port(newSP-Create - LSPP) for a single TN. SP2 concurs with the pending port.

7. SP1 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 

8. SP1 disconnects the ported TN via the SOA interface.

9. NPAC Personnel and/or service provider perform audit of the single TN.

4.4 Port TN Range from SP2 to SP2 - 1st ported TN  (create pending port, modify pending, activate, mass update, disconnect...port to original not supported for LISP)

1. As the new service provider, SP2(SPID2) creates a pending port(newSP-Create - LISP) for a TN range (1st ported TN for NPA-NXX ?)...newSP-duedate is a future date.

2. SP2 modifies the newSP-duedate values for the pending ports via the SOA interface...set newSP-duedate to current date. 

3. SP2 activates the pending port and the NPAC SMS broadcast an M-Action of the subscriptionVersion objects to all LSMSs. 

4. SP2 contacts NPAC Personnel to perform a mass update on the ISVM DPC and SSN values of the TN range.

5. SP2 disconnects the ported TN via the SOA interface.

6. NPAC Personnel and/or service provider perform audit of the TN range.

4.5 Port TN from SP1 to SP1  - 1st ported TN  (create pending port, modify pending, activate, modify active, disconnect...port to original not supported for LISP)

1. As the new service provider, SP1(SPID1) creates a pending port(newSP-Create - LISP) for a single TN (1st ported number for NPA-NXX ?). 

2. SP1 modifies the newSP-duedate value for the pending port via the SOA interface. 

3. SP1 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 

4. SP1 modifies CNAM DPC and SSN values for the ported TN (active) via the SOA interface. 

5. NPAC Personnel and/or service provider perform audit of the single TN.

6. SP1 disconnects the ported TN via the SOA interface.

4.6 Port TN Range from SP1 to SP1 - 1st ported TN (create pending port, modify pending, activate, mass update, disconnect...port to original not supported for LISP)

1. As the new service provider, SP1(SPID1) creates a pending port(newSP-Create - LISP) for a TN range (1st ported TN for 804-?)...future date.

2. SP1 modifies the newSP-duedate values for the pending ports via the SOA interface...set to current date. 

3. SP1 activates the pending port and the NPAC SMS broadcast an M-Action of the subscriptionVersion objects to all LSMSs. 

4. SP1 contacts NPAC Personnel to perform a mass update on the ISVM DPC and SSN values of the TN range.

5. NPAC Personnel and/or service provider perform audit of the TN range.

6. As the new service provider, SP2(SPID2) creates a pending port(newSP-Create - LSPP) for a single TN. SP1 concurs with the pending port.

7. SP2 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 

8. SP2 disconnects the ported TN via the SOA interface.

9. NPAC Personnel and/or service provider perform audit of the single TN.

4.7 Port TN from SP1 to SP2

(new create pending port, oldSP-CreateRequest notification, concurrence, activate, disconnect)

1. As the new service provider, SP2(SPID2) creates a pending port(newSP-Create - LSPP) for single TN. SP1(SPID1) does not concur. 

2. The initial concurrence window expires and the oldSP-CreateRequest notification is sent to SP1. 

3. SP1 concurs with the pending port (oldSPCreate, authorization=True). 

4. SP2 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 

5. NPAC Personnel and/or service provider perform audit of the single TN.

6. SP2 disconnects the ported TN via the SOA interface.

4.8 Port TN from SP2 to SP1

(new create pending port, initial concurrence window expiration, oldSP-CreateRequest notification, final concurrence window expiration, activate, disconnect)

1. As the new service provider, SP1(SPID1) creates a pending port(newSP-Create - LSPP) for a single TN. SP2(SPID2) does not concur. 

2. The initial concurrence window expires and the oldSP-CreateRequest notification is sent to SP2. 

3. The final concurrence window expires.

4. SP1 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 

5. NPAC Personnel and/or service provider perform audit of the single TN.

6. SP1 disconnects the ported TN via the SOA interface.

4.9 Port TN from SP1 to SP2 and back while experiencing conflict (create pending port, set into conflict, modify conflict, remove from conflict, activate)

1. As the new service provider, SP2(SPID2) creates a pending port(newSP-Create - LSPP) for a single TN with a future date. SP1(SPID1) concurs with the pending port (oldSPCreate, authorization=False, cause code is duedate mismatch) and the status of the pending port is set to conflict. 

2. SP2 modifies the newSP-duedate by setting it to the current date.

3. SP1 removes the pending port from conflict (within the conflict

window).

4. SP2 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion objects to all LSMSs. 

5. NPAC Personnel and/or service provider perform audit of single TN.

6. As the new service provider, SP1(SPID1) creates a pending port(newSP-Create - LSPP) for the single TN with a future date. SP2 concurs with the pending port (oldSPCreate, authorization = True). Note that this is not a "port to original" request.

7. SP2 modifies the pending port setting the authorization = False and the cause code FOC not received. The status of the pending port is updated to conflict. 

8. SP1 modifies the newSP-duedate by setting it to the current date. SP2 modifies the oldSP-duedate by setting it to the current date.

9. SP1 removes the pending port from conflict (following the expiration of the conflict window).

10. SP1 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion objects to all LSMSs. 

11. NPAC Personnel and/or service provider perform audit of single TN.

4.10 Cancel Pending Port by new - no concurrence by new (create pending port by new, cancel by new, create by old, no concurrence by new)

1. As the new service provider, SP2(SPID2) creates a pending port(newSP-Create - LSPP) for TN.  No concurrence from SP1.

2. SP2 cancels the pending port and the status of the pending port is set to cancelled.

3. As the old service provider, SP1 creates a pending port(oldSP-Create - LSPP) for TN 703-?.  No concurrence from SP2.

4. Initial concurrence window expires and NewSP-CreateRequest is sent to SP2 asking for its concurrence.

5. Final concurrence window expires and status of the pending port is set to cancelled.

4.11 Cancel Pending Port by old - no concurrence new

(create pending port by old, cancel by old, create by new, no concurrence by old, activate)

1. As the old service provider, SP1 creates a pending port(oldSP-Create - LSPP) for a single TN.  No concurrence from SP2.

2. SP1 cancels the pending port and the status of the pending port is set to cancelled.

3. As the new service provider, SP2 creates a pending port(newSP-Create - LSPP) for a single TN.  No concurrence from SP1.

4. Initial concurrence window expires and OldSP-CreateRequest is sent to SP1 asking for its concurrence.

5. Final concurrence window expires.

6. SP2 activates the pending port.

7. Audit performed by NPAC Personnel and/or service provider whose SOA supports audits.

4.12 Cancel Pending Port by new - no concurrence old

(create pending port, concurrence, cancel by new, acknowledge cancel)

1. As the new service provider, SP2(SPID2) creates a pending port(newSP-Create – LSPP) for a single TN. SP1(SPID1) concurs with the pending port (oldSPCreate, authorization = True). 

2. SP2 cancels the pending port and the status is updated to cancel pending. 

3. SP1 acknowledges the cancel and the status is updated to cancelled.

4.13 Cancel Pending Port by new - concurred pending port

(create pending port, concurrence, cancel by new, initial cancel window expires, acknowledge cancel)

1. As the new service provider, SP1(SPID1) creates a pending port(newSP-Create - LSPP) for a single TN. SP2(SPID2) concurs with the pending port (oldSPCreate, authorization=True). 

2. SP1 cancels the pending port and the status is updated to cancel pending. 

3. The initial cancellation window expires and the CancellationAcknowledgeRequest notification is sent to SP2. 

4. SP2 acknowledges the cancel and the status is updated to cancelled.

4.14 Cancel Pending Port by old - concurred pending port

 (create pending port, concurrence, cancel by old, acknowledge cancel by new)

1. As the new service provider, SP2(SPID2) creates a pending port(newSP-Create - LSPP) for a single TN. SP1(SPID1) concurs with the pending port (oldSPCreate, authorization=True). 

2. SP1 cancels the pending port and the status is updated to cancel pending. 

3. SP2 acknowledges the cancel and the status is updated to cancelled.

4.15 Cancel Pending Port by old - concurred pending port 

(create pending port, concurrence, cancel by old, initial cancel window expires, final cancel window expires, conflict)

1. As the new service provider, SP1(SPID1) creates a pending port(newSP-Create - LSPP) for a single TN. SP2(SPID2) concurs with the pending port (oldSPCreate, authorization=True). 

2. SP2 cancels the pending port and the status is updated to cancel pending. 

3. The initial cancellation window expires and the CancellationAcknowledgeRequest notification is sent to SP1. 

4. The final cancellation window expires and the status of the pending port is updated to conflict.

4.16 Cancel Pending Port by new - concurred pending port

(create pending port, concurrence, cancel by new, initial cancel window

expires, final concurrence window expires, activate)

1. As the new service provider, SP2(SPID2) creates a pending port(newSP-Create - LSPP) for a single TN. SP1(SPID1) concurs with the pending port (oldSPCreate, authorization = True). 

2. SP2 cancels the pending port and the status is updated to cancel pending. 

3. The initial cancellation window expires and the CancellationAcknowledgeRequest notification is sent to SP1. 

4. The final cancellation window expires and the status of the pending port is updated to pending.

5. SP2 activates the pending port.

6. NPAC Personnel and/or service provider perform audit of the single TN.

4.17 Delete NPA-NXX open for portability.

1. SP1 deletes an NPA-NXX via their SOA interface

2. SP1 deletes an NPA-NXX via their LSMS interface

3. SP2 deletes an NPA-NXX via their SOA interface

4.18 Delete LRN.

1. SP1 deletes LRN via their SOA interface

2. SP1 deletes LRN via their LSMS interface

3. SP2 deletes LRN via their SOA interface

5. Partner Testing – SP3 with SP4
5.1 Port TN from SP3 to SP4 - 1st ported TN  (create pending port, modify pending, activate, modify active, port to original)

1. As the new service provider, SP4(SPID4) creates a pending port(newSP-Create - LSPP) for a TN range (1st ported number for NPA-NXX ?). SP3(SPID3) concurs with the pending port (oldSPCreate, authorization = True). 

2. SP4 modifies the LRN value for the pending port via the SOA interface. SP3 modifies the oldSP-duedate value for the pending port via the SOA interface. 

3. SP4 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 

4. NPAC Personnel and/or service provider perform audit of the single TN.

5. SP4 modifies LIDB DPC and SSN values for the ported TN (active) via the SOA interface. 

6. As the old service provider, SP4(SPID4) creates a pending port(oldSP-Create - LSPP) for the TN. SP3(SPID3) concurs with the pending port (newSPCreate) with the "port to original" flag set to Yes/True. 

7. SP4 modifies the oldSP-duedate for the pending port via the SOA interface. SP3 modifies the newSP-duedate value for the pending port via the SOA interface. 

8. SP3 activates the pending port and the NPAC SMS broadcast an M-Delete of the subscriptionVersion object to all LSMSs. 

9.  NPAC Personnel and/or service provider perform audit of the single TN.

5.2 Port TN Range from SP4 to SP3 - 1st ported TN 

(create pending port, modify pending, activate, mass update, port to original)

1. As the new service provider, SP3(SPID3) creates a pending port(newSP-Create - LSPP) for a TN range (1st ported TN for NPA-NXX ?). SP4(SPID4) concurs with the pending ports (oldSPCreate, authorization = True). 

2. SP3 modifies the LRN value for the pending ports via the SOA interface. SP4 modifies the oldSP-duedate value for the pending ports via the SOA interface. 

3. SP3 activates the pending ports and the NPAC SMS broadcasts an M-Action of the subscriptionVersion objects to all LSMSs. 

4. SP3 contacts NPAC Personnel to perform a mass update on the LRN value of the TN range.

5.  NPAC Personnel and/or service provider perform audit of the TN range.

6. As the old service provider, SP3(SPID3) creates a pending port(oldSP-Create - LSPP) for the TN range. SP4(SPID4) concurs with the pending port (newSPCreate) with the "port to original" flag set to Yes/True. 

7. SP3 modifies the oldSP-duedate for the pending ports via the SOA interface. SP4 modifies the newSP-duedate value for the pending ports via the SOA interface. 

8. SP4 activates the pending ports and the NPAC SMS broadcasts a scope/filter M-Delete of the subscriptionVersion objects to all LSMSs. 

9. NPAC Personnel and/or service provider perform audit of the single TN.

5.3 Port TN from SP4 to SP4 - 1st ported TN  (create pending port, modify pending, activate, modify active, disconnect...port to original not supported for LISP)

1. As the new service provider, SP4(SPID4) creates a pending port(newSP-Create - LISP) for a single TN (1st ported number for NPA-NXX ?). 

2. SP4 modifies the Billing ID value for the pending port via the SOA interface. 

3. SP4 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 

4. SP4 modifies End User Location Value for the ported TN (active) via the SOA interface. 

5. NPAC Personnel and/or service provider perform audit of the single TN.

6. As the new service provider, SP3(SPID3) creates a pending port(newSP-Create - LSPP) for a single TN. SP4 concurs with the pending port.

7. SP3 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 

8. SP3 disconnects the ported TN via the SOA interface.

9. NPAC Personnel and/or service provider perform audit of the single TN.

5.4 Port TN Range from SP4 to SP4 - 1st ported TN  (create pending port, modify pending, activate, mass update, disconnect...port to original not supported for LISP)

1. As the new service provider, SP4(SPID4) creates a pending port(newSP-Create - LISP) for a TN range (1st ported TN for NPA-NXX ?)...newSP-duedate is a future date.

2. SP4 modifies the newSP-duedate values for the pending ports via the SOA interface...set newSP-duedate to current date. 

3. SP4 activates the pending port and the NPAC SMS broadcast an M-Action of the subscriptionVersion objects to all LSMSs. 

4. SP4 contacts NPAC Personnel to perform a mass update on the ISVM DPC and SSN values of the TN range.

5. SP4 disconnects the ported TN via the SOA interface.

6. NPAC Personnel and/or service provider perform audit of the TN range.

5.5 Port TN from SP3 to SP3  - 1st ported TN  (create pending port, modify pending, activate, modify active, disconnect...port to original not supported for LISP)

*** Note, at this time SP3 does not support LISP porting. If desired, NPAC personnel will perform the steps described below for this test case, and case 5.6.

1. As the new service provider, SP3(SPID3) creates a pending port(newSP-Create - LISP) for a single TN (1st ported number for NPA-NXX ?). 

2. SP3 modifies the newSP-duedate value for the pending port via the SOA interface. 

3. SP3 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 

4. SP3 modifies CNAM DPC and SSN values for the ported TN (active) via the SOA interface. 

5. NPAC Personnel and/or service provider perform audit of the single TN.

6. SP3 disconnects the ported TN via the SOA interface.

5.6 Port TN Range from SP3 to SP3 - 1st ported TN (create pending port, modify pending, activate, mass update, disconnect...port to original not supported for LISP)

1. As the new service provider, SP3(SPID3) creates a pending port(newSP-Create - LISP) for a TN range (1st ported TN for 804-?)...future date.

2. SP3 modifies the newSP-duedate values for the pending ports via the SOA interface...set to current date. 

3. SP3 activates the pending port and the NPAC SMS broadcast an M-Action of the subscriptionVersion objects to all LSMSs. 

4. SP3 contacts NPAC Personnel to perform a mass update on the ISVM DPC and SSN values of the TN range.

5. NPAC Personnel and/or service provider perform audit of the TN range.

6. As the new service provider, SP4(SPID4) creates a pending port(newSP-Create - LSPP) for a single TN. SP3 concurs with the pending port.

7. SP4 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 

8. SP4 disconnects the ported TN via the SOA interface.

9. NPAC Personnel and/or service provider perform audit of the single TN.

5.7 Port TN from SP3 to SP4

(new create pending port, oldSP-CreateRequest notification, concurrence, activate, disconnect)

1. As the new service provider, SP4(SPID4) creates a pending port(newSP-Create - LSPP) for single TN. SP3(SPID3) does not concur. 

2. The initial concurrence window expires and the oldSP-CreateRequest notification is sent to SP3. 

3. SP3 concurs with the pending port (oldSPCreate, authorization=True). 

4. SP4 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 

5. NPAC Personnel and/or service provider perform audit of the single TN.

6. SP4 disconnects the ported TN via the SOA interface.

5.8 Port TN from SP4 to SP3

(new create pending port, initial concurrence window expiration, oldSP-CreateRequest notification, final concurrence window expiration, activate, disconnect)

1. As the new service provider, SP3(SPID3) creates a pending port(newSP-Create - LSPP) for a single TN. SP4(SPID4) does not concur. 

2. The initial concurrence window expires and the oldSP-CreateRequest notification is sent to SP4. 

3. The final concurrence window expires.

4. SP3 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion object to all LSMSs. 

5. NPAC Personnel and/or service provider perform audit of the single TN.

6. SP3 disconnects the ported TN via the SOA interface.

5.9 Port TN from SP3 to SP4 and back while experiencing conflict (create pending port, set into conflict, modify conflict, remove from conflict, activate)

1. As the new service provider, SP4(SPID4) creates a pending port(newSP-Create - LSPP) for a single TN with a future date. SP3(SPID3) concurs with the pending port (oldSPCreate, authorization=False, cause code is duedate mismatch) and the status of the pending port is set to conflict. 

2. SP4 modifies the newSP-duedate by setting it to the current date.

3. SP3 removes the pending port from conflict (within the conflict

window).

4. SP4 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion objects to all LSMSs. 

5. NPAC Personnel and/or service provider perform audit of single TN.

6. As the new service provider, SP3(SPID3) creates a pending port(newSP-Create - LSPP) for the single TN with a future date. SP4 concurs with the pending port (oldSPCreate, authorization = True). Note that this is not a "port to original" request.

7. SP4 modifies the pending port setting the authorization = False and the cause code FOC not received. The status of the pending port is updated to conflict. 

8. SP3 modifies the newSP-duedate by setting it to the current date. SP4 modifies the oldSP-duedate by setting it to the current date.

9. SP3 removes the pending port from conflict (following the expiration of the conflict window).

10. SP3 activates the pending port and the NPAC SMS broadcast an M-Create of the subscriptionVersion objects to all LSMSs. 

11. NPAC Personnel and/or service provider perform audit of single TN.

5.10 Cancel Pending Port by new - no concurrence by new (create pending port by new, cancel by new, create by old, no concurrence by new)

1. As the new service provider, SP4(SPID4) creates a pending port(newSP-Create - LSPP) for TN.  No concurrence from SP3.

2. SP4 cancels the pending port and the status of the pending port is set to cancelled.

3. As the old service provider, SP3 creates a pending port(oldSP-Create - LSPP) for TN 703-?.  No concurrence from SP4.

4. Initial concurrence window expires and NewSP-CreateRequest is sent to SP4 asking for its concurrence.

5. Final concurrence window expires and status of the pending port is set to cancelled.

5.11 Cancel Pending Port by old - no concurrence new

(create pending port by old, cancel by old, create by new, no concurrence by old, activate)

1. As the old service provider, SP3 creates a pending port(oldSP-Create - LSPP) for a single TN.  No concurrence from SP4.

2. SP3 cancels the pending port and the status of the pending port is set to cancelled.

3. As the new service provider, SP4 creates a pending port(newSP-Create - LSPP) for a single TN.  No concurrence from SP3.

4. Initial concurrence window expires and OldSP-CreateRequest is sent to SP3 asking for its concurrence.

5. Final concurrence window expires.

6. SP4 activates the pending port.

7. Audit performed by NPAC Personnel and/or service provider whose SOA supports audits.

5.12 Cancel Pending Port by new - no concurrence old

(create pending port, concurrence, cancel by new, acknowledge cancel)

1. As the new service provider, SP4(SPID4) creates a pending port(newSP-Create – LSPP) for a single TN. SP3(SPID3) concurs with the pending port (oldSPCreate, authorization = True). 

2. SP4 cancels the pending port and the status is updated to cancel pending. 

3. SP3 acknowledges the cancel and the status is updated to cancelled.

5.13 Cancel Pending Port by new - concurred pending port

(create pending port, concurrence, cancel by new, initial cancel window expires, acknowledge cancel)

1. As the new service provider, SP3(SPID3) creates a pending port(newSP-Create - LSPP) for a single TN. SP4(SPID4) concurs with the pending port (oldSPCreate, authorization=True). 

2. SP3 cancels the pending port and the status is updated to cancel pending. 

3. The initial cancellation window expires and the CancellationAcknowledgeRequest notification is sent to SP4. 

4. SP4 acknowledges the cancel and the status is updated to cancelled.

5.14 Cancel Pending Port by old - concurred pending port

 (create pending port, concurrence, cancel by old, acknowledge cancel by new)

1. As the new service provider, SP4(SPID4) creates a pending port(newSP-Create - LSPP) for a single TN. SP3(SPID3) concurs with the pending port (oldSPCreate, authorization=True). 

2. SP3 cancels the pending port and the status is updated to cancel pending. 

3. SP4 acknowledges the cancel and the status is updated to cancelled.

5.15 Cancel Pending Port by old - concurred pending port 

(create pending port, concurrence, cancel by old, initial cancel window expires, final cancel window expires, conflict)

1. As the new service provider, SP3(SPID3) creates a pending port(newSP-Create - LSPP) for a single TN. SP4(SPID4) concurs with the pending port (oldSPCreate, authorization=True). 

2. SP4 cancels the pending port and the status is updated to cancel pending. 

3. The initial cancellation window expires and the CancellationAcknowledgeRequest notification is sent to SP3. 

4. The final cancellation window expires and the status of the pending port is updated to conflict.

5.16 Cancel Pending Port by new - concurred pending port

(create pending port, concurrence, cancel by new, initial cancel window

expires, final concurrence window expires, activate)

1. As the new service provider, SP4(SPID4) creates a pending port(newSP-Create - LSPP) for a single TN. SP3(SPID3) concurs with the pending port (oldSPCreate, authorization = True). 

2. SP4 cancels the pending port and the status is updated to cancel pending. 

3. The initial cancellation window expires and the CancellationAcknowledgeRequest notification is sent to SP3. 

4. The final cancellation window expires and the status of the pending port is updated to pending.

5. SP4 activates the pending port.

6. NPAC Personnel and/or service provider perform audit of the single TN.

5.17 Delete NPA-NXX open for portability.

1. SP3 deletes an NPA-NXX via their SOA interface

2. SP3 deletes an NPA-NXX via their LSMS interface

3. SP4 deletes an NPA-NXX via their SOA interface

4. SP4 deletes an NPA-NXX via their LSMS interface.

5.18 Delete LRN.

1. SP3 deletes an LRN via their SOA interface

2. SP3 deletes an LRN via their LSMS interface

3. SP4 deletes an LRN via their SOA interface

4. SP4 deletes an LRN via their LSMS interface

6. Performance Testing 
6.1 Single TN Volume Testing

Test case procedures incorporated into test case 1.1 from Release 2.0.

6.2 TN Range Volume Testing

Test case procedures incorporated into test case 1.3 from Release 2.0.

6.3  Stability Testing

1. Each Service Provider participating in the SP to SP test phase should have their normal mechanized interface associations established with the NPAC.

2.  The Service Provider pairs will agree upon two groups of TNs to be used for this test step, the first group to be used for single SV activities, the second to be used for "range of 10" SV activities.

3.  At the agreed upon starting time, each SP will act as the "new" SP and will create 10 individual Subscription Versions from the agreed upon range.  Each SP will then create a single range of 10 Subscription versions from the agreed upon TN group.

4. At starting time plus 15 minutes, each SP will act as the "old" SP and will concur with the 10 individual Subscription Versions and the range of 10 Subscriptions created by the "new" SP in the previous step.

5.  At starting time plus 30 minutes, each SP will act as the "new" SP  and will activate the 10 individual Subscription Versions and the range of 10 Subscriptions that were concurred with in the previous step.  

6.  At starting time plus 45 minutes, each SP will act as the "new" SP and will disconnect the 10 individual Subscription Versions and the range of 10 Subscriptions that were activated in the previous step.

7.  The starting station number of the TNs in the agreed upon ranges are increased by 20.

8.  Repeat steps 3 through 7 for the desired stability testing periods.  12 hours, 24 hours, and 48 hours have been suggested.

6.4 Stress Testing

1.  As an optional stress testing phase, repeat the scenario described above in 6.3, except that all steps will be executed as quickly as possible with no delay periods between steps.  Continue for a 1 hour period.

 7. Disaster Recovery
 7.1 Scheduled Site Switchover

 7.1.1 Using the contact information, and the procedures in the M&P manual, NPAC personnel will notify all service providers of the expected system outage.

 7.1.2 Prior to the scheduled site switchover, all service providers will perform random queries of their network data, and subscription version data to be able to verify that the data currently available on the primary NPAC is also available after the switchover occurs.

 7.1.3 At the appointed time, NPAC personnel will abort any remaining associations at the primary NPAC site, and will then execute the procedures necessary to make the backup site available.

 7.1.4 All service providers will be notified of the backup site's availability, and will re-establish their associations.

 7.1.5 Once normal operations are re-established with the backup site, all service providers will execute the SP to SP testing scenario 3.1, "Round Robin Testing" using a different set of data.

 7.1.6 After the testing scenario is completed, NPAC personnel will abort any remaining associations at the backup site, and will then execute the procedures necessary to restore operation  to the primary NPAC site.

 7.1.7 All service providers will be notified of the primary site's availability, and will re-establish their associations.

 7.1.8 After re-establishing normal communications with the NPAC primary site, all service providers will perform queries to verify that all new data created while connected to the backup site is now available at the restored primary site.

 7.2  Unscheduled Site Switchover

 7.2.1 Prior to the unscheduled site switchover, all service providers will perform random queries of their network data, and subscription version data to be able to verify that the data currently available on the primary NPAC is also available after the switchover occurs.

 7.2.2 At the agreed upon time, NPAC personnel will perform a scenario that will simulate a short term facilities outage.  At that time, all currently connected service providers will lose their current associations.

 7.2.3 Following the M&P guidelines, service providers will be notified of the outage, and directed to re-establish their associations at the backup site.

 7.2.4 Once normal operations are re-established with the backup site, all service providers will create a new NPA-NXX data entry.

 7.2.5 NPAC personnel will notify all service providers of the expected availability of the primary site.

 7.2.6 When the primary site is ready to resume normal operations, all service providers will discontinue operation at the backup site, and re-establish their associations at the primary NPAC.

 7.2.7 After re-establishing normal communications with the NPAC primary site, all service providers will perform queries to verify that all new data created while connected to the backup site is now available at the restored primary site.

 7.3 Scheduled Downtime

 7.3.1 Following the steps outlined in the M&P manual, NPAC personnel will perform all required notifications of expected downtime.

 7.3.2 Ten minutes prior to the planned downtime, NPAC personnel will issue an electronic notification to all currently connected service providers detailing the start and stop times of the downtime, and the reason.

 7.3.3 All service providers will verify receipt of the electronic notification.

 7.3.4 NPAC personnel will shut the primary NPAC facility down for a period of 30 minutes.

 7.3.5 At the conclusion of the scheduled downtime, NPAC personnel will restore the primary facility to normal operations.

 7.3.6 NPAC personnel will notify all service providers of the restoration of normal service.

 7.3.7 All service providers will reconnect to the NPAC and resume normal operation.

.

5. Group Turn Up Test Scenarios Related to NPAC Release 2.

This section contains all test cases written for group Service Provider Turn Up testing of Release 2.0 of the NPAC software.  

5.1 Performance Testing

From the NPAC Release 2.0 Group Test Plan, version 0.2, 6/4/1999

1.1
Single TN Volume Testing with non-pooled TNs  (TNs that are not part of a 1K Block)

Each Service Provider participating in the SP to SP test phase should have their normal mechanized interface associations established with the NPAC.


The Service Provider pairs will agree upon a range of 100 TNs to be used for this test step.

The Service Providers acting as the "new" SPs will begin creating Subscription Versions for the agreed upon range, one at a time, proceeding as quickly as is practical until all 100 SVs have been created.

After a 3-minute delay, the Service Providers acting as the "old" SPs will begin concurring with the newly created Subscription Versions, again, proceeding as quickly as is practical, until all 100 SVs have been concurred.

As soon as is practical, the SPs acting as the "new" SPs will begin activating the 100 SVs, one at a time, as quickly as possible until all 100 have been activated.

As soon as possible, the SPs acting as the "new" SPs will begin disconnecting the 100 SVs, one at a time, as quickly as possible until all 100 have been disconnected.
1.2
Single TN Volume Testing with pooled TNs

Each Service Provider participating in the SP to SP test phase should have their normal mechanized interface associations established with the NPAC.


The Service Provider pairs will agree upon a range of 100 pooled ported TNs to be used for this test step.

NPAC Personnel creates the block holder information and the Subscription Versions with LNP type “POOL”.

The Service Providers acting as the "new" SPs will begin creating Subscription Versions for the agreed upon range, one at a time, proceeding as quickly as is practical until all 100 SVs have been created.

After a 3-minute delay, the Service Providers acting as the "old" SPs will begin concurring with the newly created Subscription Versions, again, proceeding as quickly as is practical, until all 100 SVs have been concurred.

As soon as is practical, the SPs acting as the "new" SPs will begin activating the 100 SVs, one at a time, as quickly as possible until all 100 have been activated.

As soon as possible, the SPs acting as the "new" SPs will begin disconnecting the 100 SVs, one at a time, as quickly as possible until all 100 have been disconnected.

1.3
TN Range Volume Testing with non-pooled TNs  (TNs that are not part of a 1K Block)

Each Service Provider participating in the SP to SP test phase should have their normal mechanized interface associations established with the NPAC.


The Service Provider pairs will agree upon a range of 10 ranges of 100 pooled ported TNs to be used for this test step.

The Service Providers acting as the "new" SPs will begin creating Subscription Versions for the agreed upon range, one range at a time, proceeding as quickly as is practical until all 1000 SVs have been created.

After a 3 minute delay, the Service Providers acting as the "old" SPs will begin concurring with the newly created Subscription Versions, submitting each of the 10 TN ranges of 100 as quickly as is practical, until all 1000 SVs have been concurred.

As soon as is practical, the SPs acting as the "new" SPs will begin activating the 1000 SVs, one range of 100 at a time, as quickly as possible until all 1000 have been activated.

As soon as possible, the SPs acting as the "new" SPs will begin disconnecting the 1000 SVs, one range of 100 at a time, as quickly as possible until all 1000 have been disconnected.

1.4
TN Range Volume Testing with pooled TNs

Each Service Provider participating in the SP to SP test phase should have their normal mechanized interface associations established with the NPAC.


The Service Provider pairs will agree upon a range of 10 ranges of 100 pooled ported TNs to be used for this test step.

NPAC Personnel creates the block holder information and the Subscription Versions with LNP type “POOL”.

The Service Providers acting as the "new" SPs will begin creating Subscription Versions for the agreed upon range, one range at a time, proceeding as quickly as is practical until all 1000 SVs have been created.

After a 3 minute delay, the Service Providers acting as the "old" SPs will begin concurring with the newly created Subscription Versions, submitting each of the 10 TN ranges of 100 as quickly as is practical, until all 1000 SVs have been concurred.

As soon as is practical, the SPs acting as the "new" SPs will begin activating the 1000 SVs, one range of 100 at a time, as quickly as possible until all 1000 have been activated.

As soon as possible, the SPs acting as the "new" SPs will begin disconnecting the 1000 SVs, one range of 100 at a time, as quickly as possible until all 1000 have been disconnected.

5.2 Release 2. Functional Group Test Cases

5.2.1 SOA & LSMS Recovery

The purpose of these test cases are to ensure that multiple Service Providers can successfully associate with the NPAC SMS with their recovery flags on and receive notification concurrently.

	A.
	TEST IDENTITY

	
	Test Case Number:
	ILL 79 – Group 1
	Priority:
	Conditional

	
	Objective:

	SOA – Service Providers, using their SOA systems, where their SOA Network Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 79 – Notification Recovery

	
	NANC FRS Version Number:
	R2.0.0
	Relevant Requirement(s):
	RR6-29, RR6-30, RR6-31, RR6-32, RR6-33

	
	NANC IIS Version Number:
	R2.0.1
	Relevant Flow(s):
	B.7.2 Sequencing of Events on Initialization/Resynchronization of SOA

	
	


Test case procedures incorporated into test case 187-4 from Release 3.2.

	c
	TEST IDENTITY

	
	Test Case Number:
	ILL 79 – Group 2
	Priority:
	Conditional

	
	Objective:

	LSMS – Service Providers, using their LSMS systems, where LSMS Network and Subscription Data Download Association Function is set to ‘ON’, issue a Network Data and Notification Recovery Request by specifying a Time Range – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	ILL 79 – Notification Recovery

	
	NANC FRS Version Number:
	R2.0.0
	Relevant Requirement(s):
	RR6-29, RR6-30, RR6-31, RR6-32, RR6-34

	
	NANC IIS Version Number:
	R2.0.1
	Relevant Flow(s):
	B.7.1 Sequencing of Events on Initialization/Resynchronization of LSMS

	
	


Test case procedures incorporated into test case 187-1 from Release 3.2.

5.2.2 Associated Service Provider FUnctionality

	A.
	TEST IDENTITY – 

	
	Test Case Number:
	NANC 48-Group 1
	Priority:
	Conditional

	
	Objective:

	SOA – ‘Associated’ SPID ‘B’ creates an LRN (at least 4 Service Provider’s are configured to operate in this region, 1 ‘Primary’ SPID (‘A’), 2 ‘Associated’ SPIDs (‘B’ and ‘C’) and one other SPID ‘D’ – neither Primary or Associated) SPID ‘B’, and SPID ‘D’ are configured with their SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’, SPID ‘A’ and SPID ‘C’ is configured with their SOA Network Data Download Association Function set to ‘OFF’ and their LSMS Network and Subscription Data Download Association Function is set to ‘ON’ - Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 48 – Multiple Service Provider Ids per SOA Association

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR3-26, RR3-2

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.4.2.2 LRN Creation by the SOA

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	Verify that SPID ‘B’, and SPID ‘C’ exist on the NPAC SMS as ‘Associated’ SPIDs to Service Provider ‘A’. 

Verify that SPID ‘D’ exist on the NPAC SMS – not a ‘Primary’ or ‘Associated’ SPID.

Verify that SPID ‘B’ and SPID ‘D’ Profiles are configured with the SOA Network Data Download Association Function and the LSMS Network and Subscription Data Download Association Function set to ‘ON’.

Verify that SPID ‘A’ and SPID ‘C’ Profiles are configured with the SOA Network Data Download Association Function set to ‘OFF’ and the LSMS Network and Subscription Data Download Association Function set to ‘ON’.

Verify that the LRN does not exist on the NPAC SMS for which SPID ‘B’ is going to create a respective Subscription Version.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using a SOA System, Service Provider ‘B’ Personnel submit a request to the NPAC SMS to create an LRN which does not already exist on the NPAC SMS.

The ‘Primary’ SPID ‘A’ SOA issues an M-CREATE Request serviceProvLRN to the NPAC SMS, on behalf of SPID ‘B’.
	NPAC
	The NPAC SMS receives the M-CREATE Request for the LRN from the ‘Primary’ SPID (‘A’) for ‘Associated’ SPID ‘B’ (via SPID ‘A’s’ SOA association).

The NPAC SMS verifies that the Service Provider creating the LRN information is the same as the Service Provider that owns the network data.

The NPAC SMS issues an M-CREATE Response back to ‘Associated’ SPID ‘B’ under the ‘Primary’ SPID ‘A’ association.

	2.
	NPAC
	The NPAC SMS sends an M-CREATE for the serviceProvLRN object to all LSMSs that have their LSMS Network and Subscription Data Download Association Function ‘ON’. (SPID ‘A’, ‘B’, ‘C’ and ‘D’ in this scenario.)

The NPAC SMS sends an M-CREATE for the serviceProvLRN object to all SOAs that have their SOA Network Data Download Association Function ‘ON’. (SPID ‘B’, and ‘D’ in this scenario.)
	SP
	All LSMSs in the region that are accepting downloads for the serviceProvNPA-NXX receive the M-CREATE Request from the NPAC SMS and issue an M-CREATE Response back to the NPAC SMS.

All SOAs in the region that are accepting downloads for the serviceProvNPA-NXX receive the M-CREATE Request from the NPAC SMS and issues an M-CREATE Response back to the NPAC SMS.

	3.
	SP optional
	Service Provider ‘A’ Personnel query their local SOA and LSMS system for the LRN that was just created by SPID  ‘B’ Service Provider Personnel.
	SP
	Verify that the LRN DOES NOT exist on your local SOA system.

Verify that the LRN DOES exist on your local LSMS system and belongs to Service Provider ‘B’.

	4.
	SP optional
	Service Provider ‘B’ Personnel query their local SOA and LSMS system for the LRN that SPID ‘B’ Service Provider Personnel just created on the NPAC SMS.
	SP
	Verify that the LRN exists on your local SOA and LSMS systems, and belongs to Service Provider ‘B’.

	5.
	SP optional
	Service Provider ‘C’ Personnel query their local SOA and LSMS system for the LRN that was just created by SPID ‘B’ Service Provider Personnel.
	SP
	Verify that the LRN DOES NOT exist on your local SOA system.

Verify that the LRN DOES exist on your local LSMS system and belongs to Service Provider ‘B’.

	6.
	SP optional
	Service Provider ‘D’ Personnel query their local SOA and LSMS system for the LRN that was just created by SPID ‘B’ Service Provider Personnel.
	SP
	Verify that the LRN exists on both your local SOA and LSMS systems, and belongs to Service Provider ‘B’.


	A.
	TEST IDENTITY 

	
	Test Case Number:
	NANC 48-Group 2
	Priority:
	Conditional

	
	Objective:

	NPAC OP GUI – NPAC Personnel create a Service Provider Profile for a New Service Provider in a region where ‘Primary’ and ‘Associated’ Service Providers exist. (At least 4 Service Provider’s are configured to operate in this region, 1 ‘Primary’ SPID (‘A’), 2 ‘Associated’ SPIDs (‘B’ and ‘C’) and one other SPID ‘D’ (neither Primary or Associated).  SPID ‘B’, and SPID ‘D’ are configured with their SOA Network Data Download Association Function set to ‘ON’ and their LSMS Network and Subscription Data Download Association Function set to ‘ON’.  SPID ‘A’ and SPID ‘C’ are configured with their SOA Network Data Download Association Function set to ‘OFF’.  SPID ‘A’s’ LSMS Network and Subscription Data Download Association Function is set to ‘OFF’.  SPID ‘C’s’ LSMS Network and Subscription Data Download Association Function is set to ‘ON’ – Success

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 48 – Multiple Service Provider Ids per SOA Association

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	RR3-26

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.3.1 Service Provider Creation by the NPAC

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	 
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	Verify that SPID ‘B’, and SPID ‘C’ exist on the NPAC SMS as ‘Associated’ SPIDs to Service Provider ‘A’. 

Verify that SPID ‘D’ exist on the NPAC SMS – not a ‘Primary’ or ‘Associated’ SPID.

Verify that SPID ‘B’ and SPID ‘D’ Profiles are configured with the SOA Network Data Download Association Function set to ‘ON’ and their LSMS Network and Subscription Data Download Association Function set to ‘ON’.

Verify that SPID ‘A’ and SPID ‘C’ Profiles are configured with the SOA Network Data Download Association Function set to ‘OFF’.

Verify that SPID ‘A’ is configured with an LSMS Network and Subscription Data Download Association Function set to ‘OFF’.

Verify that SPID ‘C’ is configured with an LSMS Network and Subscription Data Download Association Function set to ‘ON’.

Verify that the Service Provider Profile that you are going to create DOES NOT already exist on the NPAC SMS.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	Using the NPAC OP GUI, NPAC Personnel create a New Service Provider on the NPAC SMS.

The NPAC SMS issues an M-CREATE Request serviceProv to itself.
	NPAC
	The NPAC SMS verifies that the serviceProv object does not already exist.

The NPAC SMS issues an M-CREATE Response serviceProv to itself.

	2.
	NPAC
	The NPAC SMS issues an M-CREATE Request serviceProvNetwork to itself in order to create the Service Provider object. 
	NPAC
	The NPAC SMS issues an M-CREATE serviceProvNetwork Response to itself indicating the Service Provider object was successfully created on the NPAC SMS.

	3.
	NPAC
	The NPAC SMS issues an M-CREATE Request for the serviceProvNetwork object to each LSMS in the region that is configured with an LSMS Network Data Download Indicator set to ‘ON’.

The NPAC SMS issues an M-CREATE Request for the serviceProvNetwork object to each SOA in the region that is configured with a SOA Network Data Download Association Function set to ‘ON’.
	SP
	Each LSMS in the region that is configured to accept this Network Data, receives the NPAC SMS broadcast and issues an M-CREATE Response back to the NPAC SMS.

Each SOA in the region that is configured to accept this Network Data, receives the NPAC SMS broadcast and issues an M-CREATE Response back to the NPAC SMS.

	4.
	NPAC
	NPAC Personnel query for the Service Provider Profile that was just created on the NPAC SMS.
	NPAC
	Verify that the Service Provider Profile exists on the NPAC SMS.

Verify that the SPID is not indicated as either a ‘Primary’ or ‘Associated’ SPID.

	5.
	SP optional
	Service Provider ‘A’ Personnel query for the Service Provider Profile that was just created on the NPAC SMS on their local SOA and LSMS systems.
	SP
	Verify that the Service Provider Profile that was just created on the NPAC SMS DOES NOT exist on your SOA system.

Verify that the Service Provider Profile that was just created on the NPAC SMS DOES NOT exist on your LSMS system.

	6.
	SP optional
	Service Provider ‘B’ Personnel query for the Service Provider Profile that was just created on the NPAC SMS on their local SOA and LSMS systems.
	SP
	Verify that the Service Provider Profile that was just created on the NPAC SMS exists on your SOA system.

Verify that the Service Provider Profile that was just created on the NPAC SMS exists on your LSMS system.

	7.
	SP optional
	Service Provider ‘C’ Personnel query for the Service Provider Profile that was just created on the NPAC SMS on their local SOA and LSMS systems.
	SP
	Verify that the Service Provider Profile that was just created on the NPAC SMS DOES NOT exist on your SOA system.

Verify that the Service Provider Profile that was just created on the NPAC SMS exists on your LSMS system.

	8.
	SP optional
	Service Provider ‘D’ Personnel query for the Service Provider Profile that was just created on the NPAC SMS on their local SOA and LSMS systems.
	SP
	Verify that the Service Provider Profile that was just created on the NPAC SMS exists on both your SOA and LSMS systems.


	A.
	TEST IDENTITY

	
	Test Case Number:
	NANC 48 – Group 3
	Priority:
	Required

	
	Objective:

	NPAC OP GUI – NPAC Personal verify that a Service Provider that is functioning properly as neither a Primary nor Associated SPID can function properly as an Associated SPID, be dis-associated from its Primary SPID and again function properly as neither a Primary nor Associated SPID

	
	

	B.
	REFERENCES

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 48 – Multiple Service Provider Ids per SOA Association

	
	NANC FRS Version Number:
	2.0.0
	Relevant Requirement(s):
	N/A

	
	NANC IIS Version Number:
	2.0.1
	Relevant Flow(s):
	B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)

B.5.1.5 Subscription Version Activated by New Service Provider SOA

B.5.1.6 Active SubscriptionVersion Create on Local SMS

	
	

	C.
	TIME ESTIMATE

	
	Estimated Execution Time:
	
	Estimated Prerequisite Setup Time:
	
	Estimated NPAC Setup Time:
	
	Estimated SP Setup Time:
	

	
	

	D.
	PREREQUISITE

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	 Verify that at least 4 Service Providers are configured on the NPAC SMS.

Verify that SPID ‘A’ exists as a ‘Primary’ SPID, and is configured with  SOA and LSMS Network Data Download Indicators set to ‘ON’. SPID ‘A’ has filters set such that they will receive downloads for this NPA-NXX.

Verify that SPID ‘B’ is configured as a ‘regular’ Service Provider – neither an ‘Associated’ nor a ‘Primary’ Service Provider.

Verify SPID ‘B’ is configured with SOA and LSMS Network Data Download Indicators set to ‘ON’. SPID ‘B’ has filters set such that they will receive downloads for this NPA-NXX.

Verify that SPID ‘C’ is an ‘Associated’ SPID to SPID ‘A’.  

Verify SPID ‘C’ is configured with a SOA Network Data Download Association Function set to ‘OFF’ and an LSMS Network and Subscription Data Download Association Function set to ‘ON’. SPID ‘C’ has a filter set in order to NOT receive downloads for the NPA-NXX you are going to specify in the SV Create.

Verify that SPID ‘D’ is configured on the NPAC SMS as neither a ‘Primary’ nor an ‘Associated’ SPID and SOA Network Data Download Association Function and LSMS Network and Subscription Data Download Association Function set to ‘ON’.

Verify that SPID ‘D’ has filters set such that they will receive downloads for this NPA-NXX.

Verify that there have not been any ports against this NPA-NXX for which you are going to create an Inter-SP Subscription Version.

	
	Prerequisite SP Setup:
	

	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	
	NPAC or SP
	Test Step
	NPAC or SP
	Expected Result



	1.
	SP
	SPID ‘B’, as a ‘regular’ New Service Provider (neither an ‘Associated’ nor a ‘Primary’ Service Provider) submits a valid Inter-service Provider Subscription Version Create with SPID ‘A’ as the Old Service Provider.

SPID ‘A’ concurs to the NewSPCreate.
	NPAC
	The NPAC SMS successfully creates a ‘pending’ Subscription Version.

	2.
	NPAC
	The NPAC SMS sends an M-EVENT-REPORT objectCreation to the Old and New Service Provider SOAs.
	SP
	The Old and New Service Provider SOA each receive the M-EVENT-REPORT and issue an M-EVENT-REPORT Confirmation success to the NPAC SMS.

	3.
	SP
	SPID ‘B’ issues an M-ACTION Request subscriptionVersionActivate to the NPAC SMS for the Subscription Version created in Test Step 1.
	NPAC
	The NPAC SMS receives the M-ACTION Request and sets the Subscription Version status to ‘sending’.

	4.
	NPAC
	The NPAC SMS issues an M-CREATE Request subscriptionVersion to all LSMSs in the region that are accepting downloads for the NPA-NXX of the TN used in the Subscription Version.
	SP
	All LSMSs that are accepting downloads for the NPA-NXX of the TN used in the Subscription Version receive the M-CREATE Request from the NPAC SMS and respond successfully.

The NPAC SMS sets the Subscription Version status to ‘active’.

	5.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old and New Service Provider SOAs.
	SP
	The Old and New Service Provider SOAs each receive the M-EVENT-REPORT and issue an M-EVENT-REPORT Confirmation success to the NPAC SMS. 

	6.
	NPAC
	NPAC Personnel associate SPID ‘B’ to Primary SPID ‘A’.
	NPAC
	Verify that SPID ‘B’ now exists as an ‘Associated’ SPID of Primary SPID ‘A’.

	7.
	SP
	SPID ‘B’, as an ‘Associated’ New Service Provider of SPID ‘A’ submits a valid Inter-service Provider Subscription Version Create with SPID ‘A’ as the Old Service Provider.

SPID ‘A’ concurs to the NewSPCreate.
	NPAC
	The NPAC SMS successfully creates a ‘Pending’ Subscription Version.

	8.
	NPAC
	The NPAC SMS sends an M-EVENT-REPORT objectCreation to the Old and New Service Provider SOAs.
	SP
	The Old and New Service Provider SOA each receive the M-EVENT-REPORT and issue an M-EVENT-REPORT Confirmation success to the NPAC SMS.

	9.
	SP
	SPID ‘B’ issues an M-ACTION Request subscriptionVersionActivate to the NPAC SMS for the Subscription Version created in Test Step 7.
	NPAC
	The NPAC SMS receives the M-ACTION Request and sets the Subscription Version status to ‘sending’.

	10.
	NPAC
	The NPAC SMS issues an M-CREATE Request subscriptionVersion to all LSMSs in the region that are accepting downloads for the NPA-NXX of the TN used in the Subscription Version.
	SP
	All LSMSs that are accepting downloads for the NPA-NXX of the TN used in the Subscription Version receive the M-CREATE Request from the NPAC SMS and respond successfully.

The NPAC SMS sets the Subscription Version status to ‘active’.

	11.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old and New Service Provider SOAs.
	SP
	The Old and New Service Provider SOAs each receive the M-EVENT-REPORT and issue an M-EVENT-REPORT Confirmation success to the NPAC SMS. 

	12.
	NPAC
	NPAC Personnel dis-associate SPID ‘B’ from Primary SPID ‘A’.
	NPAC
	Verify that SPID ‘B’ no longer exists as an ‘Associated’ SPID of Primary SPID ‘A’.

	13.
	SP
	SPID ‘B’, as a ‘regular’ New Service Provider (neither an ‘Associated’ nor a ‘Primary’ Service Provider) submits a valid Inter-service Provider Subscription Version Create with SPID ‘A’ as the Old Service Provider.

SPID ‘A’ concurs to the NewSPCreate.
	NPAC
	The NPAC SMS successfully creates a ‘Pending’ Subscription Version.

	14.
	NPAC
	The NPAC SMS sends an M-EVENT-REPORT objectCreation to the Old and New Service Provider SOAs.
	SP
	The Old and New Service Provider SOA each receive the M-EVENT-REPORT and issue an M-EVENT-REPORT Confirmation success to the NPAC SMS.

	15.
	SP
	SPID ‘B’ issues an M-ACTION Request subscriptionVersionActivate to the NPAC SMS for the Subscription Version created in Test Step 13.
	NPAC
	The NPAC SMS receives the M-ACTION Request and sets the Subscription Version status to ‘sending’.

	16.
	NPAC
	The NPAC SMS issues an M-CREATE Request subscriptionVersion to all LSMSs in the region that are accepting downloads for the NPA-NXX of the TN used in the Subscription Version.
	SP
	All LSMSs that are accepting downloads for the NPA-NXX of the TN used in the Subscription Version receive the M-CREATE Request from the NPAC SMS and respond successfully.

The NPAC SMS sets the Subscription Version status to ‘active’.

	17.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old and New Service Provider SOAs.
	SP
	The Old and New Service Provider SOAs each receive the M-EVENT-REPORT and issue an M-EVENT-REPORT Confirmation success to the NPAC SMS.

	18.
	NPAC
	NPAC Personnel perform a query for the three Subscription Versions that were created and activated. 
	NPAC
	The three Subscription Versions exist with a status of ‘Active’.

	19.
	SP – conditional
	SP Personnel, using either their SOA or SOA LTI, perform an NPAC query for the three Subscription Versions that were created and activated.
	SP
	The three Subscription Versions exist with a status of ‘Active’.

	20.
	SP- optional
	Service Provider Personnel perform a local query for the three Subscription Versions that were created and activated.
	SP
	The three Subscription Versions exist with a status of ‘Active’.

	21. 
	NPAC
	NPAC Personnel perform a full audit for the TNs associated with the Subscription Versions that were manipulated during this test case.
	NPAC
	Using the Audit Results Log verify that no updates were issued as a result of performing the audit.  If any updates were made, the LSMS fails this test case.


6. Group Turn Up Test Scenarios related to NPAC Release 3.0.x.

This section contains all test cases written for group Service Provider Turn Up testing of Release 3.0.x of the NPAC software.

6.1 Create NPA-NXX-X Information Test Cases:

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	3.1.1
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and must be neither a primary or secondary SPID and the NPAC SMS schedules the Number Pool Block create, and the NPAC SMS activates upon scheduled date and time. The following Service Provider configurations are in place:

1. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.

2. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.

3. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.

4. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).

 - Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-61, RR3-63, RR3-64, RR3-65, RR3-66, RR3-67.1, RR67.2, RR3-68, RR3-69, RR3-70, RR3-71, RR3-72, RR3-73, RR3-75.1, RR3-75.3, RR3-76.1, RR3-76.2, RR3-78, RR3-79.1, RR3-79.2, RR3-84, RR3-85, RR3-92, RR3-93, RR3-94, RR3-119, RR3-120, RR3-121, RR3-122, RR3-123, RR3-128, RR3-129, RR3-130, RR3-149, RR3-151, RR5-85, RR5-86, RR5-87

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	1.1 Service Provider NPA-NXX-X Create by NPAC SMS

2.2 Number Pool Block Create by NPAC SMS

2.3 Number Pool Block Create Broadcast: Successful

2.3.1 Number Pool block Create Broadcast Successful to Local SMS

2.3.2 Number Pool Block Create: Successful Broadcast

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify the NPA-NXX exists on the NPAC SMS for the NPA-NXX-X Information to be created.

2. Verify that there are not any ‘pending-like, no-active’ Subscription Versions (Subscription Versions with a status of ‘pending’, ‘conflict’, ‘cancel-pending’, or ‘failure’) existing for TNs within the 1K Block.

3. Verify that there are no ‘active’ Subscription Versions for the TNs in the NPA-NXX-X. (The Number Pool Block and 1K Block of Subscription Versions to be created should not be contaminated.) 

4. Verify the following Service Provider configurations exist: 

· Service Provider (‘A’) has a filter set to receive the NPA-NXX, an EDR LSMS with the LSMS NPA-NXX-X Indicator of TRUE and a SOA NPA-NXX-X Indicator of FALSE. 

· Service Provider (‘B’) has a filter set to receive the NPA-NXX, an EDR LSMS with the LSMS NPA-NXX-X Indicator of FALSE and a SOA NPA-NXX-X Indicator of TRUE.

· Service Provider (‘C’) has a filter set to not receive the NPA-NXX, a non-EDR LSMS with the LSMS NPA-NXX-X Indicator of TRUE and a SOA NPA-NXX-X Indicator of FALSE.

· Service Provider (‘D’) has a filter set to not receive the NPA-NXX and a non-EDR LSMS with the LSMS NPA-NXX-X Indicator of FALSE and a SOA NPA-NXX-X Indicator of TRUE.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	1. Using the NPAC OP GUI, NPAC Personnel submit a request to create NPA-NXX-X Information, specifying the following:

· Service Provider ‘A’ as the Code Holder SPID and the Block Holder SPID

· an Effective Date that is valid based on the Effective Date Window Tunable

· the SOA Origination Indicator is set to FALSE

· the default value as the scheduled date/time

2. The following attributes are required for the Number Pool Block Create Event to be scheduled:

· numberPoolBlockNPA-NXX-X

· numberPoolBlockSPID

· numberPoolBlockLRN

· numberPoolBlockCLASS-DPC

· numberPoolBlockCLASS-SSN

· numberPoolBlockCNAM-DPC

· numberPoolBlockCNAM-SSN

· numberPoolBlockISVM-DPC

· numberPoolBlockISVM-SSN

· numberPoolBlockLIDB-DPC

· numberPoolBlockLIDB-SSN

· numberPoolBlockWSMSC-DPC - if supported by the Service Provider SOA

· numberPoolBlockWSMSC-SSN - if supported by the Service Provider SOA
	NPAC
	1. The NPAC SMS provides the serviceProvNPA-NXX-X Value, serviceProvNPA-NXX-X-EffectiveTimeStamp, and Block Holder SPID.

2. The NPAC SMS performs the following validations for the NPA-NXX-X Information:

· Verifies that the serviceProvNPA-NXX-X value is an existing NPA-NXX on the NPAC SMS.

· Verifies that the NPA-NXX-X Effective Date is greater than or equal to the Effective Date of the NPA-NXX

· Verifies that the NPA-NXX-X Effective Date is greater than or equal to the current date plus the Effective Date tunable number of days.

· Verifies that there is not a serviceProvNPA-NXX-X object that already exists with this NPA-NXX-X value.

· Verifies that the NPA-NXX-X Service Provider ID is an existing Service Provider on the NPAC SMS.

· Verifies there are not any Subscription Versions within the 1K Block with a status of ‘pending’, ‘conflict’, ‘cancel-pending’, or ‘failed’ without a respective ‘active’ Subscription Version.

3. The NPAC SMS performs the following validations for the Number Pool Block Create Information:

· Verifies the NPA-NXX-X exists for the respective Number Pool Block.

· Verifies all attributes specified are valid (performs field level validations, as well as verifies the scheduled date/time is a valid date and time and is greater than or equal to the Effective Date, and that the LRN specified is a valid LRN for the Block Holder SPID defined on the NPAC SMS).

· Verifies a numberPoolBlock object does not already exist for the NPA-NXX-X specified.

· Verifies there are not any Subscription Versions within the 1K Block with a status of ‘pending’, ‘conflict’, ‘cancel-pending’ or ‘failed’, without a respective ‘active’ Subscription Version.



	2.
	NPAC 
	1. The NPAC SMS issues an M-CREATE Request serviceProvNPA-NXX-X to itself.

2. The NPAC SMS sets the following attributes:

· serviceProvNPA-NXX-X-ID

· serviceProvNPA-NXX-X-Value

· serviceProvNPA-NXX-X-CreationTimeStamp

· serviceProvNPA-NXX-X-EffectiveTimeStamp

· serviceProvNPA-NXX-X-ModifiedTimeStamp

· serviceProvNPA-NXX-X-DownloadReason
	NPAC
	1. The NPAC SMS issues an M-CREATE Response serviceProvNPA-NXX-X to itself.

2. The NPAC SMS ‘schedules’ the Number Pool Block Create Event based on the GUI entry for NPA-NXX-X Effective Date.

	3.
	NPAC
	1. The NPAC SMS sends an M-CREATE request to all SOAs for the serviceProvNPA-NXX-X who support the object according to the ‘NPAC Customer SOA NPA-NXX-X’ Indicator in their Service Provider Profile, and are accepting downloads for this NPA-NXX. The following attributes are included:

· serviceProvNPA-NXX-X-ID

· serviceProvNPA-NXX-X-Value

· serviceProvNPA-NXX-X-CreationTimeStamp

· serviceProvNPA-NXX-X-EffectiveTimeStamp

· serviceProvNPA-NXX-X-ModifiedTimeStamp

· serviceProvNPA-NXX-X-DownloadReason

2. The NPAC SMS sends an M-CREATE Request to all LSMSs for the serviceProvNPA-NXX-X who support the object according to the ‘NPAC Customer LSMS NPA-NXX-X Indicator’ in their Service Provider Profile, and are accepting downloads for this NPA-NXX. The following attributes are included:

· serviceProvNPA-NXX-X-ID

· serviceProvNPA-NXX-X-Value

· serviceProvNPA-NXX-X-CreationTimeStamp

· serviceProvNPA-NXX-X-EffectiveTimeStamp

· serviceProvNPA-NXX-X-ModifiedTimeStamp

· serviceProvNPA-NXX-X-DownloadReason
	SP
	1. SOAs, accepting downloads for this NPA-NXX and have their ‘NPAC Customer SOA NPA-NXX-X’ Indicator set to TRUE, receive the M-CREATE Request for the serviceProvNPA-NXX-X object.

2. LSMSs accepting downloads for this NPA-NXX and have their ‘NPAC Customer LSMS NPA-NXX-X’ Indicator set to TRUE, receive the M-CREATE Request for the serviceProvNPA-NXX-X object.

	4.
	SP
	1. SOAs, who are accepting downloads for the NPA-NXX, send M-CREATE Response to the NPAC SMS indicating the serviceProvNPA-NXX-X object was successfully created.

2. LSMSs, who are accepting downloads for the NPA-NXX, send M-CREATE Response to the NPAC SMS indicating the serviceProvNPA-NXX-X object was successfully created.
	NPAC
	1. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the SOAs in the region.

2. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the LSMSs in the region.

	5.
	NPAC
	NPAC Personnel perform an NPA-NXX-X Query on the NPAC SMS.
	NPAC
	Verify that the NPA-NXX-X exists on the NPAC SMS.

	6.
	SP – Optional
	Service Provider Personnel perform an NPA-NXX-X Query on their local system.
	SP
	1. Service Provider 'A’ verifies that it has the NPA-NXX-X on its LSMS, but not its SOA (based on its NPA-NXX-X Indicators in its Service Provider Profile).

2. Service Provider ‘B’ verifies that it has the NPA-NXX-X on its SOA, but not its LSMS (Based on its NPA-NXX-X Indicators in its Service Provider Profile).

3. Service Providers ‘C’ and ‘D’ verify that they do not have the NPA-NXX-X on either system (this is based on the fact that they had a filter set to NOT receive downloads for this NPA-NXX regardless of their NPA-NXX-X Indicators in their Service Provider Profile).

	7.
	SP –Conditional
	Service Provider Personnel, using their local system perform an NPAC query for the NPA-NXX-X.
	SP
	Verify that the NPA-NXX-X exists on the NPAC SMS.

	8.
	NPAC
	NPAC Personnel query for the Number Pool Block Create Event.
	NPAC
	Verify that the Number Pool Block Create Event is scheduled according to the default scheduled date/time.

	9.
	NPAC
	NPAC Personnel view the web bulletin board on the NPAC website for the respective region in which this NPA-NXX-X was created.
	NPAC
	Verify that the following attributes were added to the web bulletin board:

· NPAC Customer ID

· NPAC Customer Name

· NPA-NXX-X Value

· NPA-NXX-X Effective Date

	10.
	NPAC
	The NPA-NXX-X Effective Date is reached. 
	NPAC
	1. On the Effective Date (the scheduled date/time) the NPAC SMS issues an M-ACTION Request numberPoolBlock Create to itself.

2. The NPAC SMS verifies the following information:

· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).

· All attributes specified are valid.

· A numberPoolBlockNPAC object does not already exist for the NPA-NXX-X (a duplicate Number Pool Block does not already exist), or if one exists it has a status of ‘old’ with an empty failed SP list.

· The current date is greater than or equal to the NPA-NXX-X Effective Timestamp.

· No Subscription Version objects exist within the Number Pool Block with a status of ‘pending’, ‘conflict’, ‘cancel-pending’ or ‘failed’, and no active Subscription Versions exist for those TNs.

	11.
	NPAC
	The NPAC SMS issues an M-CREATE Request numberPoolBlockNPAC to itself and sets the following attributes:

· The numberPoolBlockSOA-Origination Indicator is set to FALSE.

· The numberPoolBlockCreationTimeStamp, numberPoolBlockActivationTimeStamp, numberPoolBlockBroadcastTimeStamp and numberPoolBlockModifiedTimeStamp are set to the current date and time. 

· The numberPoolBlockStatus is set to ‘sending’.
	NPAC
	The NPAC SMS issues an M-CREATE Response numberPoolBlockNPAC to itself.

	12.
	NPAC
	1. The NPAC SMS issues an M-CREATE request to create the corresponding subscriptionVersionNPAC object(s).

2. The Subscription Versions that are created have an LNP Type set to ‘POOL’ and the status is set to ‘sending’. The subscriptionModifiedTimeStamp, subscriptionActivationTimeStamp, subscriptionBroadcastTimeStamp and subscriptionCreationTimeStamp are set to the current date and time.
	NPAC
	The NPAC SMS issues an M-CREATE Response subscriptionVersionNPAC to itself.

	13.
	NPAC
	The NPAC SMS issues an M-ACTION Response numberPoolBlock-Create to itself. 
	
	

	14.
	NPAC 
	1. The NPAC SMS issues an M-ACTION Request subscriptionVersionLocalSMS-Create to the non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.

2. At the same time as step 14.1, the NPAC SMS issues an M-CREATE Request numberPoolBlock to the EDR LSMSs in the region that are accepting downloads for this NPA-NXX.
	SP
	1. The non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-ACTION Request, verify the action is valid and return an M-ACTION Response subscriptionVersionLocalSMS-Create.

2. The EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-CREATE Request, and return an M-CREATE Response numberPoolBlock.

3. Upon the first successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:

· numberPoolBlockActivationCompleteTimeStamp

· subscriptionActivationCompleteTimeStamp

· numberPoolBlockModifiedTimeStamp

· subscriptionModifiedTimeStamp

4. The non-EDR LSMSs proceed to execute all the creates specified by the M-ACTION Request and issue a subscriptionVersionLocalSMS-CreateResults M-EVENT-REPORT specifying the Subscription Versions were successfully created.



	15.
	NPAC
	The NPAC SMS receives the M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults from each non-EDR LSMS in the region that initiated this message.
	NPAC
	1. The NPAC SMS responds to each of the M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults as it receives these notifications with M-EVENT-REPORT Confirmations.

2. The NPAC SMS waits for all subscriptionVersionLocalSMS-CreateResults notification for a tunable amount of time.

3. The NPAC SMS receives all the M-EVENT-REPORT confirmations from the LSMSs. 

	16.
	NPAC
	1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself.

2. The NPAC SMS updates all the subscriptionVersionNPAC objects (Subscription Versions) within the 1K Block that were broadcast by setting the subscriptionVersionStatus to 'active', and setting the subscriptionModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	17.
	NPAC
	1. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself.

2. The NPAC SMS updates the numberPoolBlock by setting the numberPoolBlockStatus to 'active' and setting the numberPoolBlockModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	18.
	NPAC
	NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions of LNP Type ‘POOL’.
	NPAC
	1. Verify the Number Pool Block exists with a status of ‘active’ and an empty Failed SP List.

2. Verify the 1K Block of Subscription Versions exist with an LNP Type set to ‘POOL’, a status of ‘active’ and an empty Failed SP List.

3. Verify data integrity (LRN and GTT data) has been maintained between the 1K Block and the Subscription Versions of LNP Type set to ‘POOL’.

	19.
	SP – Optional
	Service Provider Personnel, perform a local query for the Number Pool Block and the 1K Block of Subscription Versions.
	SP
	1. Service Provider ‘A’ verifies that the Number Pool Block exists on its LSMS with a status of ‘active’ .

2. Service Provider ‘B’ verifies that the Number Pool Block exists on its SOA with a status of ‘active’ and an empty Failed SP List.

3. Service Provider ‘C’ verifies that the 1K Block of Subscription Versions exist on its LSMS with an LNP Type set to ‘POOL’.

4. Service Provider ‘D’ verifies that it does not have the 1K Block of Subscription Versions on its LSMS or the Number Pool Block on its SOA since it had a filter set to not receive downloads for the respective NPA-NXX.

5. Verify data integrity (LRN and GTT data) has been maintained between the 1K Block and the Subscription Versions of LNP Type set to ‘POOL’ on the SOA and/or LSMS.

	20.
	SP – Conditional
	Service Provider Personnel, using their local system, perform an NPAC query for the Number Pool Block and the 1K Block of Subscription Versions.
	SP
	1. Verify the Number Pool Block exists with a status of ‘active’ and an empty Failed SP List exists on the NPAC SMS.

2. Verify the 1K Block of Subscription Versions exist with an LNP Type set to ‘POOL’, a status of ‘active’ and an empty Failed SP List exists on the NPAC SMS.

3. Verify data integrity (LRN and GTT data) has been maintained between the 1K Block and the Subscription Versions of LNP Type set to ‘POOL’ on the NPAC SMS.


Note: When setting the ‘SOA Origination’ Indicator to FALSE in the NPA-NXX-X create, NPAC Personnel have to enter the Number Pool Block Default routing information.  This information is not sent with the NPA-NXX-X create it will be sent to LSMSs upon Number Pool Block creation/activation on the NPAC SMS.

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	3.1.2
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	Non-EDR LSMS
	C

	
	
	
	
	EDR LSMS
	C

	
	Objective:


	NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information where the NPA-NXX has not had any previous ports and where the Block Holder SPID is the primary SPID and the Code Holder SPID is the associated SPID. The following Service Provider configurations are in place:

1. 1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.

2. 1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.

3. 1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.

4. 1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).

– Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-75.1, R3-113

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	1.1 Service Provider NPA-NXX-X Create by NPAC SMS

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify the NPA-NXX exists on the NPAC SMS for the NPA-NXX-X Information to be created.

2. Verify there have not been any ports against the NPA-NXX for the NPA-NXX-X Information to be created.

3. Verify that there are not any ‘pending-like, no-active’ Subscription Versions (Subscription Versions with ‘pending’, ‘conflict’, ‘cancel-pending’, or ‘failure’) existing for TNs within the 1K Block.

4. Verify the following Service Provider configurations exist:

· Service Provider (‘A’) is the primary SPID, has a filter set to receive the NPA-NXX, an LSMS NPA-NXX-X Indicator of TRUE and a SOA NPA-NXX-X Indicator of FALSE.

· Service Provider (‘B’) is the associated SPID, has a filter set to receive the NPA-NXX, an LSMS NPA-NXX-X Indicator of FALSE and a SOA NPA-NXX-X Indicator of TRUE

· Service Provider (‘C’) has a filter set to not receive the NPA-NXX, and an LSMS NPA-NXX-X Indicator of TRUE and a SOA NPA-NXX-X Indicator of FALSE

· Service Provider (‘D’) has a filter set to not receive the NPA-NXX and an LSMS NPA-NXX-X Indicator of FALSE and a SOA NPA-NXX-X Indicator of TRUE

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	Using the NPAC OP GUI, NPAC Personnel submit a request to create NPA-NXX-X Information specifying the following values:

· an NPA-NXX value that has not had any previous ports against it

· an Effective Date that is valid based on the Effective Date Window Tunable

· a Block Holder SPID that is different from the Code Holder SPID

· set ‘SOA Origination’ Indicator  to TRUE for the Number Pool Block Information  to be created
	NPAC
	1. The NPAC SMS provides the serviceProvNPA-NXX-X Value, serviceProvNPA-NXX-X-EffectiveTimeStamp, and Block Holder SPID.

2. The NPAC SMS performs the following validations for the NPA-NXX-X Information:

· Verifies that the serviceProvNPA-NXX-X value is an existing NPA-NXX on the NPAC SMS.

· Verifies that the NPA-NXX-X Effective Date is greater than or equal to the Effective Date of the NPA-NXX

· Verifies that the NPA-NXX-X Effective Date is greater than or equal to the current date plus the Effective Date tunable number of days.

· Verifies that there is not a serviceProvNPA-NXX-X object that already exists with this NPA-NXX-X value.

· Verifies that the NPA-NXX-X Service Provider ID is an existing Service Provider on the NPAC SMS.

· Verifies there are not any Subscription Versions within the 1K Block with a status of ‘pending’, ‘conflict’, ‘cancel-pending’, or ‘failed’ without a respective ‘active’ Subscription Version.

	2.
	NPAC 
	1. The NPAC SMS issues an M-CREATE request serviceProvNPA-NXX-X to itself.

2. The NPAC SMS sets the following attributes:

· ServiceProvNPA-NXX-X-ID

· ServiceProvNPA-NXX-X-Value

· ServiceProvNPA-NXX-X-CreationTimeStamp

· ServiceProvNPA-NXX-X-EffectiveTimeStamp

· ServiceProvNPA-NXX-X-ModifiedTimeStamp

· ServiceProvNPA-NXX-X-DownloadReason
	NPAC
	The NPAC SMS issues an M-CREATE Response to itself.

	3.
	NPAC
	The NPAC SMS sends the subscriptionVersionNewNPA-NXX notification (NPA-NXX First Usage) to all SOAs in the region who are accepting downloads for this NPA-NXX.
	SP
	The SOAs in the region accepting downloads for this NPA-NXX confirm the subscriptionVersionNewNPA-NXX notification.

	4.
	NPAC
	The NPAC SMS sends the subscriptionVersionNewNPA-NXX notification (NPA-NXX First Usage) to all LSMSs in the region who are accepting downloads for this NPA-NXX.
	SP
	The LSMSs in the region accepting downloads for this NPA-NXX confirm the subscriptionVersionNewNPA-NXX notification.

	5.
	NPAC
	1. The NPAC SMS sends an M-CREATE request to all SOAs for the serviceProvNPA-NXX-X who support the object according to the ‘NPAC Customer SOA NPA-NXX-X Indicator’ in their Service Provider Profile, and are accepting downloads for this NPA-NXX. The following attributes are included:

· ServiceProvNPA-NXX-X-ID

· ServiceProvNPA-NXX-X-Value

· ServiceProvNPA-NXX-X-CreationTimeStamp

· ServiceProvNPA-NXX-X-ModifiedTimeStamp

· ServiceProvNPA-NXX-X-EffectiveTimeStamp

· ServiceProvNPA-NXX-X-DownloadReason

2. The NPAC SMS sends an M-CREATE request to all LSMSs for the serviceProvNPA-NXX-X who support the object according to the ‘NPAC Customer LSMS NPA-NXX-X Indicator’ in their Service Provider Profile, and are accepting downloads for this NPA-NXX. The following attributes are included:

· ServiceProvNPA-NXX-X-ID

· ServiceProvNPA-NXX-X-Value

· ServiceProvNPA-NXX-X-CreationTimeStamp

· ServiceProvNPA-NXX-X-ModifiedTimeStamp

· ServiceProvNPA-NXX-X-EffectiveTimeStamp

· ServiceProvNPA-NXX-X-DownloadReason
	SP
	1. SOAs, accepting downloads for this NPA-NXX and with the ‘NPAC Customer SOA NPA-NXX-X Indicator’ set to TRUE, receive the M-CREATE Request for the serviceProvNPA-NXX-X object.

2. LSMSs, accepting downloads for this NPA-NXX and with the ‘NPAC Customer LSMS NPA-NXX-X Indicator’ set to TRUE, receive the M-CREATE Request for the serviceProvNPA-NXX-X object.

	6.
	SP
	1. SOAs send M-CREATE Response(s) to the NPAC SMS indicating the serviceProvNPA-NXX-X object was successfully created.

2. LSMSs send M-CREATE Response(s) to the NPAC SMS indicating the serviceProvNPA-NXX-X object was successfully created.
	NPAC
	1. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the SOAs in the region.

2. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the LSMSs in the region.

	7.
	NPAC
	NPAC Personnel perform an NPA-NXX-X Query on the NPAC SMS.
	NPAC
	Verify that the NPA-NXX-X exists on the NPAC SMS.

	8.
	SP – Optional
	Service Provider Personnel perform an NPA-NXX-X Query on their local system.
	SP
	1. Service Provider ‘A’ verifies that it has the NPA-NXX-X on its LSMS, but not its SOA (based on its NPA-NXX-X Indicators in its Service Provider Profile).

2. Service Provider ‘B’ verifies that it has the NPA-NXX-X on its SOA, but not its LSMS (Based on its NPA-NXX-X Indicators in its Service Provider Profile). 

3. Service Providers ‘C’ and ‘D’ verify that they do not have the NPA-NXX-X on either system (this is based on the fact that they had a filter set to NOT receive downloads for this NPA-NXX – regardless of their NPA-NXX-X Indicators in their Service Provider Profile).

	9.
	SP – Optional
	1. Service Provider Personnel query for the NPA-NXX First Usage Notification on their SOA.

2. Service Provider Personnel query for the NPA-NXX First Usage Notification on their LSMS.
	SP
	1. Service Provider ‘B’ verify the NPA-NXX First Usage notification, respective to this NPA-NXX-X value in this Test Case, exists on their SOA.

2. Service Provider ‘A’ verify the NPA-NXX First Usage notification, respective to this NPA-NXX-X value in this Test Case, exists on their LSMS.

3. Service Providers ‘C’ and ‘D’ verify that they did not receive the NPA-NXX First Usage notification, respective to this NPA-NXX, and do not have the NPA-NXX-X on either system (this is based on the fact that they had a filter set to NOT receive downloads for this NPA-NXX – regardless of their NPA-NXX-X Indicators in their Service Provider Profile).

	10.
	NPAC
	NPAC Personnel query for a Number Pool Block Create Event specifying the respective NPA-NXX-X value, which was used in this Test Case.
	NPAC
	Verify that a Number Pool Block Create Event scheduled is not scheduled with this NPA-NXX-X value.

	11.
	SP – Conditional
	Service Provider Personnel, perform an NPAC SMS query for the respective NPA-NXX-X value that was used in this Test Case.
	SP
	Verify that the NPA-NXX-X exists on the NPAC SMS.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	3.1.3
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	C

	
	
	
	
	EDR LSMS
	C

	
	Objective:


	NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information where the NPA-NXX has not had any previous ports and where the Block Holder SPID is the associated SPID and the Code Holder SPID is the primary SPID. The following Service Provider configurations are in place:

1. 1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.

2. 1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.

3. 1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.

4. 1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).

– Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-75.1, R3-113

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	1.1 Service Provider NPA-NXX-X Create by NPAC SMS

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify the NPA-NXX exists on the NPAC SMS for the NPA-NXX-X Information to be created.

2. Verify there have not been any ports against the NPA-NXX for the NPA-NXX-X Information to be created.

3. Verify that there are not any ‘pending-like, no-active’ Subscription Versions (Subscription Versions with ‘pending’, ‘conflict’, ‘cancel-pending’, or ‘failure’) existing for TNs within the 1K Block.

4. Verify the following Service Provider configurations exist:

· Service Provider (‘A’) is the primary SPID, has a filter set to receive the NPA-NXX, an LSMS NPA-NXX-X Indicator of TRUE and a SOA NPA-NXX-X Indicator of FALSE. 

· Service Provider (‘B’) is the associated SPID, has a filter set to receive the NPA-NXX, an LSMS NPA-NXX-X Indicator of FALSE and a SOA NPA-NXX-X Indicator of TRUE.

· Service Provider (‘C’) has a filter set to not receive the NPA-NXX and an LSMS NPA-NXX-X Indicator of TRUE and a SOA NPA-NXX-X Indicator of FALSE.

· Service Provider (‘D’) has a filter set to not receive the NPA-NXX and an LSMS NPA-NXX-X Indicator of FALSE and a SOA NPA-NXX-X Indicator of TRUE.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	Using the NPAC OP GUI, NPAC Personnel submit a request to create NPA-NXX-X Information specifying the following values:

· an NPA-NXX value that has not had any previous ports against it

· an Effective Date that is valid based on the Effective Date Window Tunable

· a Block Holder SPID that is different from the Code Holder SPID

· set ‘SOA Origination’ Indicator  to TRUE for the Number Pool Block Information  to be created
	NPAC
	1. NPAC provides the serviceProvNPA-NXX-X Value, serviceProvNPA-NXX-X-EffectiveTimeStamp, and Block Holder SPID.

2. The NPAC SMS performs the following validations for the NPA-NXX-X Information:

· Verifies that the serviceProvNPA-NXX-X value is an existing NPA-NXX on the NPAC SMS.

· Verifies that the NPA-NXX-X Effective Date is greater than or equal to the Effective Date of the NPA-NXX

· Verifies that the NPA-NXX-X Effective Date is greater than or equal to the current date plus the Effective Date tunable number of days.

· Verifies that there is not a serviceProvNPA-NXX-X object that already exists with this NPA-NXX-X value.

· Verifies that the NPA-NXX-X Service Provider ID is an existing Service Provider on the NPAC SMS.

· Verifies there are not any Subscription Versions within the 1K Block with a status of ‘pending’, ‘conflict’, ‘cancel-pending’, or ‘failed’ without a respective ‘active’ Subscription Version.

	2.
	NPAC 
	1. The NPAC SMS issues an M-CREATE request serviceProvNPA-NXX-X to itself.

2. The NPAC SMS sets the following attributes:

· serviceProvNPA-NXX-X-ID

· serviceProvNPA-NXX-X-Value

· serviceProvNPA-NXX-X-CreationTimeStamp

· serviceProvNPA-NXX-X-EffectiveTimeStamp

· serviceProvNPA-NXX-X-ModifiedTimeStamp

· serviceProvNPA-NXX-X-DownloadReason
	NPAC
	The NPAC SMS issues an M-CREATE Response to itself.

	3.
	NPAC
	The NPAC SMS sends the subscriptionVersionNewNPA-NXX notification (NPA-NXX First Usage) to all SOAs in the region who are accepting downloads for this NPA-NXX.
	SP
	The SOAs in the region accepting downloads for this NPA-NXX confirm the subscriptionVersionNewNPA-NXX notification.

	4.
	NPAC
	The NPAC SMS sends the subscriptionVersionNewNPA-NXX notification (NPA-NXX First Usage) to all LSMSs in the region who are accepting downloads for this NPA-NXX.
	SP
	The LSMSs in the region accepting downloads for this NPA-NXX confirm the subscriptionVersionNewNPA-NXX notification.

	5.
	NPAC
	1. The NPAC SMS sends an M-CREATE request to all SOAs for the serviceProvNPA-NXX-X who support the object according to the ‘NPAC Customer SOA NPA-NXX-X Indicator’ in their Service Provider Profile, and are accepting downloads for this NPA-NXX. The following attributes are included:

· serviceProvNPA-NXX-X-ID

· serviceProvNPA-NXX-X-Value

· serviceProvNPA-NXX-X-CreationTimeStamp

· serviceProvNPA-NXX-X-ModifiedTimeStamp

· serviceProvNPA-NXX-X-EffectiveTimeStamp

· serviceProvNPA-NXX-X-DownloadReason

2. The NPAC SMS sends an M-CREATE request to all LSMSs for the serviceProvNPA-NXX-X who support the object according to the ‘NPAC Customer LSMS NPA-NXX-X Indicator’ in their Service Provider Profile, and are accepting downloads for this NPA-NXX. The following attributes are included:

· serviceProvNPA-NXX-X-ID

· serviceProvNPA-NXX-X-Value

· serviceProvNPA-NXX-X-CreationTimeStamp

· serviceProvNPA-NXX-X-ModifiedTimeStamp

· serviceProvNPA-NXX-X-EffectiveTimeStamp

· serviceProvNPA-NXX-X-DownloadReason
	SP
	1. SOAs, accepting downloads for this NPA-NXX and with the ‘NPAC Customer SOA NPA-NXX-X Indicator’ set to TRUE, receive the M-CREATE Request for the serviceProvNPA-NXX-X object.

2. LSMSs, accepting downloads for this NPA-NXX and with the ‘NPAC Customer LSMS NPA-NXX-X Indicator’ set to TRUE, receive the M-CREATE Request for the serviceProvNPA-NXX-X object.

	6.
	SP
	1. SOAs send M-CREATE Response(s) to the NPAC SMS indicating the serviceProvNPA-NXX-X object was successfully created.

2. LSMSs send M-CREATE Response(s) to the NPAC SMS indicating the serviceProvNPA-NXX-X object was successfully created.
	NPAC
	1. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the SOAs in the region.

2. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the LSMSs in the region.

	7.
	NPAC
	NPAC Personnel perform an NPA-NXX-X Query on the NPAC SMS.
	NPAC
	Verify that the NPA-NXX-X exists on the NPAC SMS.

	8.
	SP – Optional
	Service Provider Personnel perform an NPA-NXX-X Query on their local system.
	SP
	1. Service Provider ‘A’ verifies that it has the NPA-NXX-X on its LSMS, but not its SOA (based on its NPA-NXX-X Indicators in its Service Provider Profile).

2. Service Provider ‘B’ verifies that it has the NPA-NXX-X on its SOA, but not its LSMS (Based on its NPA-NXX-X Indicators in its Service Provider Profile). 

3. Service Providers ‘C’ and ‘D’ verify that they do not have the NPA-NXX-X on either system (this is based on the fact that they had a filter set to NOT receive downloads for this NPA-NXX – regardless of their NPA-NXX-X Indicators in their Service Provider Profile).

	9.
	SP – Optional
	1. Service Provider Personnel query for the NPA-NXX First Usage Notification on their SOA.

2. Service Provider Personnel query for the NPA-NXX First Usage Notification on their LSMS.
	SP
	1. Verify the NPA-NXX First Usage notification, respective to this NPA-NXX-X value in this Test Case, exists on their SOA.

2. Verify the NPA-NXX First Usage notification, respective to this NPA-NXX-X value in this Test Case, exists on their LSMS.

3. Service Providers ‘C’ and ‘D’ verify that they do not have the NPA-NXX-X on either system (this is based on the fact that they had a filter set to NOT receive downloads for this NPA-NXX – regardless of their NPA-NXX-X Indicators in their Service Provider Profile).

	10.
	NPAC
	NPAC Personnel query for a Number Pool Block Create Event specifying the respective NPA-NXX-X value, which was used in this Test Case.
	NPAC
	Verify that a Number Pool Block Create Event scheduled is not scheduled with this NPA-NXX-X value.

	11.
	SP – Conditional
	Service Provider Personnel, perform an NPAC SMS query for the respective NPA-NXX-X value that was used in this Test Case.
	SP
	Verify that the NPA-NXX-X exists on the NPAC SMS.


6.2 Modify NPA-NXX-X Information Test Cases:

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	3.2.1
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	C

	
	
	
	
	EDR LSMS
	C

	
	Objective:


	NPAC OP GUI - NPAC Personnel modify the Effective Date of the NPA-NXX-X Information - Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-61, RR3-95, RR3-96, RR3-97, RR3-99, RR3-100, RR3-101

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	1.2 Service Provider NPA-NXX-X Modification by NPAC SMS

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	3.1.1 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and must be neither a primary or secondary SPID and the NPAC SMS schedules the Number Pool Block create. The following Service Provider configurations are in place:

1. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.

2. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.

3. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.

4. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).

 - Success

	
	Prerequisite NPAC Setup:
	1. Verify the NPA-NXX-X to be modified exists on the NPAC SMS, with a respective Number Pool Block Create Event scheduled to run.

2. Verify the current date is less than the current NPA-NXX-X Effective Date.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	Using the NPAC OP GUI, NPAC Personnel submit a request to modify the Effective Date of an existing NPA-NXX-X on the NPAC SMS with a respective Number Pool Block Create Event scheduled to run.  Service Provider Personnel modify the Effective Date to a date greater than the current date, as well as greater than the NPA-NXX-X Creation Date, plus the NPA-NXX-X Holder Effective Date Window tunable parameter.
	NPAC
	The NPAC SMS performs the following validations:

· Verifies that the modified Effective Date is equal to or greater than the current date.

· Verifies that the modified Effective Date for the NPA-NXX-X is equal to or greater than the NPA-NXX-X Creation Date plus the value of the NPA-NXX-X Holder Effective Date Window tunable parameter.

· Determines that there is a respective Number Pool Block Create Event associated with this NPA-NXX-X, and modifies the scheduled date/time to the new NPA-NXX-X Effective Date.

	2.
	NPAC
	The NPAC SMS issues an M-SET Request serviceProvNPA-NXX-X to itself, to update the serviceProvNPA-NXX-X-EffectiveTimeStamp and set the serviceProvNPA-NXX-X-ModifiedTimeStamp.
	
	The NPAC SMS issues an M-SET Response serviceProvNPA-NXX-X to itself.

	3.
	NPAC
	1. The NPAC SMS sends an M-SET Request to update the serviceProvNPA-NXX-X object to all SOAs that support the NPA-NXX-X object according to the ‘SOA NPA-NXX-X Indicator’ in their Service Provider profile on the NPAC SMS and are accepting downloads for the respective NPA-NXX.

2. The NPAC SMS sends an M-SET Request to update the serviceProvNPA-NXX-X object to all LSMSs that support the NPA-NXX-X object according to the ‘NPAC Customer LSMS NPA-NXX-X Indicator’ in their Service Provider profile on the NPAC SMS and are accepting downloads for the respective NPA-NXX.
	SP
	1. SOAs accepting downloads for this NPA-NXX receive the M-SET Request for the serviceProvNPA-NXX-X object.

2. LSMSs accepting downloads for this NPA-NXX receive the M-SET Request for the serviceProvNPA-NXX-X object.

	4.
	SP
	1. SOAs, who are accepting downloads for the NPA-NXX and support the NPA-NXX-X object according to the ‘NPAC Customer SOA NPA-NXX-X Indicator’, send an M-SET Response to the NPAC SMS indicating the modification was successful.

2. LSMSs, who are accepting downloads for the NPA-NXX and support the NPA-NXX-X object according to the ‘NPAC Customer SOA NPA-NXX-X Indicator’, send an M-SET Response to the NPAC SMS indicating the modification was successful.
	NPAC
	1. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the SOAs.

2. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the LSMSs.

	5.
	NPAC
	NPAC Personnel perform an NPA-NXX-X Query on the NPAC SMS.
	NPAC
	Verify that the NPA-NXX-X exists, and that the NPA-NXX-X Effective Date reflects the new, modified date.

	6.
	SP – Optional
	Service Provider Personnel perform an NPA-NXX-X Query on their SOA and/or LSMS.
	SP
	Verify the NPA-NXX-X exists on their local system and that it reflects the new, modified NPA-NXX-X Effective Date.

	7.
	SP - Conditional
	Service Provider Personnel,  perform an NPAC SMS query for the NPA-NXX-X which was used in this Test Case.
	SP
	Verify the NPA-NXX-X exists on the NPAC SMS and that it reflects the new, modified NPA-NXX-X Effective Date.

	8.
	NPAC
	NPAC Personnel perform a Number Pool Block Create Event Query.
	NPAC
	Verify that the respective Number Pool Block Create Event, to this NPA-NXX-X is scheduled to run on the new, modified NPA-NXX-X Effective Date.


6.3 Delete NPA-NXX-X Information Test Cases:

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	3.3.1
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	NPAC OP GUI - NPAC Personnel delete NPA-NXX-X Information when subordinate information (Number Pool Block and Subscription Versions) exist, post Effective Date, to 4 LSMSs with the following configurations:

1. 1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.

2. 1 with LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download

3. 1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download

4. 1 with LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download

 - Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-61, RR3-102, RR3-103, RR3-110, RR3-111, RR3-120, RR3-121, RR3-122, RR3-137.4 (row1), RR3-138.2 (row1), RR3-173, RR3-174, RR3-175, RR3-176, RR3-177, RR3-178, RR3-179, RR5-85, RR5-86, RR5-87, RR5-111

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	2.19 Number Pool Block De-Pool by NPAC SMS

2.20.1 Number Pool Block De-Pool Broadcast of Subscription Version and Number Pool Block Deletes

2.20.2 Number Pool Block De-Pool Broadcast Successful NPA-NXX-X Updates 

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	3.1.1 NPAC OP GUI - NPAC Personnel create NPA-NXX-X Information, where the Block Holder SPID is the same as the Code Holder SPID and must be neither a primary or secondary SPID and the NPAC SMS schedules the Number Pool Block create. The following Service Provider configurations are in place:

1. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to receive the download.

2. 1 with EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to receive the download.

3. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to TRUE and SOA NPA-NXX-X Indicator set to FALSE with a filter set to NOT receive the download.

4. 1 with non-EDR LSMS and the LSMS NPA-NXX-X Indicator set to FALSE and SOA NPA-NXX-X Indicator set to TRUE with a filter set to NOT receive the download).

 - Success

	
	Prerequisite NPAC Setup:
	1. Verify the NPA-NXX-X and subordinate Number Pool Block to be deleted (in an ‘active’ status with an empty Failed-SP-List) exists on the NPAC SMS.  

2. Verify there are not any ‘Pending-Like, with Active Pool’ Subscription Versions (Subscription Versions with ‘pending’, ‘conflict’, ‘cancel-pending’, or ‘failure’) where the Old Service Provider is the Block Holder SPID and the current active Subscription Version is of LNP Type set to ‘POOL’.

3. Verify there are not any ‘Pending-Like, Port-to-Original’ Subscription Versions (Subscription Versions with ‘pending’, ‘conflict’, ‘cancel-pending’, or ‘failure’) where the Port-to-Original Indicator is TRUE.

4. Verify that at least two Service Providers have a filter set to receive data downloads for this NPA-NXX.  One Service Provider (‘A’) should have an LSMS NPA-NXX-X Indicator of TRUE and a SOA NPA-NXX-X Indicator of FALSE, and one Service Provider (‘B’) should have an LSMS NPA-NXX-X Indicator of FALSE and a SOA NPA-NXX-X Indicator of TRUE in their customer profiles on the NPAC SMS.

5. Verify that at least two Service Providers (known as Service Provider ‘C’ and ‘D’) have a filter set to NOT receive data downloads for this NPA-NXX.  One Service Provider should have an LSMS NPA-NXX-X Indicator of TRUE and a SOA NPA-NXX-X Indicator of FALSE, and one should have an LSMS NPA-NXX-X Indicator of FALSE and a SOA NPA-NXX-X Indicator of TRUE. 

6. Verify that the SOA Origination Indicator is set to TRUE, for the Number Pool Block that is being deleted.

	
	Prerequisite SP Setup:
	 

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1. 
	NPAC
	Using the NPAC OP GUI, NPAC Personnel submit a request to delete an NPA-NXX-X when the NPA-NXX-X, subordinate Number Pool Block (with an ‘active’ status and empty Failed-SP-List) and subordinate, pooled Subscription Version information exist on the NPAC SMS.
	NPAC
	The NPAC SMS verifies that for the subordinate, pooled Subscription Versions that exist for this NPA-NXX-X, there are not any:

· Subscription Versions with a status of ‘pending’, ‘conflict’, ‘cancel-pending’ or ‘failed’ where the Old Service Provider is Block Holder SPID and the current active Subscription Version is LNP Type of ‘POOL’.

· Subscription Versions with a status of ‘pending’, ‘conflict’, ‘cancel-pending’ or ‘failed’ where the Port-to-Original Indicator is TRUE.

	2.
	NPAC
	1. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself, and sets the status of the Number Pool Block information to sending as well as set the numberPoolBlockBroadcastTimeStamp to the current date and time.

2. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself, and sets the status of the Subscription Versions within the 1K Block to sending as well as set the subscriptionVersionModifiedTimeStamp to the current date and time.
	NPAC
	1. The NPAC SMS issues an M-SET Response numberPoolBlock to itself.

2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.

	3.
	NPAC
	1. The NPAC SMS sends the M-DELETE for the Subscription Version object(s) to the non-EDR LSMSs who are accepting downloads for the NPA-NXX. The Subscription Version TNs are within the 1K block and have the LNP Type set to 'POOL'.

2. The NPAC SMS sends the M-DELETE for the Number Pool Block object to the EDR LSMSs who are accepting downloads for the NPA-NXX.
	SP
	1. Non-EDR LSMSs in the region, accepting downloads for this NPA-NXX receive the M-DELETE Request for subscriptionVersion objects, and issue an M-DELETE Response subscriptionVersion back to the NPAC SMS.

2. EDR LSMSs in the region, accepting downloads for this NPA-NXX receive the M-DELETE Request for numberPoolBlock object and issue an M-DELETE Response numberPoolBlock back to the NPAC SMS.

3. Upon the first successful response from an LSMS, the NPAC SMS sets the following time stamps to the current date and time:

· subscriptionModifiedTimeStamp

· subscriptionDisconnectCompleteTimeStamp

· numberPoolBlockModifiedTimeStamp

· numberPoolBlockDisconnectCompleteTimeStamp

4. The NPAC SMS waits for all the successful responses and retries as necessary.

	4.
	NPAC
	Once all LSMSs have responded successfully:

1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself, to update the subscriptionVersionStatus to ‘old’, and set the subscriptionModifiedTimeStamp to the current date and time.

2. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself, to update the numberPoolBlockStatus to ‘old’ and set the numberPoolBlockModifiedTimeStamp to the current date and time.
	NPAC
	1. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.

2. The NPAC SMS issues an M-SET Response numberPoolBlockNPAC to itself.

	5.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange updating the numberPoolBlockStatus to ‘old’ and setting the Failed-SP-List to empty (no SPIDs) to the Block Holder SOA.
	SP
	The Block Holder SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	6.
	NPAC
	The NPAC SMS issues an M-DELETE serviceProvNPA-NXX-X to itself in order to delete the NPA-NXX-X object from its database.
	NPAC
	The NPAC SMS issues an M-DELETE Response to itself.

	7.
	NPAC
	The NPAC SMS sends an M-DELETE Request serviceProvNPA-NXX-X to all SOAs that support this object according to the ‘NPAC Customer SOA NPA-NXX-X Indicator’ in their Service Provider profile on the NPAC SMS and are accepting downloads for this NPA-NXX. 
	SP
	SOAs that are accepting downloads for this NPA-NXX and who support the NPA-NXX-X object receive the M-DELETE Request for the serviceProvNPA-NXX-X object.

	8.
	NPAC
	The NPAC SMS sends an M-DELETE Request serviceProvNPA-NXX-X to all LSMSs (EDR and non-EDR) that support this object according to the ‘NPAC Customer LSMS NPA-NXX-X Indicator’ in their Service Provider profile on the NPAC SMS and are accepting downloads for this NPA-NXX.
	SP
	Non-EDR and EDR LSMSs in the region, accepting downloads for this NPA-NXX and who support the NPA-NXX-X object receive the M-DELETE Request for serviceProvNPA-NXX-X object, and issue an M-DELETE Response serviceProvNPA-NXX-X back to the NPAC SMS.

	9. 
	SP
	1. SOAs send M-DELETE Response to the NPAC SMS indicating the serviceProvNPA-NXX-X object was successfully deleted.

2. LSMSs send M-DELETE Response to the NPAC SMS indicating the serviceProvNPA-NXX-X object was successfully deleted.
	NPAC
	1. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the SOAs.

2. The NPAC SMS receives the serviceProvNPA-NXX-X Responses from the LSMSs.

	10.
	NPAC
	NPAC Personnel perform an NPA-NXX-X Query on the NPAC SMS.
	NPAC
	Verify that the NPA-NXX-X does not exist on the NPAC SMS.

	11.
	SP – Optional
	Service Provider Personnel perform an NPA-NXX-X Query to their local systems.
	SP
	1. Service Provider 'A’ verifies that it does not have the NPA-NXX-X on its LSMS, nor its SOA (based on its NPA-NXX-X Indicators in its Service Provider Profile).

2. Service Provider ‘B’ verifies that it does not have the NPA-NXX-X on its SOA, nor its LSMS (Based on its NPA-NXX-X Indicators in its Service Provider Profile). 

3. Service Providers ‘C’ and ‘D’ verify that they do not have the NPA-NXX-X on either system (this is based on the fact that they had a filter set to NOT receive downloads for this NPA-NXX – regardless of their NPA-NXX-X Indicators in their Service Provider Profile).

	12.
	SP - Conditional
	Service Provider Personnel, perform an NPAC  SMS query for the NPA-NXX-X which was used in this Test Case.
	SP
	Verify that the NPA-NXX-X does not exist on the NPAC SMS.

	13.
	NPAC
	NPAC Personnel query for the Block.
	NPAC
	Verify that the Number Pool Block has a status of ‘old’ with an empty Failed-SP-List.

	14.
	SP – Optional
	Service Provider Personnel query for the Number Pool Block on their local system.
	SP
	Verify that the Number Pool Block was deleted from their SOA and/or (EDR) LSMS.

	15.
	SP - Conditional
	Service Provider Personnel, perform an NPAC SMS query for the Block which was used in this Test Case.
	SP
	Verify that the Number Pool Block does not exist on the NPAC SMS.

	16.
	NPAC
	NPAC Personnel query for pooled Subscription Versions within the 1K Block that was deleted in this Test Case.
	NPAC
	Verify that the pooled Subscription Versions have a status of ‘old’ with an empty Failed-SP-List.

	17.
	SP - Conditional
	Service Provider Personnel, perform an NPAC SMS query for pooled Subscription Versions within the 1K Block that were deleted in this Test Case.
	SP
	Verify that the pooled Subscription Versions do not exist on the NPAC SMS.

	18.
	SP – Optional
	Service Provider Personnel query for pooled Subscription Versions within the 1K Block that was deleted in this Test Case on their ‘non-EDR’ LSMS.
	SP
	Verify that the pooled Subscription Versions do not exist.

	19.
	NPAC
	NPAC Personnel perform a full audit for the Number Pool Block and respective POOLed Subscription Versions that were DePooled during this test case.
	NPAC
	Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were made, the LSMS fails this test case.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	3.3.5
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	NPAC OP GUI - NPAC Personnel delete NPA-NXX-X Information to 3 LSMSs (2 EDR and 1 non-EDR – all systems completely fail the request) – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-137.4 (row 15), RR3-138.2 (row 15), RR3-174, RR3-177, RR5-107, RR5-108, RR5-109, RR5-110, RR3-107

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	1.19 Number Pool Block De-Pool by NPAC SMS

2.21 Number Pool Block De-Pool Broadcast to Local SMS Failure

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the NPA-NXX-X and subordinate Number Pool Block (with an ‘active’ status and empty Failed-SP-List) and pooled Subscription Versions exist for the Number Pool Block to be de-pooled.

2. Verify that there are no ‘pending-like with active’ Subscription Versions and no ‘pending’ PTO Subscription Versions for the TNs in the Number Pool Block.

3. Have at least 3 LSMSs (2 EDR and 1 non-EDR) configured to accept this download.

4. Verify that the SOA Origination Indicator is set to TRUE for the Number Pool Block.

	
	Prerequisite SP Setup:
	1. Take 2 EDR LSMSs down, so that both will fail the broadcast.

2. Take 1 non-EDR LSMS down, so that it will fail the broadcast.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	Using the NPAC OP GUI, NPAC Personnel submit a request to delete NPA-NXX-X Information when the NPA-NXX-X Information, and subordinate Number Pool Block (with an ‘active’ status and empty Failed-SP-List) and pooled Subscription Versions exist on the NPAC SMS.
	NPAC
	The NPAC SMS verifies that for the Subscription Versions that exist respective to this NPA-NXX-X Information:

1. There are not any Subscription Versions with a status of ‘pending’, ‘conflict’, ‘cancel-pending’, or ‘failed’ where the Old Service Provider is the same as the NPA-NXX-X holder SPID

2. The current active Subscription Versions have a LNP Type of POOL. 

3. There are not any Port-to-Original requests where the New Service Provider is equal to the NPA-NXX-X Holder SPID.

4. There are not any Subscription Versions with a status of sending as a result of a disconnect request.

	2.
	NPAC
	The NPAC SMS issues the following messages to itself:

1. M-SET Request numberPoolBlockNPAC to set the status of the Number Pool Block to sending as well as set the numberPoolBlockBroadcastTimeStamp to the current date and time.

2. M-SET Request subscriptionVersionNPAC to set the status of the Subscription Versions (with LNP Type set to ‘POOL’) within the 1K Block to sending as well as set the subscriptionVersionModifiedTimeStamp to the current date and time.
	NPAC
	1. The NPAC SMS responds to the M-SET numberPoolBlockNPAC to itself.

2. The NPAC SMS responds to the M-SET subscriptionVersionNPAC to itself.

	3.
	NPAC
	1. The NPAC SMS issues an M-DELETE Request subscriptionVersion to all non-EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX.

2. The NPAC SMS issues an M-DELETE Request numberPoolBlock to all EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX.
	NPAC
	1. The one non-EDR LSMS in the region that is accepting downloads for the respective NPA-NXX is not connected to the NPAC SMS, does not receive the broadcast from the NPAC SMS, and as a result does not issue a response to the NPAC. 

2. The two EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX are not connected to the NPAC SMS, do not receive the broadcast from the NPAC SMS, and as a result do not issue a response to the NPAC.

3. The NPAC waits for a response from the three LSMSs that have not responded.

4. The NPAC SMS retries each LSMS that has not responded successfully.

5. None of the LSMSs (neither the 1 non-EDR nor the 2 EDR LSMSs that are configured to accept downloads for this NPA-NXX) respond successfully to the NPAC request.

	4.
	NPAC
	After all retries have been exhausted, the NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself.  The following steps are performed:

1. The Subscription Version status for Subscription Versions of LNP Type, ‘Pool’ is updated to ‘active’.

2. The subscriptionFailedSP-List is updated to reflect all SPIDs that did not respond successfully (the 2 EDR and 1 non-EDR LSMS that are configured to accept downloads for this NPA-NXX).

3. The subscriptionModifiedTimeStamp is set to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	5.
	NPAC
	The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself.  The following steps are performed:

1. The numberPoolBlock status is set to ‘active’.

2. The numberPoolBlockFailedSP-List is updated to reflect all SPIDs that did not respond successfully (the 2 EDR and 1 non-EDR LSMS that are configured to accept downloads for this NPA-NXX).

3. The numberPoolBlockModifiedTimeStamp is also set to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	6.
	NPAC
	The NPAC SMS will issue an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the Block Holder SOA to set the number pool block status to ‘active’ with a numberPoolBlockFailedSP-List that reflects the 2 EDR and 1 non-EDR LSMSs that did not respond successfully to the NPAC delete request.
	SP
	The Block Holder SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	7.
	NPAC
	Using the NPAC OP GUI, NPAC Personnel perform the following queries:

1. For the NPA-NXX-X value in this test case.

2. For the subordinate Number Pool Block to the NPA-NXX-X value in this test case.

3. For the subordinate, pooled Subscription Versions to the NPA-NXX-X value in this test case.
	NPAC
	Verify the following:

1. The NPA-NXX-X in this test case still exists on the NPAC SMS.

2. The subordinate Number Pool Block to the NPA-NXX-X value in this test case exists (with ‘active’ status and a Failed-SP-List that includes the 2 EDR LSMSs and the 1 non-EDR LSMS that did not respond successfully to the NPAC request).

3. The subordinate, pooled Subscription Versions to the NPA-NXX-X value that was resent in this test case exist with a status of ‘active’ and a Failed-SP-List that includes the 2 EDR LSMSs and 1 non-EDR LSMS that did not respond successfully to the NPAC request.

	8.
	SP - Optional
	Block Holder Service Provider Personnel perform the following queries on their local system:

1. For the NPA-NXX-X value that NPAC Personnel attempted to delete in this test case.

2. For the Number Pool Block subordinate to the NPA-NXX-X value that NPAC Personnel attempted to delete in this test case.

3. For the subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel attempted to delete in this test case.
	SP
	Verify the following:

1. The NPA-NXX-X that NPAC Personnel attempted to delete in this test case exists.

2. The subordinate Number Pool Block to the NPA-NXX-X value that NPAC Personnel attempted to delete in this test case exists with ‘active’ status on the SOA and a Failed-SP-List that includes the 2 EDR LSMSs and 1 non-EDR LSMS that did not respond successfully to the NPAC request.

3. The subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel attempted to delete in this test case exist with a status of ‘active’ on the SOA and a Failed-SP-List that includes the 2 EDR LSMSs and 1 non-EDR LSMS that did not respond successfully to the NPAC request.

 

	9.
	SP - Conditional
	Service Provider Personnel, perform the following queries on the NPAC SMS:

1. For the NPA-NXX-X value that NPAC Personnel attempted to delete in this test case.

2. For the Number Pool Block subordinate to the NPA-NXX-X value that NPAC Personnel attempted to delete in this test case.

3. For the subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel attempted to delete in this test case.
	SP
	Verify the following:

1. The NPA-NXX-X that NPAC Personnel attempted to delete in this test case exists on the NPAC SMS.

2. The subordinate Number Pool Block to the NPA-NXX-X value that NPAC Personnel attempted to delete in this test case exists (with ‘active’ status and a Failed-SP-List that includes the 2 EDR LSMSs and 1 non-EDR LSMS that did not respond successfully to the NPAC request) on the NPAC SMS.

3. The subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel attempted to delete in this test case exist on the NPAC SMS with a status of ‘active’ and a Failed-SP-List that includes the 2 EDR LSMSs and 1 non-EDR LSMS that did not respond successfully to the NPAC request.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	3.3.6
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	NPAC OP GUI - NPAC Personnel re-send a failed NPA-NXX-X de-pool request (3 SPIDs on the Failed-SP-List, 2 EDR and 1 non-EDR - resend to only  1 EDR SPID in the Failed-SP-List, the resend is successful to this one system) - Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-137.4 (row 10), RR3-138.2 (row 10), RR3-141.4, RR3-174, RR3-175, RR3-176, RR3-177, RR3-195, RR3-196, RR3-197, RR5-107, RR5-108, RR5-109, RR5-110

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	2.23 Number Pool Block De-Pool Resend Broadcast

2.26 Number Pool Block De-Pool Resend Partial Failure Updates 

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	3.3.5 NPAC OP GUI - NPAC Personnel delete NPA-NXX-X Information to 3 LSMSs (2 EDR and 1 non-EDR – all systems completely fail the request) – Success

	
	Prerequisite NPAC Setup:
	1. Verify that there is a failed de-pool request that exists on the NPAC SMS with Number Pool Block Status of ‘active’ and a Failed-SP-List that reflects 3 Service Providers. (2 EDR LSMSs and 1 non-EDR LSMS that did not successfully respond to an NPAC request to delete an NPA-NXX-X. These should be the same three SPIDs from the results of Test Case 3.3.5).

2. Verify that the SOA Origination Indicator is set to TRUE for the Number Pool Block.

	
	Prerequisite SP Setup:
	Verify that one EDR LSMS that previously failed the NPAC de-pool request is now configured and connected to the NPAC in such a way that it will successfully process this resend request.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1. 
	NPAC
	Using the NPAC OP GUI, NPAC Personnel take action to resend a failed de-pool request to 1 EDR LSMS SPID that is in the Number Pool Block Failed-SP-List.  

1. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself to set the numberPoolBlockStatus to ‘sending’ and update the numberPoolBlockModifiedTimeStamp and numberPoolBlockBroadcastTimeStamp to the current date and time. 

2. The NPAC SMS issues an M-SET subscriptionVersionNPAC to itself to set the subscriptionVersionStatus to ‘sending’ and update the subscriptionModifiedTimeStamp and subscriptionBroadcastTimeStamp for each Subscription Version within the 1K Block with LNP Type set to ‘POOL’.
	NPAC
	1. The NPAC SMS issues an M-SET Response numberPoolBlockNPAC to itself.

2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.

	2.
	NPAC
	The NPAC SMS issues an M-DELETE Request numberPoolBlock to 1 EDR LSMS that failed the previous request (from Test Case 3.3.5).
	SP
	One EDR LSMS that failed the previous request receives the M-DELETE Request numberPoolBlock from the NPAC SMS and issues an M-DELETE Response indicating success.

	3.
	NPAC
	1. Upon the 1st successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:

· subscriptionVersionModifiedTimeStamp

· numberPoolBlockModifiedTimeStamp
2. After a successful response from all LSMSs the resend request was sent to, the NPAC SMS issues an M-SET subscriptionVersionNPAC to itself and performs the following steps:

· Updates the subscriptionVersionStatus to ‘old’ and updates the subscriptionVersionFailedSP-List to reflect the one EDR LSMS Service Provider and one non-EDR LSMS Service Provider that the resend request was not sent to.

· Set the subscriptionModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	4.
	NPAC
	The NPAC SMS issues an M-SET numberPoolBlock to itself and performs the following steps:

1. Updates the numberPoolBlockStatus to ‘old’ and updates the numberPoolBlockFailedSP-List to reflect the one EDR LSMS Service Provider and one non-EDR LSMS Service Provider that the resend request was not sent to.

2. Set the numberPoolBlockModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	5.
	NPAC
	The NPAC SMS will issue an M-EVENT-REPORT to the Block Holder SOA to set the numberPoolBlockStatus to ‘old’ and set the Failed-SP-List to reflect the one EDR LSMS Service Provider and one non-EDR LSMS that the resend request was not sent to.
	SP
	The Block Holder SOA issues an M-EVENT-REPORT Confirmation back to the NPAC.

	6.
	NPAC
	Using the NPAC OP GUI, NPAC Personnel perform the following queries:

1. For the NPA-NXX-X value that was resent the failed delete request in this test case.

2. For the subordinate Number Pool Block to the NPA-NXX-X value that was resent in this test case.

3. For the subordinate, pooled Subscription Versions to the NPA-NXX-X value that was resent in this test case.
	NPAC
	Verify the following:

1. The NPA-NXX-X that was resent in this test case still exists on the NPAC SMS.

2. The subordinate Number Pool Block to the NPA-NXX-X value that was resent in this test case still exists (with ‘old’ status and a Failed-SP-List that reflects the one EDR LSMS Service Provider and one non-EDR Service Provider that the resend request was not sent to).

3. The subordinate, pooled Subscription Versions to the NPA-NXX-X value still exist with a status of ‘old’.  All Subscription Versions with LNP Type set to ‘POOL’ in the 1K Block should have a Failed-SP-List that reflects the one EDR LSMS Service Provider and one non-EDR LSMS Service Provider that the resend request was not sent to.  

	7.
	NPAC
	Using the appropriate mechanism, NPAC Personnel verify that an error message was generated that indicates a Number Pool Block was updated to a status of ‘old’ with a Failed SP List.
	NPAC
	Verify the appropriate error message was generated.

	8.
	SP - Optional
	Block Holder Service Provider Personnel perform the following queries on their local system:

1. For the NPA-NXX-X value that NPAC Personnel resent in this test case.

2. For the Number Pool Block subordinate to the NPA-NXX-X value that NPAC Personnel resent in this test case.

3. For the subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel resent in this test case.
	SP
	Verify the following:

1. The NPA-NXX-X that NPAC Personnel resent in this test case still exists on the SOA.

2. The subordinate Number Pool Block to the NPA-NXX-X value that NPAC Personnel resent in this test case exists on with ‘old’ status on the SOA and a Failed-SP-List that includes the one EDR LSMS Service Provider and one non-EDR Service Provider that the resend request was not sent to).

3. The subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel resent in this test case exists with a status of ‘old’ on the SOA and a Failed-SP-List that reflects the one EDR LSMS Service Provider and one non-EDR LSMS Service Provider that the resend request was not sent to. 

4. For the one EDR LSMS that successfully processed the resend request, verify that the Number Pool Block does not exist.

	9.
	SP - Conditional
	Service Provider Personnel, , perform the following queries on the NPAC SMS:

1. For the NPA-NXX-X value that NPAC Personnel resent in this test case.

2. For the Number Pool Block subordinate to the NPA-NXX-X value that NPAC Personnel resent in this test case.

3. For the subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel resent in this test case.
	SP
	Verify the following:

1. The NPA-NXX-X that NPAC Personnel resent in this test case still exists on the NPAC SMS.

2. The subordinate Number Pool Block to the NPA-NXX-X value that NPAC Personnel resent in this test case exists on with ‘old’ status on the NPAC SMS and has a Failed-SP-List that includes the one EDR LSMS Service Provider and one non-EDR Service Provider that the resend request was not sent to.

3. The subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel resent in this test case exists with a status of ‘old’ on the NPAC SMS and has a Failed-SP-List that reflects the one EDR LSMS Service Provider and one non-EDR LSMS Service Provider that the resend request was not sent to. 


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	3.3.7
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	C

	
	Objective:


	NPAC OP GUI - NPAC Personnel re-send a partially-failed NPA-NXX-X de-pool request (1 Service Provider is in the Failed-SP-List - resend to the only Service Provider (a non-EDR LSMS) in the Failed-SP-List, the resend is successful to this one system) – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-137.4 (row 5), RR3-138.2 (row 5), RR3-174, RR3-175, RR3-176, RR3-177, RR3-195, RR3-196, RR3-197, RR5-76, RR5-107, RR5-108, RR5-109, RR5-110

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	2.23 Number Pool Block De-Pool Resend Broadcast

2.24 Number Pool Block De-Pool Successful Resend Updates

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	3.3.6 NPAC OP GUI - NPAC Personnel re-send a failed NPA-NXX-X de-pool request (3 SPIDs on the Failed-SP-List, 2 EDR and 1 non-EDR - resend to only  1 EDR SPID in the Failed-SP-List, the resend is successful to this one system) - Success

	
	Prerequisite NPAC Setup:
	1. Verify that there is a Number Pool Block with a status of ‘old’ and a Failed SP List that reflects one non-EDR LSMS that did not successfully process a de-pool request.  This Number Pool Block should have a status of ‘old’ because, it has already been resent once and at least one Service Provider successfully processed the resend request.

2. Verify that the SOA Origination Indicator is set to TRUE for the Number Pool Block.

	
	Prerequisite SP Setup:
	Verify that the one non-EDR LSMS that previously failed the NPAC de-pool request and is currently on the Failed-SP-List is now configured and connected to the NPAC SMS in such a way that it will successfully process this resend request.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1. 
	NPAC
	1. Using the NPAC OP GUI, NPAC Personnel take action to resend a failed de-pool request to 1 non-EDR LSMS Service Provider that is in the Number Pool Block Failed-SP-List.  

2. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself to set the numberPoolBlockStatus to ‘sending’ and update the numberPoolBlockModifiedTimeStamp and numberPoolBlockBroadcastTimeStamp to the current date and time. 

3. The NPAC SMS issues an M-SET subscriptionVersionNPAC to itself to set the subscriptionVersionStatus to ‘sending’ and update the subscriptionModifiedTimeStamp and subscriptionBroadcastTimeStamp for each Subscription Version within the 1K Block with LNP Type set to ‘POOL’.
	NPAC
	1. The NPAC SMS issues an M-SET Response numberPoolBlockNPAC to itself.

2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.

	2.
	NPAC
	The NPAC SMS issues an M-DELETE Request subscriptionVersion to 1 non-EDR LSMS that failed the previous request and is still on the Failed-SP-List results from Test Case 3.3.6.
	SP
	One non-EDR LSMS that failed the previous request receives the M-DELETE Request subscriptionVersion from the NPAC SMS and issues an M-DELETE Response indicating success.



	3.
	NPAC
	1. Upon the 1st successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:

· subscriptionModifiedTimeStamp

· subscriptionDisconnectCompleteTimeStamp

· numberPoolBlockModifiedTimeStamp

· numberPoolBlockDisconnectCompleteTimeStamp

2. After a successful response from all LSMSs the resend request was sent to, the NPAC SMS issues an M-SET subscriptionVersionNPAC to itself and performs the following steps:

· Updates the subscriptionVersionStatus to ‘old’ and updates the subscriptionVersionFailedSP-List to empty – no SPIDs.

· Set the subscriptionModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	4.
	NPAC
	The NPAC SMS issues an M-SET numberPoolBlock to itself and performs the following steps:

1. Updates the numberPoolBlockStatus to ‘old’ and updates the numberPoolBlockFailedSP-List to empty – no SPIDs.

2. Set the numberPoolBlockModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	5.
	NPAC
	The NPAC SMS will issue an M-EVENT-REPORT to the Block Holder SOA to set the numberPoolBlockStatus to ‘old’ and set the Failed-SP-List to empty – no Service Providers.
	SP
	The Block Holder SOA issues an M-EVENT-REPORT Confirmation back to the NPAC.

	6.
	NPAC
	The NPAC SMS issues an M-DELETE serviceProvNPA-NXX-X to itself in order to delete the NPA-NXX-X from its local database.
	NPAC
	The NPAC SMS issues an M-DELETE Response to itself indicating it successfully deleted the NPA-NXX-X object.

	7.
	NPAC
	The NPAC SMS issues an M-DELETE serviceProvNPA-NXX-X to each SOA and LSMS in the region that are receiving downloads for this NPA-NXX and support the NPA-NXX-X object according to their ‘NPAC Customer SOA NPA-NXX-X Indicator’ and ‘NPAC Customer LSMS NPA-NXX-X Indicator’ in their Service Provider Profile.
	SP
	1. Each SOA in the region that is accepting downloads for this NPA-NXX and supports the NPA-NXX-X object receives the M-DELETE from the NPAC SMS and issues an M-DELETE Response back to the NPAC indicating it successfully deleted the NPA-NXX-X object.

2. Each LSMS in the region that is accepting downloads for this NPA-NXX and supports the NPA-NXX-X object receives the M-DELETE from the NPAC SMS and issues an M-DELETE Response back to the NPAC indicating it successfully deleted the NPA-NXX-X object.

	8.
	NPAC
	Using the NPAC OP GUI, NPAC Personnel perform the following queries:

1. For the NPA-NXX-X value that was resent in this test case.

2. For the subordinate Number Pool Block to the NPA-NXX-X value that was resent in this test case.

3. For the subordinate, pooled Subscription Versions to the NPA-NXX-X value that was resent in this test case.
	NPAC
	Verify the following:

1. The NPA-NXX-X that was resent in this test case does not exist on the NPAC SMS.

2. The subordinate Number Pool Block to the NPA-NXX-X value that was resent in this test case exists with a status of ‘old’ and an empty Failed-SP-List.

3. The subordinate, pooled Subscription Versions to the NPA-NXX-X value exist with a status of ‘old’ and all Subscription Versions with LNP Type set to ‘POOL’ in the 1K Block have an empty Failed-SP-List.

	9.
	SP - Optional
	Block Holder Service Provider Personnel perform the following queries on their local system:

1. For the NPA-NXX-X value that NPAC Personnel resent in this test case.

2. For the Number Pool Block subordinate to the NPA-NXX-X value that NPAC Personnel resent in this test case.

3. For the subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel resent in this test case.
	SP
	Verify the following:

1. The NPA-NXX-X that NPAC Personnel resent in this test case no longer exists.

2. The subordinate Number Pool Block to the NPA-NXX-X value that NPAC Personnel resent in this test case exists on the SOA with a status of ‘old’ and an empty Failed-SP-List.

3. The subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel resent in this test case exist on the SOA with a status of ‘old’ and all Subscription Versions with LNP Type set to ‘POOL’ in the 1K Block have an empty Failed-SP-List.

4. On the EDR LSMS, verify that the Number Pool Block does not exist.

5. On the non-EDR LSMS, verify that the Pooled Subscription Versions do not exist.

	10.
	SP - Conditional
	Service Provider Personnel, , perform the following queries on the NPAC SMS:

1. For the NPA-NXX-X value that NPAC Personnel resent in this test case.

2. For the Number Pool Block subordinate to the NPA-NXX-X value that NPAC Personnel resent in this test case.

3. For the subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel resent in this test case.
	SP
	Verify the following:

1. The NPA-NXX-X that NPAC Personnel resent in this test case does not exist on the NPAC SMS.

2. The subordinate Number Pool Block to the NPA-NXX-X value that NPAC Personnel resent in this test case exist with a status of ‘old’ and an empty Failed-SP-List on the NPAC SMS.

3. The subordinate, pooled Subscription Versions to the NPA-NXX-X value that NPAC Personnel resent in this test case exist on the NPAC SMS with a status of ‘old’ and all Subscription Versions with LNP Type set to ‘POOL’ in the 1K Block have an empty Failed-SP-List.

	11.
	NPAC
	NPAC Personnel perform a full audit for the Number Pool Block and respective POOLed Subscription Versions that were DePooled during test cases 3.3.5, 3.3.6 and this test case.
	NPAC
	Using the Audit Results Log verify that no updates were sent to any of the participating LSMSs as a result of performing this audit.  If any updates were sent, the LSMS fails the test case.


6.4 Create Number Pool Block Test Cases:

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	4.1.1
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:
	SOA - Service Provider Personnel create a non-contaminated Number Pool Block – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-124, RR3-125, RR3-126, RR3-130, RR3-132, RR3-144, RR3-146, RR3-150, RR3-151, RR3-152, RR3-143, RR3-180, RR5-85, RR5-86, RR5-87, RR5-89

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	2.1 Number Pool Block Create by SOA

2.3.1 Number Pool Block Create Broadcast to Local SMS

2.3.2 Number Pool Block Create: Successful Broadcast

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	Verify that there are no contaminated TNs or ‘pending-like’ Subscription Versions for the range of TNs in the NPA-NXX-X.

	
	Prerequisite SP Setup:
	1. Verify that the NPA-NXX-X exists for the Number Pool Block that Service Provider Personnel will create during this Test Case.

2. Verify that the current date is equal to or greater than the NPA-NXX-X Effective Date.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1. 
	SP
	Using the SOA, Service Provider Personnel, submit a M-ACTION numberPoolBlock-Create request to the NPAC SMS to create a Number Pool Block. 

The request must include the following attributes:

· numberPoolBlockNPA-NXX-X

· numberPoolBlockSPID

· numberPoolBlockLRN

· numberPoolBlockCLASS-DPC

· numberPoolBlockCLASS-SSN

· numberPoolBlockCNAM-DPC

· numberPoolBlockCNAM-SSN

· numberPoolBlockISVM-DPC

· numberPoolBlockISVM-SSN

· numberPoolBlockLIDB-DPC

· numberPoolBlockLIDB-SSN

· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA

· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA
	NPAC
	1. The NPAC SMS receives the M-ACTION numberPoolBlock-Create Request.

2. The NPAC SMS verifies the following information:

· The requesting SOA is the NPA-NXX-X Holder SOA.

· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).

· All attributes specified are valid.

· A numberPoolBlockNPAC object does not already exist for the NPA-NXX-X (a duplicate Number Pool Block does not already exist).

· The current date is greater than or equal to the NPA-NXX-X-EffectiveTimeStamp.

· There are not any ‘pending-like, no-active’ Subscription Version objects within the given TN range.

	2.
	NPAC
	1. The NPAC SMS issues an M-CREATE Request numberPoolBlockNPAC to itself.

2. The NPAC SMS sets the numberPoolBlockSOA-Origination Indicator to TRUE.

3. The NPAC SMS sets the numberPoolBlockStatus to 'sending'.

4. The NPAC SMS sets the following timestamps to the current date and time:

· numberPoolBlockCreationTimeStamp

· numberPoolBlockActivationTimeStamp

· numberPoolBlockBroadcastTimeStamp

· numberPoolBlockModifiedTimeStamp
	NPAC
	The NPAC SMS issues an M-CREATE Response numberPoolBlockNPAC to itself.

	3.
	NPAC 
	1. The NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself.

2. The NPAC SMS sets the LNP Type to ‘POOL’ for the Subscription Versions it creates within the 1K Block.

3. The NPAC SMS sets the Subscription Versions to ‘sending’.

4. The NPAC SMS sets the following timestamps to the current date and time for the Subscription Versions:

· subscriptionModifiedTimeStamp

· subscriptionActivationTimeStamp

· subscriptionBroadcastTimeStamp

· subscriptionCreationTimeStamp
	NPAC
	The NPAC SMS issues an M-CREATE Response subscriptionVersionNPAC to itself.

	4.
	NPAC
	The NPAC SMS issues an M-ACTION Response numberPoolBlock-Create to the respective NPA-NXX-X Holder SOA that initiated the Number Pool Block Create request.
	SP
	The NPA-NXX-X Holder SOA receives the M-ACTION Response from the NPAC SMS.

	5.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation for the numberPoolBlockNPAC to the NPA-NXX-X Holder SOA.

The following attributes are sent in the objectCreation notification:

· numberPoolBlockId

· numberPoolBlockSOA-Origination

· numberPoolBlockCreationTimeStamp

· numberPoolBlockStatus

· numberPoolBlockNPA-NXX-X

· numberPoolBlockSPID

· numberPoolBlockLRN

· numberPoolBlockCLASS-DPC

· numberPoolBlockCLASS-SSN

· numberPoolBlockCNAM-DPC

· numberPoolBlockCNAM-SSN

· numberPoolBlockISVM-DPC

· numberPoolBlockISVM-SSN

· numberPoolBlockLIDB-DPC

· numberPoolBlockLIDB-SSN

· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA

· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA
	SP
	The NPA-NXX-X Holder SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.

	6.
	NPAC 
	1. The NPAC SMS issues an M-ACTION Request subscriptionVersionLocalSMS-Create to the non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.

2. At the same time as step 6.1, the NPAC SMS issues an M-CREATE Request numberPoolBlock to the EDR LSMSs in the region that are accepting downloads for this NPA-NXX.
	SP
	1. The non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-ACTION Request, verify that the action is valid and return an M-ACTION Response subscriptionVersionLocalSMS-Create.

2. The EDR LSMSs that are accepting downloads for this NPA-NXX receives the M-CREATE Request, and return an M-CREATE Response numberPoolBlock.

3. The non-EDR LSMSs proceed to execute all the creates specified by the M-ACTION Request and issues an M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults specifying the Subscription Versions were successfully created.

4. The NPAC SMS waits for all subscriptionVersionLocalSMS-CreateResults notifications for a tunable amount of time.

	7.
	NPAC
	Upon the first successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:

· numberPoolBlockActivationCompleteTimeStamp

· subscriptionActivationCompleteTimeStamp

· numberPoolBlockModifiedTimeStamp

· subscriptionModifiedTimeStamp
	NPAC
	The NPAC SMS responds to each of the M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults as it receives these notifications with M-EVENT-REPORT Confirmations.



	8.
	NPAC
	1. The NPAC SMS issues M-SET Request subscriptionVersionNPAC to itself.

2. The NPAC SMS updates the following attributes for each Subscription Version within the 1K Block with LNP Type set to ‘POOL’:

· sets the subscriptionVersionStatus to 'active'.

· sets the Subscription Version Failed SP List to empty.

· sets the subscriptionModifiedTimeStamp to the current date and time.

3. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself to update the following attributes:

· sets the numberPoolBlockStatus to 'active'.

· sets the Number Pool Block Failed SP List to empty.

· sets the numberPoolBlockModifiedTimeStamp to the current date and time.
	NPAC
	1. The NPAC SMS issues an M-SET subscriptionVersionNPAC Response to itself.

2. The NPAC SMS issues an M-SET numberPoolBlockNPAC Response to itself.

	9.
	NPAC
	The NPAC SMS determines the SOA Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the NPA-NXX-X Holder SOA to set the Number Pool Block status to 'active' and the Failed SP List to empty.
	SP
	The NPA-NXX-X Holder SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS. 

	10.
	NPAC
	NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel created during this Test Case.
	NPAC
	1. Verify the Number Pool Block exists with status of ‘active’ and an empty Failed SP List.

2. Verify the 1K Block of Subscription Versions exist with LNP Type set to ‘POOL’, a status of ‘active’ and an empty Failed SP List.

	11.
	SP – Optional
	Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel created during this Test Case.
	SP
	1. Verify the Number Pool Block exists with status of ‘active’ and an empty Failed SP List on the SOA.

2. Verify the Number Pool Block exists on the EDR LSMS.

3. Verify the 1K Block of Subscription Versions exist with LNP Type set to ‘POOL’, a status of ‘active’ on the non-EDR LSMS.

	12.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel created during this Test Case.
	SP
	1. Using an EDR LSMS, verify the Number Pool Block exists on the NPAC SMS with status of ‘active’ and an empty Failed SP List.

2. Using a non-EDR LSMS, verify the 1K Block of Subscription Versions exist on the NPAC SMS with LNP Type set to ‘POOL’, a status of ‘active’ and an empty Failed SP List.

	13.
	NPAC
	NPAC Personnel perform a full audit for the Number Pool Block and respective POOLed Subscription Versions created during this test case.
	NPAC
	Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	4.1.2
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	O

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	NPAC OP GUI - NPAC Personnel schedule a Number Pool Block Create for a contaminated Block to be run at a future date, and the NPAC SMS activates upon scheduled date and time – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-75.2, RR5-92

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	2.2 Number Pool Block Create by NPAC SMS

2.3 Number Pool Block Create Broadcast: Successful

2.3.1 Number Pool Block Create: Broadcast Successful to Local SMS

2.3.2 Number Pool Block Create: Successful Broadcast

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the NPA-NXX-X for the Number Pool Block Create Event to be scheduled exists and the Effective Date has passed.

2. Verify that a respective Number Pool Block Create Event does not yet exist on the NPAC SMS. (In the original NPA-NXX-X create the SOA Origination Flag was set to TRUE but the Service Provider did not submit the Number Pool Block Create and has requested the NPAC to do it on his behalf.)

3. Verify that all possible cases of ‘active-like’ Subscription Versions exist for the Number Pool Block to be scheduled.

4. Verify that there are not any ‘pending-like, no-active’ Subscription Versions for the Number Pool Block to be scheduled.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	Using the NPAC OP GUI, NPAC Personnel submit a request  to schedule the Number Pool Block Create for a future date. 
	NPAC
	The NPAC SMS schedules the Number Pool Block Create Event.

	2.
	NPAC
	NPAC Personnel perform a query for the Number Pool Block Create Event that was scheduled during this Test Case.
	NPAC
	Verify the Number Pool Block Create Event has been scheduled to run on the date and time entered in Row 1 above.

	3.
	NPAC
	The Scheduled Date/Time of the Number Pool Block Create Event is reached.
	NPAC
	1. On the scheduled date specified in the Number Pool Block Create Event, the NPAC SMS issues an M-ACTION Request numberPoolBlock-Create to itself.

2. The NPAC SMS verifies the following information:

· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).

· All attributes specified are valid.

· A numberPoolBlockNPAC object does not already exist for the NPA-NXX-X (a duplicate Number Pool Block does not already exist).

· The current date is greater than or equal to the NPA-NXX-X-EffectiveTimeStamp.

· There are not any ‘pending-like, no-active’ Subscription Version objects within the given TN range.

	4.
	NPAC
	1. The NPAC SMS issues an M-CREATE Request numberPoolBlockNPAC to itself.

2. The NPAC SMS sets the numberPoolBlockSOA-Origination Indicator to FALSE.

3. The NPAC SMS sets the numberPoolBlockStatus to ‘sending’.

4. The NPAC SMS sets the following timestamps to the current date and time:

· numberPoolBlockCreationTimeStamp

· numberPoolBlockActivationTimeStamp

· numberPoolBlockBroadcastTimeStamp

· numberPoolBlockModifiedTimeStamp are set to the current date and time.
	NPAC
	The NPAC SMS issues an M-CREATE Response numberPoolBlockNPAC to itself.

	5.
	NPAC
	1. For each non-ported TN within the 1K Block, the NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself.

2. The NPAC SMS sets the LNP Type to ‘POOL’ for the Subscription Versions it creates within the 1K Block.

3. The NPAC SMS sets the Subscription Version to ‘sending’.

4. The NPAC SMS sets the following timestamps to the current date and time for the Subscription Versions:

· subscriptionModifiedTimeStamp

· subscriptionActivationTimeStamp

· subscriptionBroadcastTimeStamp

· subscriptionCreationTimeStamp
	NPAC
	The NPAC SMS issues an M-CREATE Response subscriptionVersionNPAC to itself.

	6.
	NPAC
	The NPAC SMS issues an M-ACTION Response numberPoolBlock-Create to itself.
	
	

	7.
	NPAC 
	1. The NPAC SMS issues an M-ACTION Request subscriptionVersionLocalSMS-Create to the non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.

2. At the same time as step 7.1, the NPAC SMS issues an M-CREATE Request numberPoolBlock to the EDR LSMSs in the region that are accepting downloads for this NPA-NXX.
	SP
	1. The non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-ACTION Request, verify that the action is valid and return an M-ACTION Response subscriptionVersionLocalSMS-Create.

2. The EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-CREATE Request, and return an M-CREATE Response numberPoolBlock.

3. The non-EDR LSMSs proceed to execute all the creates specified by the M-ACTION Request and issues an M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults specifying the Subscription Versions were successfully created. 

4. The NPAC SMS waits for all subscriptionVersionLocalSMS-CreateResults notification for a tunable amount of time.

	8.
	NPAC
	Upon the first successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:

· numberPoolBlockActivationCompleteTimeStamp

· subscriptionActivationCompleteTimeStamp

· numberPoolBlockModifiedTimeStamp

· subscriptionModifiedTimeStamp
	NPAC
	The NPAC SMS responds to each of the M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults as it receives these notifications with M-EVENT-REPORT Confirmations.



	9.
	NPAC
	1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself and updates the following attributes for each Pooled Subscription Version within the 1K Block:

· sets the subscriptionVersionStatus to ‘active’.

· sets the Subscription Version Failed SP List to empty.

· sets the subscriptionModifiedTimeStamp to the current date and time.

2. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself and updates the following attributes:

· sets the numberPoolBlockStatus to 'active' 

· sets the Number Pool Block Failed SP List to empty.

· sets the numberPoolBlockModifiedTimeStamp to the current date and time.
	NPAC
	1. The NPAC SMS issues an M-SET subscriptionVersionNPAC Response to itself.

2. The NPAC SMS issues an M-SET numberPoolBlockNPAC Response to itself.

	10.
	NPAC
	The NPAC SMS determines the SOA Origination Indicator is set to FALSE and terminates processing here.
	
	

	11.
	NPAC
	NPAC Personnel perform a query for the Number Pool Block, the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that were created during this Test Case, and the ‘active-like’ Subscription Versions that do not have LNP Type set to ‘POOL’ but are within the 1K Block.
	NPAC
	1. Verify the Number Pool Block exists with a status of ‘active’ and an empty Failed SP List.

2. Verify the 1K Block of Subscription Versions exists with LNP Type set to ‘POOL’, an ‘active’ status and an empty Failed SP List.

3. Verify that the ‘active-like’ Subscription Versions do not have LNP Type set to ‘POOL’ and were not modified when the Number Pool Block was created during this Test Case.

	12.
	SP – Optional
	Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that were created during this Test Case.
	SP
	1. Verify the Number Pool Block exists on the EDR LSMS.

2. Verify the 1K Block of Subscription Versions exists on the non-EDR LSMS. 

	13.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that were created during this Test Case.
	SP
	1. Verify the Number Pool Block exists with a status of ‘active’ and an empty Failed SP List on the NPAC SMS.

2. Verify the 1K Block of Subscription Versions exists with LNP Type set to ‘POOL’, an ‘active’ status and an empty Failed SP List on the NPAC SMS.

	14.
	NPAC
	NPAC Personnel perform a full audit for the Number Pool Block, respective POOLed Subscription Versions created during this test case and the contaminated Subscription Versions that existed prior to creating the Number Pool Block.
	NPAC
	Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.


NOTE: The results of this test case is required as a prerequisite to test case 4.1.6.

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	4.1.5
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	O

	
	
	
	
	EDR LSMS
	O

	
	Objective:


	SOA - Service Provider Personnel attempt to create a Number Pool Block when ‘pending-like, no-active’ Subscription Versions exist – Error

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-148

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	2.1 Number Pool Block Create by SOA

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the NPA-NXX-X for the Number Pool Block that Service Provider Personnel will attempt to create during this Test Case exists and the Effective Date has passed.

2. Verify that a respective Number Pool Block does not exist on the NPAC SMS.

3. Verify that all-possible cases of ‘pending-like, no-active’ Subscription Versions exist for the Number Pool Block to be created.



	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1. 
	SP
	Using the SOA, Service Provider Personnel, submit a M-ACTION numberPoolBlock-Create request to the NPAC SMS to create a Number Pool Block. 

The request must include the following attributes:

· numberPoolBlockNPA-NXX-X

· numberPoolBlockSPID

· numberPoolBlockLRN

· numberPoolBlockCLASS-DPC

· numberPoolBlockCLASS-SSN

· numberPoolBlockCNAM-DPC

· numberPoolBlockCNAM-SSN

· numberPoolBlockISVM-DPC

· numberPoolBlockISVM-SSN

· numberPoolBlockLIDB-DPC

· numberPoolBlockLIDB-SSN

· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA

· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA
	NPAC
	1. The NPAC SMS receives the M-ACTION numberPoolBlock-Create request. 

2. The NPAC SMS verifies the following information:

· The requesting SOA is the NPA-NXX-X Holder SOA.

· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).

· All attributes specified are valid.

· A numberPoolBlockNPAC object does not already exist for the NPA-NXX-X (a duplicate Number Pool Block does not already exist).

· The current date is greater than or equal to the NPA-NXX-X-EffectiveTimeStamp.

· Determines there are ‘pending-like, no-active’ Subscription Version objects within the given TN range. (This violates system requirements.)

	2.
	NPAC
	The NPAC SMS issues an M-ACTION Error Response to the NPA-NXX-X Holder SOA indicating the error.  Further processing is terminated. 

(The Number Pool Block is not created on the NPAC SMS.)
	SP
	The NPA-NXX-X Holder SOA receives the M-ACTION Error Response. 

	3.
	NPAC
	NPAC Personnel perform a query for the Number Pool Block that Service Provider Personnel attempted to create during this Test Case.
	NPAC
	Verify the Number Pool Block was not created on the NPAC SMS

	4.
	SP – Optional
	Service Provider Personnel perform a local query for the Number Pool Block that Service Provider Personnel attempted to create during this Test Case.
	SP
	1. Verify the Number Pool Block does not exist on the SOA and/or EDR LSMS.

2. Verify that the 1K Block of Subscription Versions do not exist on the non-EDR LSMS.

	5.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for the Number Pool Block that Service Provider Personnel attempted to create during this Test Case.
	SP
	1. Verify the Number Pool Block was not created on the NPAC SMS.

2. Verify that the 1K Block of Subscription Versions do not exist on the NPAC SMS.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	4.1.6
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	NPAC OP GUI - NPAC Personnel re-schedule a Number Pool Block Create Event to run immediately.  The initial Number Pool Block Create Request that was initiated by the NPA-NXX-X Holder SOA has failed due to ‘pending-like, no active’ Subscription Versions. - Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-75.2, RR3-76.2, RR3-77, RR3-81.1, RR3-81.2, RR3-82.2, RR5-90, RR5-91, RR5-92, RR5-93, RR5-94, RR5-96, RR5-97

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	2.2 Number Pool Block Create by NPAC SMS

2.3 Number Pool Block Create Broadcast: Successful

2.3.1 Number Pool Block Create Broadcast Successful to Local SMS

2.3.2 Number Pool Block Create: Successful Broadcast 

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	4.1.5 SOA - Service Provider Personnel attempt to create a Number Pool Block when ‘pending-like, no-active’ Subscription Versions exist – Error

	
	Prerequisite NPAC Setup:
	1. Verify that the NPA-NXX-X for the Number Pool Block Create Event to be re-scheduled during this Test Case exists and the Effective Date has passed.

2. Cancel the ‘pending-like’ Subscription Versions within the Number Pool Block to be re-scheduled during this Test Case.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	Using the NPAC OP GUI, NPAC Personnel submit a request to re-schedule a Number Pool Block Create Event to run immediately.

The NPAC SMS issues an M-ACTION numberPoolBlock-Create request to create the Number Pool Block. The following attributes are required:

· numberPoolBlockNPA-NXX-X

· numberPoolBlockSPID

· numberPoolBlockLRN

· numberPoolBlockCLASS-DPC

· numberPoolBlockCLASS-SSN

· numberPoolBlockCNAM-DPC

· numberPoolBlockCNAM-SSN

· numberPoolBlockISVM-DPC

· numberPoolBlockISVM-SSN

· numberPoolBlockLIDB-DPC

· numberPoolBlockLIDB-SSN

· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA

· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA
	NPAC
	1. The NPAC SMS receives the M-ACTION numberPoolBlock-Create request.

2. The NPAC SMS verifies the following information:

· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).

· All attributes specified are valid.

· A numberPoolBlockNPAC object does not already exist for the NPA-NXX-X (a duplicate Number Pool Block does not already exist) or if one exists it has a status of ‘old’ with an empty Failed SP List.

· The current date is greater than or equal to the NPA-NXX-X-EffectiveTimeStamp.

· There are not any ‘pending-like, no-active’ Subscription Version objects within the 1K Block.

	2.
	NPAC
	1. For each non-ported TN within the 1K Block, the NPAC SMS issues an M-CREATE Request numberPoolBlockNPAC to itself.

2. The NPAC SMS sets the numberPoolBlockSOA-Origination Indicator to FALSE.

3. The NPAC SMS sets the numberPoolBlockStatus to ‘sending’.

4. The NPAC SMS sets the following timestamps to the current date and time:

· numberPoolBlockCreationTimeStamp

· numberPoolBlockActivationTimeStamp

· numberPoolBlockBroadcastTimeStamp

· numberPoolBlockModifiedTimeStamp are set to the current date and time.
	NPAC
	The NPAC SMS issues an M-CREATE Response numberPoolBlockNPAC to itself.

	3.
	NPAC
	1. The NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself.

2. The NPAC SMS sets the LNP Type to ‘POOL’ for the Subscription Versions it creates within the 1K Block.

3. The NPAC SMS sets the Subscription Versions to ‘sending’.

4. The NPAC SMS sets the following timestamps to the current date and time for the Subscription Versions:

· subscriptionModifiedTimeStamp

· subscriptionActivationTimeStamp

· subscriptionBroadcastTimeStamp

· subscriptionCreationTimeStamp
	NPAC
	The NPAC SMS issues an M-CREATE Response subscriptionVersionNPAC to itself.

	4.
	NPAC
	The NPAC SMS issues an M-ACTION Response numberPoolBlock-Create to itself.
	
	

	5.
	NPAC 
	1. The NPAC SMS issues an M-ACTION Request subscriptionVersionLocalSMS-Create to the non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.

2. At the same time as step 5.1, the NPAC SMS issues an M-CREATE Request numberPoolBlock to the EDR LSMSs in the region that are accepting downloads for this NPA-NXX.
	SP
	1. The non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-ACTION Request, verify that the action is valid and return an M-ACTION Response subscriptionVersionLocalSMS-Create.

2. The EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-CREATE Request, and return an M-CREATE Response numberPoolBlock.

3. The non-EDR LSMSs proceed to execute all the creates specified by the M-ACTION Request and issues an M-EVENT-REPORT specifying the Subscription Versions were successfully created.

4. The NPAC SMS waits for all subscriptionVersionLocalSMS-CreateResults notification for a tunable amount of time.

	6.
	NPAC
	Upon the first successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:

· numberPoolBlockActivationCompleteTimeStamp

· subscriptionActivationCompleteTimeStamp

· numberPoolBlockModifiedTimeStamp

· subscriptionModifiedTimeStamp
	NPAC
	The NPAC SMS responds to each of the M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults as it receives these notifications with M-EVENT-REPORT Confirmations.



	7.
	NPAC
	1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself and updates the following attributes for each Pooled Subscription Version within the 1K Block:

· sets the subscriptionVersionStatus to ‘active’.

· sets the Subscription Version Failed SP List to empty.

· Sets the subscriptionModifiedTimeStamp to the current date and time.

2. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself and updates the following attributes:

· sets the numberPoolBlockStatus to 'active'.

· sets the Number Pool Block Failed SP List to empty.

· sets the numberPoolBlockModifiedTimeStamp to the current date and time.
	NPAC
	1. The NPAC SMS issues an M-SET subscriptionVersionNPAC Response to itself.

2. The NPAC SMS issues an M-SET numberPoolBlockNPAC Response to itself.

	8.
	NPAC
	The NPAC SMS determines the SOA Origination Indicator is set to FALSE and terminates processing here.
	
	

	9.
	NPAC
	 NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that NPAC Personnel re-scheduled during this Test Case.
	NPAC
	1. Verify the Number Pool Block exists with a status of ‘active’ and an empty Failed SP List.

2. Verify the 1K Block of Subscription Versions exists with LNP Type set to ‘POOL’, a status of ‘active’ and an empty Failed SP List.

	10.
	SP –Optional
	Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that NPAC Personnel re-scheduled during this Test Case. 
	SP
	1. Verify that the Number Pool Block exists on the EDR LSMS.

2. Verify that the 1K Block of Subscription Versions exist on the non-EDR LSMS.

	11.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that NPAC Personnel re-scheduled during this Test Case. 
	SP
	1. Verify the Number Pool Block exists on the NPAC SMS with status of ‘active’ and an empty Failed SP List.

2. Verify the 1K Block of Subscription Versions exist on the NPAC SMS with LNP Type set to ‘POOL’, a status of ‘active’ and an empty Failed SP List.

	12.
	NPAC
	NPAC Personnel perform a full audit for the Number Pool Block and respective POOLed Subscription Versions created during this test case.
	NPAC
	Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	4.1.8
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA - Service Provider Personnel create a Number Pool Block - (to at least 3 LSMSs – at least 1 EDR and 2 non-EDR) that results in a Full Failure – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-132, RR3-141.1, Table RR3-137.2RR3-137.2 (Row 15), Table RR3-138.2 (Row 15), RR3-142.1, RR3-153, RR5-95

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	2.1 Number Pool Block Create by SOA

2.4. Number Pool Block Create Broadcast to Local SMS: Failure

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that at least three LSMSs (at least one EDR and two non-EDR) are configured to receive downloads for this NPA-NXX, but keep them disconnected from the NPAC SMS to create a failure scenario.

2. Verify that the respective NPA-NXX-X exists for which Service Provider Personnel will attempt to create the respective Number Pool Block during this Test Case.

3. Verify that the current date is equal to or greater than the NPA-NXX-X Effective Date.

4. Verify that no ‘pending-like, no active’ nor ‘active-like’ Subscription Versions exist for the 1K Block so that a non-contaminated Number Pool Block may be created.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1. 
	SP
	Using the SOA, Service Provider Personnel submit a M-ACTION numberPoolBlock-Create request to the NPAC SMS to create a Number Pool Block.

The request must include the following attributes:

· numberPoolBlockNPA-NXX-X

· numberPoolBlockSPID

· numberPoolBlockLRN

· numberPoolBlockCLASS-DPC

· numberPoolBlockCLASS-SSN

· numberPoolBlockCNAM-DPC

· numberPoolBlockCNAM-SSN

· numberPoolBlockISVM-DPC

· numberPoolBlockISVM-SSN

· numberPoolBlockLIDB-DPC

· numberPoolBlockLIDB-SSN

· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA

· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA
	SP
	1. The NPAC SMS receives the M-ACTION Request numberPoolBlock-Create request.

2. The NPAC SMS verifies the following information:

· The requesting SOA is the NPA-NXX-X Holder SOA.

· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).

· All attributes specified are valid.

· A numberPoolBlockNPAC object does not already exist for the NPA-NXX-X (a duplicate Number Pool Block does not already exist).

· The current date is greater than or equal to the NPA-NXX-X-EffectiveTimeStamp.

· There are not any ‘pending-like, no-active’ Subscription Version objects within the given TN range.

	2.
	NPAC
	1. The NPAC SMS issues an M-CREATE Request numberPoolBlockNPAC to itself.

2. The NPAC SMS sets the numberPoolBlockSOA-Origination Indicator to TRUE.

3. The NPAC SMS sets the numberPoolBlockStatus to 'sending'.

4. The NPAC SMS sets the following timestamps to the current date and time:

· numberPoolBlockCreationTimeStamp

· numberPoolBlockActivationTimeStamp

· numberPoolBlockBroadcastTimeStamp

· numberPoolBlockModifiedTimeStamp
	NPAC
	The NPAC SMS issues an M-CREATE Response numberPoolBlockNPAC to itself.

	3.
	NPAC 
	1. The NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself.

2. The NPAC SMS sets the LNP Type to ‘POOL’ for the Subscription Versions it creates within the 1K Block.

3. The NPAC SMS sets the Subscription Versions to ‘sending’.

4. The NPAC SMS sets the following timestamps to the current date and time for the Subscription Versions:

· subscriptionModifiedTimeStamp

· subscriptionActivationTimeStamp

· subscriptionBroadcastTimeStamp

· subscriptionCreationTimeStamp
	NPAC
	The NPAC SMS issues an M-CREATE Response subscriptionVersionNPAC to itself.

	4.
	NPAC
	The NPAC SMS issues an M-ACTION Response numberPoolBlock-Create to the respective NPA-NXX-X Holder SOA that initiated the Number Pool Block Create request.
	SP
	The NPA-NXX-X Holder SOA receives the M-ACTION Response from the NPAC SMS.

	5.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation for the numberPoolBlockNPAC to the NPA-NXX-X Holder SOA.

The following attributes are sent in the objectCreation notification:

· numberPoolBlockId

· numberPoolBlockSOA-Origination

· numberPoolBlockCreationTimeStamp

· numberPoolBlockStatus

· numberPoolBlockNPA-NXX-X

· numberPoolBlockSPID

· numberPoolBlockLRN

· numberPoolBlockCLASS-DPC

· numberPoolBlockCLASS-SSN

· numberPoolBlockCNAM-DPC

· numberPoolBlockCNAM-SSN

· numberPoolBlockISVM-DPC

· numberPoolBlockISVM-SSN

· numberPoolBlockLIDB-DPC

· numberPoolBlockLIDB-SSN

· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA

· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA
	SP
	The NPA-NXX-X Holder SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.

	6.
	NPAC 
	1. The NPAC SMS issues an M-ACTION Request subscriptionVersionLocalSMS-Create to the non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.

2. At the same time as step 6.1, the NPAC SMS issues an M-CREATE Request numberPoolBlock to the EDR LSMSs in the region that are accepting downloads for this NPA-NXX.
	NPAC
	1. The NPAC SMS waits for all M-ACTION Responses from non-EDR LSMSs and all M-CREATE Responses from all EDR LSMSs.

2. The NPAC SMS automatically retries any LSMS who does not respond within a tunable amount of time.

3. The NPAC SMS does not receive a response to the create requests from all LSMSs (EDR and non-EDR).

	7.
	NPAC
	1. After all retries have been exhausted, the NPAC SMS issues an M-SET subscriptionVersionNPAC to itself and updates the following attributes for each Subscription Version within the 1K Block with LNP Type set to ‘POOL’:

· sets the Subscription Version status to ‘failed’.

· sets the Subscription Version Failed SP List to reflect the Service Providers that did not respond.

· sets the subscriptionModifiedTimeStamp is set to the current date and time.

2. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself to update the following attributes:

· sets the numberPoolBlockStatus to 'failed'.

· sets the Number Pool Block Failed SP List to reflect the Service Providers that did not respond.

· sets the numberPoolBlockModifiedTimeStamp to the current date and time.
	NPAC
	1. The NPAC SMS issues an M-SET subscriptionVersionNPAC Response to itself.

2. The NPAC SMS issues an M-SET numberPoolBlockNPAC Response to itself.

	8.
	NPAC
	The NPAC SMS determines the SOA Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the NPA-NXX-X Holder SOA with the numberPoolBlockStatus set to ‘failed’ and the list of Service Providers that failed the create request.
	SP
	The NPA-NXX-X Holder SOA receives the M-EVENT-REPORT and issues an M-EVENT-REPORT Confirmation. 

	9.
	NPAC
	NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel created during this Test Case.
	NPAC
	1. Verify the Number Pool Block exists with status of ‘failed’ and Failed SP List that reflects all Service Providers that failed the request.

2. Verify the 1K Block of Subscription Versions exist with LNP Type set to ‘POOL’, a status of ‘failed’ and a Failed SP List that reflects all Service Providers that failed the request.

3. Verify data integrity (LRN and GTT data) has been maintained between the Number Pool Block and 1K Block of Subscription Versions with LNP Type set to ‘POOL’ on the NPAC SMS.

	10.
	SP – Optional
	Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel created during this Test Case.
	SP
	1. Verify the Number Pool Block exists with a status of ‘failed’ and a Failed SP List that reflects all SPs that did not successfully process the NPAC SMS request on the SOA.

2. Verify the Number Pool Block does not exist on the EDR LSMS.

3. Verify the 1K Block of Subscription Versions do not exist on the non-EDR LSMS.

	11.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel created during this Test Case.
	SP
	1. Verify the Number Pool Block exists on the NPAC SMS with status of ‘failed’ and a Failed SP List that reflects all Service Providers that failed the request.

2. Verify the 1K Block of Subscription Versions exist on the NPAC SMS with LNP Type set to ‘POOL’, a status of ‘failed’ and a Failed SP List that reflects all Service Providers that failed the request.




	A.
	TEST IDENTITY
	

	
	Test Case Number:
	4.1.9
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	O

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	NPAC OP GUI - NPAC Personnel re-send a full failure Number Pool Block create to 1 LSMS (1 EDR ) resulting in success (2 non-EDR systems are still on the Failed SP List) – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	Table RR3-137.2RR3-137.2 (Row 14), RR3-138.1, RR3-138.2, Table RR3-138.2 (Row 14), RR3-139, RR3-153, RR3-185, RR3-186.1, RR3-186.2, RR3-187, RR3-188, RR3-189, RR3-190, RR3-195, RR3-196, RR3-197, RR5-85, RR5-72, RR5-73, RR5-77, RR5-78, RR5-79

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	2.6 Number Pool Block Create Resend Broadcast

2.9 Number Pool Block Create Partial Failure Resend NPAC SMS Updates

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	4.1.8 SOA - Service Provider Personnel create a Number Pool Block - (to at least 3 LSMSs – at least 1 EDR and 2 non-EDR) that results in a Full Failure – Success

	
	Prerequisite NPAC Setup:
	1. Verify that a Number Pool Block exists with a status of ‘failed’ and a Failed SP List that contains 3 Service Providers (1 non-EDR and 2 EDR systems).

2. Verify that the Service Providers on the Failed SP List are configured and connected such the EDR LSMS could now successfully process the Number Pool Block resend request.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1. 
	NPAC
	1. Using the NPAC OP GUI, NPAC Personnel take action to resend a ‘failed’, Number Pool Block to the EDR Service Provider in the Number Pool Block Failed SP List.

2. The NPAC SMS issues an M-SET numberPoolBlockNPAC to itself to set the following attributes:

· set the numberPoolBlockStatus to ‘sending’.

· set the numberPoolBlockModifiedTimeStamp and numberPoolBlockBroadcastTimeStamp to the current date and time.

3. The NPAC SMS issues an M-SET subscriptionVersionNPAC to itself for all the Pooled Subscription Versions within the 1K Block to set the following attributes:

· set the subscriptionVersionStatus to ‘sending’.

· set the subscriptionModifiedTimeStamp and subscriptionBroadcastTimeStamp to the current date and time.
	NPAC
	1. The NPAC SMS issues an M-SET Response numberPoolBlockStatus to itself.

2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.

	2.
	NPAC
	The NPAC SMS issues an M-CREATE Request numberPoolBlock to the EDR LSMS that NPAC Personnel indicated in the Number Pool Block resend request.
	NPAC
	1. The EDR LSMS receives the M-CREATE Request and returns an M-CREATE Response numberPoolBlock.

2. The NPAC SMS waits for the M-CREATE Response from the EDR LSMS.



	3.
	NPAC
	The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself to set the following attributes:

· set the numberPoolBlock status to ‘partial failure’.

· update the numberPoolBlockFailedSP-List is to reflect the two non-EDR systems that the Number Pool Block create resend request was not sent to.

· set the numberPoolBlockModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	4. 
	NPAC
	The NPAC SMS issues an M-SET subscriptionVersionNPAC to itself to set the following attributes for the Pooled Subscription Versions within the 1K Block:

· set the Subscription Version status to ‘partial failure’. 

· update the subscriptionFailedSP-List to reflect the name of the two non-EDR systems that the Number Pool Block create resend request was not sent to.

· set the subscriptionModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response back to itself.

	5.
	NPAC
	The NPAC SMS determines that the SOA Origination Indicator is set to FALSE and processing terminates here.
	
	

	6.
	NPAC
	NPAC Personnel perform a local query for the Number Pool Block and the 1K Block of Pooled Subscription Versions that NPAC Personnel resent during this Test Case.
	NPAC
	1. Verify the Number Pool Block exists with a status of ‘partial failure’ with a Failed SP List that contains the name of the two Service Providers that the Number Pool Block create was not resent to during this Test Case. 
2. Verify the Pooled Subscription Versions within the 1K Block exist with a status of ‘partial failure’ with a Failed SP List that contains the name of the two Service Providers that the Number Pool Block create was not resent to during this Test Case.

	7.
	SP – Optional
	Block Holder Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Pooled Subscription Versions that NPAC Personnel resent during this Test Case.
	SP
	1. Verify that the Number Pool Block exists on the EDR LSMS that successfully processed the resend request in this Test Case.

2. Verify the 1K Block of  Subscription Versions do not exist on the non-EDR LSMSs that did not receive the resend request in this Test Case.

	8.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Pooled Subscription Versions that NPAC Personnel resent during this Test Case.
	SP
	1. Verify the Number Pool Block exists with a status of ‘partial failure’ with a Failed SP List on the NPAC SMS.  The Failed SP List contains the name of the two Service Providers that the Number Pool Block create was not resent to during this Test Case.

2. Verify the Pooled Subscription Versions within the 1K Block exist with a status of ‘partial failure’ with a Failed SP List on the NPAC SMS.  The Failed SP List contains the name of the two Service Providers that the Number Pool Block create was not resent to during this Test Case.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	4.1.10
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	O

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	O

	
	Objective:


	NPAC - NPAC Personnel perform a resend of a previously ‘partial failure’ Number Pool Block to all Service Providers in the Failed SP List (2 non-EDR) – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-120, RR3-121, RR3-138.1, RR3-140, RR3-153, RR3-186.1, RR3-186.2, RR3-187, RR3-188, RR3-189, RR3-191, RR3-194, RR3-195, RR3-196, RR5-100, RR5-101, RR5-72, RR5-74, RR5-78

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	2.6 Number Pool Block Create Resend Broadcast

2.7 Number Pool Block Create Successful Resend NPAC SMS Updates

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	4.1.9 NPAC OP GUI - NPAC Personnel re-send a full failure Number Pool Block create to 3 LSMSs (1 EDR and 2 non-EDR systems) resulting in Partial Failure - Success

	
	Prerequisite NPAC Setup:
	1. Verify that all LSMSs that are listed in the Failed Service Provider List for the Number Pool Block that NPAC Personnel will resend during this Test Case (2 non-EDR) are configured to be associated with the NPAC SMS and receive downloads for the NPA-NXX. 

2. Verify that Number Pool Block exists in a ‘partial failure’ state.

3. Verify that the SOA Origination Indicator is set to ‘FALSE’ for this Number Pool Block.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1. 
	NPAC
	1. Using the NPAC OP GUI, NPAC Personnel submit a request to resend a ‘partial failure’ Number Pool Block to each Service Provider in the Failed SP List.

2. The NPAC SMS issues an M-SET Request numberPoolBlock to itself to set the following attributes:

· set the numberPoolBlockStatus to ‘sending’ 

· set the numberPoolBlockModifiedTimeStamp to the current date and time.

3. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself for all the Pooled Subscription Versions within the 1K Block to set the following attributes: 

· set the subscriptionVersionStatus to ‘sending’ 

· set the subscriptionModifiedTimeStamp and subscriptionBroadcastTimeStamp to the current date and time. 
	NPAC
	1. The NPAC SMS issues an M-SET Response numberPoolBlockNPAC to itself.

2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself. 

	2.
	NPAC 
	The NPAC SMS issues an M-ACTION Request subscriptionVersionLocalSMS-Create to the non-EDR LSMSs that are on the Subscription Version Failed SP List.
	NPAC
	The non-EDR LSMSs respond to the NPAC SMS request with a successful M-ACTION response. 



	3.
	NPAC
	1. Upon the first successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:

· numberPoolBlockActivationCompleteTimeStamp

· subscriptionActivationCompleteTimeStamp

· numberPoolBlockModifiedTimeStamp

· subscriptionModifiedTimeStamp

2. After a successful response from all LSMSs the resend request was sent to, the NPAC SMS issues an M-SET subscriptionVersionNPAC to itself to set the following attributes:

· update the Subscription Version status for Subscription Versions of LNP Type set to ‘POOL’ to ‘active’ and set the Failed SP List to empty.

· set the subscriptionModifiedTimeStamp is set to the current date and time. 
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	4.
	NPAC
	The NPAC SMS issues an M-SET numberPoolBlockNPAC to itself and performs the following steps:

1. The numberPoolBlock status is set to ‘active’ and the Failed SP List updated to empty.

2. The numberPoolBlockModifiedTimeStamp is set to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	5.
	NPAC
	The NPAC SMS determines that the SOA Origination Indicator is set to FALSE and processing terminates here.
	
	

	6.
	NPAC
	NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that NPAC Personnel resent during this Test Case.
	NPAC
	1. Verify the Number Pool Block exists with a status of ‘active’ and has an empty Failed SP List.

2. Verify the Subscription Versions in the 1K Block with LNP Type set to ‘POOL’ exist with a status of ‘active’ and an empty Failed SP List.

	7.
	SP – Optional
	Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Pooled Subscription Versions that NPAC Personnel resent during this Test Case.
	SP
	Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ exist on the non-EDR LSMSs.

	8.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that NPAC Personnel resent during this Test Case.
	SP
	1. Verify the Number Pool Block exists with a status of ‘active’ and has an empty Failed SP List on the NPAC SMS.

2. Verify the Subscription Versions in the 1K Block with LNP Type set to ‘POOL’ exist with a status of ‘active’ and an empty Failed SP List on the NPAC SMS.

	9.
	NPAC
	NPAC Personnel perform a full audit for the Number Pool Block and respective POOLed Subscription Versions created during test case 4.1.8, resent during 4.1.9 and resent during this test case.
	NPAC
	Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	4.1.11
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA – Service Provider Personnel create a Number Pool Block (to at least 4 LSMSs - 2 non-EDR and 2 EDR) that results in a Partial Failure - Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-132, RR3-138.1, RR3-153, RR5-100, RR5-101, RR5-95

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	2.1 Number Pool Block Create by SOA

2.5.1 Number Pool Block Create Partial-Failure Broadcast to Local SMSs

2.5.2 Number Pool Block Create Broadcast Partially Failed NPAC SMS Updates

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that at least four LSMSs (2 non-EDR and 2 EDR) are configured to be associated with the NPAC SMS and receive downloads for this NPA-NXX. One LSMS should be disconnected from the NPAC SMS to achieve a ‘partial-failure’ download.

2. Verify that the respective NPA-NXX-X exists for which Service Provider Personnel will attempt to create the respective Number Pool Block during this Test Case.

3. Verify that the current date is equal to or greater than the NPA-NXX-X Effective Date.

4. Verify that no ‘pending-like, nor active-like’ Subscription Versions exist for the 1K Block so that a non-contaminated Number Pool Block may be created.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1. 
	SP
	Using the SOA, Service Provider Personnel submit a M-ACTION numberPoolBlock-Create request to the NPAC SMS to create a Number Pool Block.

The request must include the following attributes:

· numberPoolBlockNPA-NXX-X

· numberPoolBlockSPID

· numberPoolBlockLRN

· numberPoolBlockCLASS-DPC

· numberPoolBlockCLASS-SSN

· numberPoolBlockCNAM-DPC

· numberPoolBlockCNAM-SSN

· numberPoolBlockISVM-DPC

· numberPoolBlockISVM-SSN

· numberPoolBlockLIDB-DPC

· numberPoolBlockLIDB-SSN

· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA

· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA
	NPAC
	1. The NPAC SMS receives the M-ACTION Request numberPoolBlock-Create request.

2. The NPAC SMS verifies the following information:

· The requesting SOA is the NPA-NXX-X Holder SOA.

· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).

· All attributes specified are valid.

· A numberPoolBlockNPAC object does not already exist for the NPA-NXX-X (a duplicate Number Pool Block does not already exist).

· The current date is greater than or equal to the NPA-NXX-X-EffectiveTimeStamp.

· There are not any ‘pending-like, no-active’ Subscription Version objects within the given TN range.

	2.
	NPAC
	1. The NPAC SMS issues an M-CREATE Request numberPoolBlockNPAC to itself.

2. The NPAC SMS sets the numberPoolBlockSOA-Origination Indicator to TRUE.

3. The NPAC SMS sets the numberPoolBlockStatus to 'sending'.

4. The NPAC SMS sets the following timestamps to the current date and time:

· numberPoolBlockCreationTimeStamp

· numberPoolBlockActivationTimeStamp

· numberPoolBlockBroadcastTimeStamp

· numberPoolBlockModifiedTimeStamp
	NPAC
	The NPAC SMS issues an M-CREATE Response numberPoolBlockNPAC to itself.

	3.
	NPAC 
	1. The NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself.

2. The NPAC SMS sets the LNP Type to ‘POOL’ for the Subscription Versions it creates within the 1K Block.

3. The NPAC SMS sets the Subscription Versions to ‘sending’.

4. The NPAC SMS sets the following timestamps to the current date and time for the Subscription Versions:

· subscriptionModifiedTimeStamp

· subscriptionActivationTimeStamp

· subscriptionBroadcastTimeStamp

· subscriptionCreationTimeStamp
	NPAC
	The NPAC SMS issues an M-CREATE Response subscriptionVersionNPAC to itself.

	4.
	NPAC
	The NPAC SMS issues an M-ACTION Response numberPoolBlock-Create to the respective NPA-NXX-X Holder SOA that initiated the Number Pool Block Create request.
	SP
	The NPA-NXX-X Holder SOA receives the M-ACTION Response from the NPAC SMS.

	5.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation for the numberPoolBlockNPAC to the NPA-NXX-X Holder SOA.

The following attributes are sent in the objectCreation notification:

· numberPoolBlockId

· numberPoolBlockSOA-Origination

· numberPoolBlockCreationTimeStamp

· numberPoolBlockStatus

· numberPoolBlockNPA-NXX-X

· numberPoolBlockSPID

· numberPoolBlockLRN

· numberPoolBlockCLASS-DPC

· numberPoolBlockCLASS-SSN

· numberPoolBlockCNAM-DPC

· numberPoolBlockCNAM-SSN

· numberPoolBlockISVM-DPC

· numberPoolBlockISVM-SSN

· numberPoolBlockLIDB-DPC

· numberPoolBlockLIDB-SSN

· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA

· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA
	SP
	The NPA-NXX-X Holder SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.

	6.
	NPAC 
	1. The NPAC SMS issues an M-ACTION Request subscriptionVersionLocalSMS-Create to the non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.

2. At the same time as step 6.1, the NPAC SMS issues an M-CREATE Request numberPoolBlock to the EDR LSMSs in the region that are accepting downloads for this NPA-NXX.
	NPAC
	1. The non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-ACTION Request, verify that the action is valid and return an M-ACTION Response subscriptionVersionLocalSMS-Create.

2. The EDR LSMSs that are accepting downloads for this NPA-NXX receives the M-CREATE Request, and return an M-CREATE Response numberPoolBlock.

3. The non-EDR LSMSs proceed to execute all the creates specified by the M-ACTION Request and issues an M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults specifying the Subscription Versions were successfully created.

4. The NPAC SMS waits for all M-ACTION Responses from non-EDR LSMSs and all M-CREATE Responses from all EDR LSMSs.

5. The NPAC SMS automatically retries any LSMS who does not respond within a tunable amount of time. If a non-EDR does not respond, the NPAC will retry with an M-ACTION Request. If an EDR LSMS does not respond, the NPAC will retry with an M-CREATE Request.

	7.
	NPAC
	Upon the first successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:

· numberPoolBlockActivationCompleteTimeStamp

· subscriptionActivationCompleteTimeStamp

· numberPoolBlockModifiedTimeStamp

· subscriptionModifiedTimeStamp
	NPAC
	The NPAC SMS does not receive a response from one of the LSMSs.

	8.
	NPAC
	1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself and updates the following attributes for each Pooled Subscription Version within the 1K Block:

· sets the subscriptionVersionStatus to ‘partial failure’.

· sets the Subscription Version Failed SP List to reflect the Service Provider that did not respond to the NPAC request.

· sets the subscriptionModifiedTimeStamp to the current date and time.

2. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself and updates the following attributes:

· sets the numberPoolBlockStatus to 'partial failure’ 

· sets the Number Pool Block Failed SP List to reflect the Service Provider that did not respond to the NPAC request.

· sets the numberPoolBlockModifiedTimeStamp to the current date and time.
	NPAC
	1. The NPAC SMS issues an M-SET subscriptionVersionNPAC Response to itself.

2. The NPAC SMS issues an M-SET numberPoolBlockNPAC Response to itself



	9.
	NPAC
	The NPAC SMS determines the SOA Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the NPA-NXX-X Holder SOA to set the Number Pool Block status to 'partial failure' and set the Failed SP List to reflect those Service Providers that did not successfully process the request.
	SP
	The NPA-NXX-X Holder SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS. 

	10.
	NPAC
	NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel created during this Test Case.
	NPAC
	1. Verify the Number Pool Block exists with a status of ‘partial failure’ and has a Failed SP List that reflects the Service Provider that failed the NPAC request.

2. Verify the Subscription Versions in the 1K Block with LNP Type set to ‘POOL’ exist with a status of ‘partial failure’ and a Failed SP List that reflects the Service Provider that failed the NPAC request.

	11.
	SP – Optional
	Block Holder Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel created during this Test Case.
	SP
	1. Verify the Number Pool Block exists with a status of ‘partial failure’ and has a Failed SP List that reflects the Service Provider that failed the NPAC request on the SOA.

2. Verify that the Number Pool Block exists for those EDR LSMSs that received the NPAC request. 

3. Verify that the Subscription Versions in the 1K Block with LNP Type set to ‘POOL’ exist for those non-EDR LSMSs that received the NPAC request.

	12.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ that Service Provider Personnel created during this Test Case.
	SP
	1. Verify the Number Pool Block exists with a status of ‘partial failure’ and has a Failed SP List on the NPAC SMS.  The Failed SP List reflects the Service Provider that failed the NPAC request.

2. The Subscription Versions in the 1K Block with LNP Type set to ‘POOL’ exist with a status of ‘partial failure’ and a Failed SP List on the NPAC SMS.  The Failed SP List reflects the Service Provider that failed the NPAC request.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	4.1.13
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA – Service Provider Personnel create a Number Pool Block (to at least 4 LSMSs - 2 non-EDR and 2 EDR) that results in a Partial Failure (1 non-EDR system fails one TN and 1 EDR system fails) – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-132, RR3-134, RR3-135, RR3-136, RR3-137.1, RR3-137.2, Table RR3-137.2 (Row 9), RR3-138.1, Table RR3-138.2 (Row 9), RR3-153, RR5-88, RR5-100, RR5-101, RR5-95

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	2.1 Number Pool Block Create by SOA

2.5.1 Number Pool Block Create Partial-Failure Broadcast to all Local SMSs

2.5.2 Number Pool Block Create Broadcast Partially Failed NPAC SMS Updates

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that at least four LSMSs (2 non-EDR and 2 EDR) are configured to be associated with the NPAC SMS and receive downloads for this NPA-NXX.  One of the non-EDR systems shall be made to fail one of the Subscription Versions in the 1K Block. One EDR system shall be made to fail the Number Pool Block Create request.  This will achieve a ‘partial-failure’ download.

2. Verify that the respective NPA-NXX-X exists for which Service Provider Personnel will attempt to create the respective Number Pool Block during this Test Case.

3. Verify that the current date is equal to or greater than the NPA-NXX-X Effective Date.

4. Verify that no ‘pending-like, nor active-like’ Subscription Versions exist for the 1K Block so that a non-contaminated Number Pool Block may be created.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Service Provider Personnel submit an M-ACTION numberPoolBlock – Create request to the NPAC SMS to create a Number Pool Block.  The request must include the following attributes:

· numberPoolBlockNPA-NXX-X

· numberPoolBlockSPID

· numberPoolBlockLRN

· numberPoolBlockCLASS-DPC

· numberPoolBlockCLASS-SSN

· numberPoolBlockCNAM-DPC

· numberPoolBlockCNAM-SSN

· numberPoolBlockISVM-DPC

· numberPoolBlockISVM-SSN

· numberPoolBlockLIDB-DPC

· numberPoolBlockLIDB-SSN

· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA

· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA
	NPAC
	1. The NPAC SMS receives the M-ACTION numberPoolBlock – Create request.

2. The NPAC SMS verifies the following information:

· The requesting SOA is the NPA-NXX-X Holder SOA.

· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).

· All attributes specified are valid

· A numberPoolBlockNPAC object does not already exist for the NPA-NXX-X (a duplicate Number Pool Block does not already exist) or if one exists it has a status of ‘old’ with an empty Failed SP List.

· The current date is greater than or equal to the NPA-NXX-X-EffectiveTimeStamp.

· There are not any ‘pending-like, no-active’ Subscription Version objects within the given TN range.

	2.
	NPAC
	1. The NPAC SMS issues an M-CREATE Request numberPoolBlockNPAC to itself.

2. The NPAC SMS sets the numberPoolBlockSOA-Origination Indicator to TRUE.

3. The NPAC SMS sets the numberPoolBlockStatus to ‘sending’.

4. The NPAC SMS sets the following timestamps to the current date and time:

· numberPoolBlockCreationTimeStamp

· numberPoolBlockActivationTimeStamp

· numberPoolBlockBroadcastTimeStamp

· numberPoolBlockModifiedTimeStamp
	NPAC
	The NPAC SMS issues an M-CREATE Response numberPoolBlockNPAC to itself.

	3.
	NPAC
	1. The NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself.

2. The NPAC SMS sets the LNP Type to ‘POOL’ for the Subscription Versions it creates within the 1K Block.

3. The NPAC SMS sets the Subscription Versions status to ‘sending’. 

4. The NPAC SMS sets the following timestamps to the current date and time for the Subscription Versions:

· subscriptionModifiedTimeStamp

· subscriptionActivationTimeStamp

· subscriptionBroadcastTimeStamp

· subscriptionCreationTimeStamp
	NPAC
	The NPAC SMS issues an M-CREATE Response subscriptionVersionNPAC to itself.

	4.
	NPAC
	The NPAC SMS issues an M-ACTION Response numberPoolBlock – Create to the respective NPA-NXX-X Holder SOA that initiated the Number Pool Block Create request.
	SP
	The NPA-NXX-X Holder SOA receives the M-ACTION Response from the NPAC SMS.

	5.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation for the numberPoolBlockNPAC to the NPA-NXX-X Holder SOA.

The following attributes are sent in the objectCreation notification:

· numberPoolBlockId

· numberPoolBlockSOA-Origination

· numberPoolBlockCreationTimeStamp

· numberPoolBlockStatus

· numberPoolBlockNPA-NXX-X

· numberPoolBlockSPID

· numberPoolBlockLRN

· numberPoolBlockCLASS-DPC

· numberPoolBlockCLASS-SSN

· numberPoolBlockCNAM-DPC

· numberPoolBlockCNAM-SSN

· numberPoolBlockISVM-DPC

· numberPoolBlockISVM-SSN

· numberPoolBlockLIDB-DPC

· numberPoolBlockLIDB-SSN

· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA

· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA
	SP
	The NPA-NXX-X Holder SOA receives the M-EVENT-REPORT objectCreation and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	6.
	NPAC 
	1. The NPAC SMS issues an M-ACTION Request subscriptionVersionLocalSMS-Create to the non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.

2. At the same time as step 6.1, the NPAC SMS issues an M-CREATE Request numberPoolBlock to the EDR LSMSs in the region that are accepting downloads for this NPA-NXX.
	NPAC
	1. The non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-ACTION Request, verify that the action is valid and return an M-ACTION Response subscriptionVersionLocalSMS-Create.

2. The EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-CREATE Request, and return an M-CREATE Response numberPoolBlock.

3. The non-EDR LSMSs proceed to execute all the creates specified by the M-ACTION Request and issue an M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults specifying the Subscription Versions were successfully created.

4. The NPAC SMS waits for all M-ACTION Responses from non-EDR LSMSs and all M-CREATE Responses from all EDR LSMSs.

5. The NPAC SMS automatically retries any LSMS who does not respond within a tunable amount of time.  If a non-EDR LSMS does not respond, the NPAC will retry with an M-ACTION Request.  If an EDR LSMS does not respond, the NPAC will retry with an M-CREATE Request.

	7.
	NPAC
	Upon the first successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:

· numberPoolBlockActivationCompleteTimeStamp

· subscriptionActivationCompleteTimeStamp

· numberPoolBlockModifiedTimeStamp

· subscriptionModifiedTimeStamp
	NPAC
	The NPAC SMS does not receive a response from one non-EDR LSMS and one EDR LSMS..

	8.
	NPAC
	1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself and updates the following attributes for each Pooled Subscription Version within the 1K Block:

· Sets the subscriptionVersionStatus to ‘partial failure’.

· Sets the subscriptionFailedSP-List to reflect the EDR LSMS that failed the Number Pool Block Create Request. 

· On Subscription Version ‘A’, sets the subscriptionFailedSP-List to reflect the non-EDR LSMS that failed this TN.

· Sets the subscriptionModifiedTimeStamp is set to the current date and time.

2. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself and updates the following attributes:

· Sets the numberPoolBlockStatus to ‘partial failure’.

· Sets the numberPoolBlockFailedSP-List to reflect the EDR LSMS that failed the Number Pool Block Create Request, and the non-EDR LSMS that failed Subscription Version ‘A’.

· Sets the numberPoolBlockModifiedTimeStamp to the current date and time.
	NPAC
	1. The NPAC SMS issues an M-SET subscriptionVersionNPAC Response to itself.

2. The NPAC SMS issues an M-SET numberPoolBlockNPAC Response to itself.

	9.
	NPAC
	The NPAC SMS determines the SOA Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the NPA-NXX-X Holder SOA to set the numberPoolBlockStatus to ‘partial failure’, and set the numberPoolBlockFailedSP-List to reflect the EDR LSMS and the non-EDR LSMS that did not successfully process the request.
	SP
	The  NPA-NXX-X Holder SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	10.
	NPAC
	NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.
	NPAC
	1. Verify the Number Pool Block exists with a status of ‘partial failure’ and a Failed SP List. The Failed SP List contains the names of the non-EDR system that failed Subscription Version ‘A’ and the EDR system that failed the Number Pool Block create.

2. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ exist with a status of ‘partial failure’ and a Failed SP List. The Failed SP List for all Subscription Versions contain the name of the failed EDR system and for Subscription Version ‘A’ the name of the non-EDR system.

	11.
	SP - Optional
	Block Holder Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.
	SP
	Verify the Number Pool Block exists with a status of ‘partial failure’ and a Failed SP List on the SOA. The Failed SP List contains the names of the non-EDR system that failed Subscription Version ‘A’ and the EDR system that failed the Number Pool Block create.



	15.
	SP – Conditional
	Block Holder Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.
	SP
	1. Verify the Number Pool Block exists with a status of ‘partial failure’ and a Failed SP List on the NPAC SMS. The Failed SP List contains the names of the non-EDR system that failed Subscription Version ‘A’ and the EDR system that failed the Number Pool Block create.

2. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ exist with a status of ‘partial failure’ and a Failed SP List on the NPAC SMS. The Failed SP List for all Subscription Versions contain the name of the failed EDR system and for Subscription Version ‘A’ the name of the non-EDR system.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	4.1.14
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA – Service Provider Personnel create a Number Pool Block (to at least 4 LSMSs - 2 non-EDR and 2 EDR) that results in a Partial Failure (1 non-EDR system fails one TN and 2 EDR systems fails) – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-132, Table RR3-137.2 (Row 12), RR3-138.1, Table RR3-138.2 (Row 12), RR3-153, RR5-100, RR5-101, RR5-95

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	2.1 Number Pool Block Create by SOA

2.5.1 Number Pool Block Create Partial-Failure Broadcast to all Local SMSs

2.5.2 Number Pool Block Create Broadcast Partially Failed NPAC SMS Updates

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that at least four LSMSs (2 non-EDR and 2 EDR) are configured to be associated with the NPAC SMS and receive downloads for this NPA-NXX. One of the non-EDR system shall be made to fail one TN within the 1K Block. Two EDR systems shall be made to fail the Number Pool Block Create request.  This will achieve a ‘partial failure’ download.

2. Verify that the respective NPA-NXX-X exists for which Service Provider Personnel will attempt to create the respective Number Pool Block during this Test Case.

3. Verify that the current date is equal to or greater than the NPA-NXX-X Effective Date.

4. Verify that no ‘pending-like, nor active-like’ Subscription Versions exist for the 1K Block so that a non-contaminated Number Pool Block may be created

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	Using the SOA, Service Provider Personnel submit an M-ACTION numberPoolBlock – Create request to the NPAC SMS to create a Number Pool Block. The request must include the following attributes:

· numberPoolBlockNPA-NXX-X

· numberPoolBlockSPID

· numberPoolBlockLRN

· numberPoolBlockCLASS-DPC

· numberPoolBlockCLASS-SSN

· numberPoolBlockCNAM-DPC

· numberPoolBlockCNAM-SSN

· numberPoolBlockISVM-DPC

· numberPoolBlockISVM-SSN

· numberPoolBlockLIDB-DPC

· numberPoolBlockLIDB-SSN

· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA

· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA
	NPAC
	1. The NPAC SMS receives the M-ACTION numberPoolBlock – Create request.

2. The NPAC SMS verifies the following information:

· The requesting SOA is the NPA-NXX-X Holder SOA.

· The serviceProvNPA-NXX-X object exists for the NPA-NXX-X (respective NPA-NXX-X information).

· All attributes specified are valid

· A numberPoolBlockNPAC object does not already exist for the NPA-NXX-X (a duplicate Number Pool Block does not already exist) or if one exists it has a status of ‘old’ with an empty Failed SP List.

· The current date is greater than or equal to the NPA-NXX-X-EffectiveTimeStamp.

· There are not any ‘pending-like, no-active’ Subscription Version objects within the given TN range.

	2.
	NPAC
	1. The NPAC SMS issues an M-CREATE Request numberPoolBlockNPAC to itself.

2. The NPAC SMS sets the numberPoolBlockSOA-Origination Indicator to TRUE.

3. The NPAC SMS sets the numberPoolBlockStatus to ‘sending’.

4. The NPAC SMS sets the following timestamps to the current date and time:

· numberPoolBlockCreationTimeStamp

· numberPoolBlockActivationTimeStamp

· numberPoolBlockBroadcastTimeStamp

· numberPoolBlockModifiedTimeStamp
	NPAC
	The NPAC SMS issues an M-CREATE Response numberPoolBlockNPAC to itself.

	3.
	NPAC
	1. The NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself.

2. The NPAC SMS sets the LNP Type to ‘POOL’ for the Subscription Versions it creates within the 1K Block.

3. The NPAC SMS sets the Subscription Versions status to ‘sending’. 

4. The NPAC SMS sets the following timestamps to the current date and time for the Subscription Versions:

· subscriptionModifiedTimeStamp

· subscriptionActivationTimeStamp

· subscriptionBroadcastTimeStamp

· subscriptionCreationTimeStamp
	NPAC
	The NPAC SMS issues an M-CREATE Response subscriptionVersionNPAC to itself.

	4.
	NPAC
	The NPAC SMS issues an M-ACTION Response numberPoolBlock – Create to the respective NPA-NXX-X Holder SOA that initiated the Number Pool Block Create request.
	SP
	The NPA-NXX-X Holder SOA receives the M-ACTION Response from the NPAC SMS.

	5.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation for the numberPoolBlockNPAC to the NPA-NXX-X Holder SOA.

The following attributes are sent in the objectCreation notification:

· numberPoolBlockId

· numberPoolBlockSOA-Origination

· numberPoolBlockCreationTimeStamp

· numberPoolBlockStatus

· numberPoolBlockNPA-NXX-X

· numberPoolBlockSPID

· numberPoolBlockLRN

· numberPoolBlockCLASS-DPC

· numberPoolBlockCLASS-SSN

· numberPoolBlockCNAM-DPC

· numberPoolBlockCNAM-SSN

· numberPoolBlockISVM-DPC

· numberPoolBlockISVM-SSN

· numberPoolBlockLIDB-DPC

· numberPoolBlockLIDB-SSN

· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA

· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA
	SP
	The NPA-NXX-X Holder SOA receives the M-EVENT-REPORT objectCreation and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	6.
	NPAC 
	1. The NPAC SMS issues an M-ACTION Request subscriptionVersionLocalSMS-Create to the non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.

2. At the same time as step 6.1, the NPAC SMS issues an M-CREATE Request numberPoolBlock to the EDR LSMSs in the region that are accepting downloads for this NPA-NXX.
	NPAC
	1. The non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-ACTION Request, verify that the action is valid and return an M-ACTION Response subscriptionVersionLocalSMS-Create.

2. The EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-CREATE Request, and return an M-CREATE Response numberPoolBlock.

3. The non-EDR LSMSs proceed to execute all the creates specified by the M-ACTION Request and issue an M-EVENT-REPORT subscriptionVersionLocalSMS-CreateResults specifying the Subscription Versions were successfully created.

4. The NPAC SMS waits for all M-ACTION Responses from non-EDR LSMSs and all M-CREATE Responses from all EDR LSMSs.

5. The NPAC SMS automatically retries any LSMS who does not respond within a tunable amount of time.  If a non-EDR LSMS does not respond, the NPAC will retry with an M-ACTION Request.  If an EDR LSMS does not respond, the NPAC will retry with an M-CREATE Request.

	7.
	NPAC
	Upon the first successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:

· numberPoolBlockActivationCompleteTimeStamp

· subscriptionActivationCompleteTimeStamp

· numberPoolBlockModifiedTimeStamp

· subscriptionModifiedTimeStamp
	NPAC
	The NPAC SMS does not receive a response from one non-EDR LSMS and two EDR LSMSs.

	8.
	NPAC
	1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself and updates the following attributes for each Pooled Subscription Version within the 1K Block:

· Sets the subscriptionVersionStatus to ‘partial failure’.

· Sets the subscriptionFailedSP-List to reflect the two EDR LSMSs that failed the Number Pool Block Create Request. 

· On Subscription Version ‘A’, sets the subscriptionFailedSP-List to reflect the non-EDR LSMS that failed this TN.

· Sets the subscriptionModifiedTimeStamp is set to the current date and time.

2. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself and updates the following attributes:

· Sets the numberPoolBlockStatus to ‘partial failure’.

· Sets the numberPoolBlockFailedSP-List to reflect the two EDR LSMSs that failed the Number Pool Block Create Request, and the non-EDR LSMS that failed Subscription Version ‘A’.

· Sets the numberPoolBlockModifiedTimeStamp to the current date and time.
	NPAC
	1. The NPAC SMS issues an M-SET subscriptionVersionNPAC Response to itself.

2. The NPAC SMS issues an M-SET numberPoolBlockNPAC Response to itself.

	9.
	NPAC
	The NPAC SMS determines the SOA Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the NPA-NXX-X Holder SOA to set the numberPoolBlockStatus to ‘partial failure’, and set the numberPoolBlockFailedSP-List to reflect the two EDR LSMSs and the non-EDR LSMS that did not successfully process the request.
	SP
	The  NPA-NXX-X Holder SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	10.
	NPAC
	NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.
	NPAC
	1. Verify the Number Pool Block exists with a status of ‘partial failure’ and a Failed SP List. The Failed SP List contains the names of the non-EDR system that failed Subscription Version ‘A’ and the two EDR systems that failed the Number Pool Block create.

2. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ exist with a status of ‘partial failure’ and a Failed SP List. The Failed SP List for all Subscription Versions contain the name of the two failed EDR systems and for Subscription Version ‘A’ the name of the non-EDR system.

	11.
	SP - Optional
	Block Holder Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.
	SP
	Verify the Number Pool Block exists with a status of ‘partial failure’ and a Failed SP List on the SOA. The Failed SP List contains the names of the non-EDR system that failed Subscription Version ‘A’ and the two EDR systems that failed the Number Pool Block create.



	15.
	SP – Conditional
	Block Holder Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.
	SP
	1. Verify the Number Pool Block exists with a status of ‘partial failure’ and a Failed SP List on the NPAC SMS. The Failed SP List contains the names of the non-EDR system that failed Subscription Version ‘A’ and the two EDR systems that failed the Number Pool Block create.

2. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ exist with a status of ‘partial failure’ and a Failed SP List on the NPAC SMS. The Failed SP List for all Subscription Versions contain the name of the two failed EDR systems and for Subscription Version ‘A’ the name of the non-EDR system.


6.5 Modify Number Pool Block Test Cases:

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	4.2.1
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA- Service Provider Personnel modify an active Number Pool Block with the SOA Origination Indicator set to FALSE (and contains Subscription Versions with LNP Types of ‘POOL’, ‘LISP’ and ‘LSPP’) for at least 4 LSMSs (2 non-EDR and 2 EDR). - Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-119, RR3-120, RR3-121, RR3-122, RR3-128, RR3-133, RR3-157, RR3-159, RR3-160, RR3-162, RR3-163, RR3-164, RR3-165, RR3-167, RR3-168, RR5-85, RR5-86, RR5-87, RR5-103, RR5-104, RR5-105

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	2.11 Number Pool Block Modify by Block Holder SOA

2.12.1 Number Pool Block modify Successful Broadcast to Local SMS

2.12.2 Number Pool Block Modify Successful Broadcast NPAC SMS Updates

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify the Number Pool Block to be modified exists on the NPAC SMS with a status of ‘active’ and an empty Failed SP List. 

2. Verify that at least two Service Providers are connected to the NPAC SMS and configured to receive data downloads for this NPA-NXX (one EDR and one non-EDR LSMS).

3. Verify that the Number Pool Block SOA-Origination Indicator is set to FALSE.

4. Verify that LISP and LSPP Subscription Versions exist for some TNs in the 1K Block.

	
	Prerequisite SP Setup:
	All Service Providers verify either the Number Pool Block or 1K Block of Subscription Versions with LNP Type set to ‘POOL’ to be modified exists locally.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC 
	Using the SOA, Service Provider Personnel submit an M-SET Request  numberPoolBlock to modify the LRN for a Number Pool Block. 

The following attributes may be modified:

· numberPoolBlockLRN

· numberPoolBlockCLASS-DPC

· numberPoolBlockCLASS-SSN

· numberPoolBlockCNAM-DPC

· numberPoolBlockCNAM-SSN

· numberPoolBlockLIDB-DPC

· numberPoolBlockLIDB-SSN

· numberPoolBlockISVM-DPC

· numberPoolBlockISVM-SSN

· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA

· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA
	NPAC
	1. The NPAC SMS receives the M-SET Request numberPoolBlock.

2. The NPAC SMS performs the following actions:

· Updates the modified attributes in the Number Pool Block object.

· Sets the numberPoolBlockStatus to 'sending'.

· Updates the numberPoolBlockBroadcastTimeStamp and numberPoolBlockModifiedTimeStamp to the current date and time.



	2.
	NPAC
	The NPAC SMS issues an M-SET Response numberPoolBlock to the Service Provider SOA.
	SP
	The Service Provider SOA receives the M-SET Response numberPoolBlock.

	3.
	NPAC
	The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself to modify the attribute data on the corresponding subscriptionVersionNPAC object(s).


	SP
	1. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.

2. The NPAC SMS performs the following actions:

· Updates the modified attributes in the Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.

· Sets the subscriptionVersionStatus to ‘sending’.

· Updates the subscriptionVersionBroadcastTimeStamp and the subscriptionVersionModifiedTimeStamp to the current date and time.

	4.
	NPAC
	1. The NPAC SMS issues an M-SET Request subscriptionVersion to update the attributes on all Subscription Versions in the 1K Block with LNP Type set to ‘POOL’ to the non-EDR LSMSs that are accepting downloads for this NPA-NXX.

2. At the same time as step 4.1, the NPAC SMS issues an M-SET Request numberPoolBlock to update the attributes on the Number Pool Block object to the EDR LSMSs that are accepting downloads for this NPA-NXX.
	SP
	1. All non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-SET Request, verify that the action is valid and return an M-SET Response subscriptionVersion back to the NPAC SMS.

2. All EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-SET Request, verify that the action is valid and return an M-SET Response numberPoolBlock back to the NPAC SMS.



	5.
	NPAC
	Once the first successful response is received from any LSMS, the following occurs:

1. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself to set the Subscription Version Status to 'active', update the Failed SP List to empty, and update the subscriptionModifiedTimeStamp to the current date and time.

2. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself to set the Number Pool Block status to 'active', update the Failed SP List to empty and update the numberPoolBlockModifiedTimeStamp to the current date and time.
	NPAC
	1. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC. 

2. The NPAC SMS issues an M-SET Response numberPoolBlockNPAC.

	6.
	NPAC
	The NPAC SMS determines the numberPoolBlockSOA-Origination indicator is set to FALSE, and further processing is terminated here.
	
	

	7.
	NPAC
	NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ as well as ‘LISP’ and ‘LSPP’.
	NPAC
	1. Verify the Number Pool Block was successfully modified and the status is set to ‘active’ with an empty Failed SP List.

2. Verify the Subscription Versions with LNP Type set to ‘POOL’ in the 1K Block were successfully modified and their status is set to ‘active’ with an empty Failed SP List.

3. Verify the Subscription Versions within the 1K Block with LNP Type set to ‘LISP’ and ‘LSPP’ have not been modified on any LSMS.

4. Verify the NPAC SMS generated a Number Pool Block with a unique ID, all attributes prior to modification, and the status is set to ‘old’ with an empty Failed SP List.

	8.
	NPAC
	NPAC Personnel verify that the ‘old’ Number Pool Block that was created as a result of the modification, did not get broadcast.
	NPAC
	Verify the NPAC SMS did not broadcast the ‘old’ Number Pool Block.

	9.
	SP – Optional
	Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ as well as ‘LISP’ and ‘LSPP’.
	SP
	1. Verify the Service Providers that were receiving downloads for the NPA-NXX and have an EDR LSMS received the modification for Number Pool Block and that it was modified appropriately.

2. Verify the Service Providers that were receiving downloads for the NPA-NXX and have a non-EDR LSMS received the modifications for the Subscription Versions with LNP Type set to ‘POOL’ in the 1K Block, and that the Subscription Versions were modified appropriately.

3. Verify the Service Providers that were not receiving downloads for the NPA-NXX (whether EDR or non-EDR LSMSs) did not receive the modifications and the Number Pool Block as well as the 1K Block of Subscription Version with LNP Type set to ‘POOL’, remain unchanged.

4. Verify the Subscription Versions within the 1K Block with LNP Type set to ‘LISP’ and ‘LSPP’ have not been modified on any LSMS. 

	10.
	SP - Conditional
	Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and 1K Block of Subscription Versions with LNP Type set to ‘POOL’ as well as ‘LISP’ and ‘LSPP’.
	SP
	1. Verify the Number Pool Block was successfully modified and the status is set to ‘active’ with an empty Failed SP List on the NPAC SMS.

2. Verify the Subscription Versions of LNP Type set to ‘POOL’ in the 1K Block were successfully modified and their status is set to ‘active’ with an empty Failed SP List on the NPAC SMS.

3. Verify the Subscription Versions within the 1K Block with LNP Type set to ‘LISP’ and ‘LSPP’ have not been modified on the NPAC SMS

4. Verify the Number Pool Block exists on the NPAC SMS with a unique ID, all attributes prior to modification, and the status is set to ‘old’ with an empty Failed SP List.

	11.
	SP – Conditional
	Service Provider Personnel verify that the ‘old’ Number Pool Block that was created as a result of the modification, did not get broadcast.
	SP
	Verify the ‘old’ Number Pool Block did not get broadcast.

	12.
	NPAC
	NPAC Personnel perform a full audit for the Number Pool Block and respective POOLed Subscription Versions modified during this test case.
	NPAC
	Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	4.2.2
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA – Service Provider Personnel modify the LRN for an active Number Pool Block and broadcast to at least 4 LSMSs (2 EDR and 2 non-EDR systems) resulting in Full Failure – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-137.3, Table RR3-137.3 (Row 15), RR3-138.2, Table RR3-138.2 (Row 15), RR3-128, RR3-141.3, RR3-157, RR3-159, RR3-160, RR3-162, RR3-163, RR3-164, RR3-165, RR3-166, RR5-85, RR5-87, RR5-103, RR5-104, RR5-105, RR5-106

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	2.11 Number Pool Block Modify by Block Holder SOA

2.13 Number Pool Block Modify Broadcast to Local SMS Failure

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify the Number Pool Block to be modified exists on the NPAC SMS with a status of ‘active’, an empty Failed SP List and the SOA Origination Indicator set to TRUE. 

2. Verify that at least 4 LSMSs (2 EDR and 2 non-EDR) are configured such that they will be sent downloads for this NPA-NXX. Keep all 4 LSMSs disconnected from the NPAC SMS to create a full failure scenario.

3. Verify the LRN that is to be used exists on the NPAC SMS and is owned by the Number Pool Block Holder.

	
	Prerequisite SP Setup:
	All Service Providers verify that the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ to be modified exist locally.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC 
	Using the SOA, Service Provider Personnel submit an M-SET Request numberPoolBlock to the NPAC SMS to modify a Number Pool Block. 

The following attributes may be modified:

· numberPoolBlockLRN

· numberPoolBlockCLASS-DPC

· numberPoolBlockCLASS-SSN

· numberPoolBlockCNAM-DPC

· numberPoolBlockCNAM-SSN

· numberPoolBlockLIDB-DPC

· numberPoolBlockLIDB-SSN

· numberPoolBlockISVM-DPC

· numberPoolBlockISVM-SSN

· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA

· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA
	NPAC
	1. The NPAC SMS receives the M-SET Request numberPoolBlock

2. The NPAC SMS performs the following actions:

· Updates the LRN in the Number Pool Block object.

· Sets the numberPoolBlockStatus to 'sending'.

· Updates the numberPoolBlockBroadcastTimeStamp and numberPoolBlockModifiedTimeStamp to the current date and time.

	2.
	NPAC
	The NPAC SMS issues an M-SET Response numberPoolBlock to the Service Provider SOA
	NPAC
	The Service Provider SOA receives the M-SET Response numberPoolBlock.

	3.
	NPAC
	The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself.
	NPAC
	1. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.

2. The NPAC SMS performs the following actions:

· Updates the LRN in the Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.

· Sets the subscriptionVersionStatus to ‘sending’.

· Updates the subscriptionVersionBroadcastTimeStamp and the subscriptionVersionModifiedTimeStamp to the current date and time.

	4.
	NPAC
	1. The NPAC SMS issues an M-SET Request subscriptionVersion to update the attributes on the Subscription Version objects on all Subscription Versions of LNP Type set to ‘POOL’ to the non-EDR LSMSs that are accepting downloads for this NPA-NXX.

2. At the same time as step 4.1, the NPAC SMS issues an M-SET Request numberPoolBlock to update the attributes on the Number Pool Block object to the EDR LSMSs that are accepting downloads for this NPA-NXX.
	SP
	1. The NPAC SMS waits for a response from all LSMSs that are accepting downloads for this NPA-NXX.

2. The NPAC SMS retries any LSMS that does not respond within a tunable amount of time.

3. None of the LSMSs that are accepting downloads for this NPA-NXX respond to the M-SET Request. 

	5.
	NPAC
	After all retries have been exhausted, the NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself and performs the following actions: 

· updates the subscriptionVersionStatus to 'active' and the Failed SP List to empty for Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.

· updates the Failed SP List to include all 4 of the Service Providers in the region that are accepting downloads for that NPA-NXX (2 EDR and 2 non-EDR systems) and did not respond to the NPAC SMS request.

· updates the subscriptionModifiedTimeStamp to the current date and time
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	6.
	NPAC 
	The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself and performs the following actions: 

· updates the numberPoolBlockStatus to 'active'.

· updates the numberPoolBlockFailedSP-List to include all 4 of the Service Providers in the region that are accepting downloads for that NPA-NXX (2 EDR and 2 non-EDR systems) and did not respond to the NPAC SMS request.

· updates the numberPoolBlockModifiedTimeStamp to the current date and time
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	7.
	NPAC
	The NPAC SMS determines the numberPoolBlockSOA-Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange with the numberPoolBlockStatus set to ‘active’ and the numberPoolBlockFailedSP List reflecting the 4 Service Providers that failed to process the NPAC SMS request to the NPA-NXX-X Holder SOA.
	SP
	The NPA-NXX-X Holder SOA issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	8.
	NPAC
	NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.
	NPAC
	1. Verify the Number Pool Block was successfully modified.

2. Verify the Number Pool Block has a status of ‘active’ with a Failed SP List. The Failed SP List contains the names of the 4 Service Providers that failed to receive the downloads.

3. Verify the Subscription Versions of LNP Type set to ‘POOL’ in the 1K Block were successfully modified.

4. Verify the Subscription Versions of LNP Type set to ‘POOL’ in the 1K Block have a status of ‘active’ with a Failed SP List. The Failed SP List contains the names of the 4 Service Providers that failed to receive the downloads. 

	9.
	SP – Optional
	Service Provider Personnel perform a local query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’
	SP
	1. Verify the Number Pool Block was not modified.

2. Verify the Subscription Versions of LNP Type set to ‘POOL’ in the 1K Block were not modified.

	10.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and the 1K Block of Subscription Versions with LNP Type set to ‘POOL’
	SP
	1. Verify the Number Pool Block was successfully modified on the NPAC SMS.

2. Verify the Number Pool Block has a status of ‘active’ with a Failed SP List on the NPAC SMS. The Failed SP List contains the names of the 4 Service Providers that failed to receive the downloads.

3. Verify the Subscription Versions of LNP Type set to ‘POOL’ in the 1K Block were successfully modified on the NPAC SMS.

4. Verify the Subscription Versions of LNP Type set to ‘POOL’ in the 1K Block have a status of ‘active’ with a Failed SP List on the NPAC SMS. The Failed SP List contains the names of the 4 Service Providers that failed to receive the downloads.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	4.2.3
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA - Service Provider Personnel modify the routing data for an active Number Pool Block and broadcast to at least 4 LSMSs (2 EDR and 2 non-EDR systems). resulting in Partial Failure - Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-137.3, Table RR3-137.3 (Row 9), RR3-138.2, Table RR3-138.2 (Row 9), RR3-128, RR3-157, RR3-159, RR3-160, RR3-162, RR3-163, RR3-164, RR3-165, RR3-166, RR5-85, RR5-87, RR5-103, RR5-104, RR5-105, RR5-106

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	2.11 Number Pool Block Modify by Block Holder SOA

2.14.1 Number Pool Block Modify Partial Failure Broadcast to Local SMSs

2.14.2 Number Pool Block Modify Partial Failure Broadcast NPAC SMS Updates

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify the Number Pool Block to be modified exists on the NPAC SMS with a status of ‘active’, an empty Failed SP List and the SOA Origination Indicator is set to TRUE. 

2. Verify that at least 4 LSMSs (2 EDR and 2 non-EDR) are configured such that they will be sent downloads for this NPA-NXX. 

3. Verify that only one LSMS (non-EDR) system that is accepting downloads for the NPA-NXX is associated with the NPAC SMS.

	
	Prerequisite SP Setup:
	All Service Providers verify the Number Pool Block and 1K Block of Pooled Subscription Versions with LNP Type set to ‘POOL’ to be modified exist locally.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC 
	Using the SOA, Service Provider Personnel submit an M-SET Request numberPoolBlock to the NPAC SMS to modify a Number Pool Block. 

The following attributes may be modified:

· numberPoolBlockLRN

· numberPoolBlockCLASS-DPC

· numberPoolBlockCLASS-SSN

· numberPoolBlockCNAM-DPC

· numberPoolBlockCNAM-SSN

· numberPoolBlockLIDB-DPC

· numberPoolBlockLIDB-SSN

· numberPoolBlockISVM-DPC

· numberPoolBlockISVM-SSN

· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA

· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA
	NPAC
	1. The NPAC SMS receives the M-SET Request numberPoolBlock

2. The NPAC SMS performs the following actions:

· Updates the LRN in the Number Pool Block object.

· Sets the numberPoolBlockStatus to 'sending'.

· Updates the numberPoolBlockBroadcastTimeStamp and numberPoolBlockModifiedTimeStamp to the current date and time.

	2.
	NPAC
	The NPAC SMS issues an M-SET Response numberPoolBlock to the Service Provider SOA
	NPAC
	The Service Provider SOA receives the M-SET Response numberPoolBlock.

	3.
	NPAC
	The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself.
	SP
	1. The NPAC SMS performs the following actions:

· Updates the LRN in the Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.

· Sets the subscriptionVersionStatus to ‘sending’.

· Updates the subscriptionVersionBroadcastTimeStamp and the subscriptionVersionModifiedTimeStamp to the current date and time.

2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.

	4.
	NPAC
	1. The NPAC SMS issues an M-SET Request subscriptionVersion to update the attributes on the Subscription Version objects on all Subscription Versions of LNP Type set to ‘POOL’ to the non-EDR LSMSs that are accepting downloads for this NPA-NXX.

2. At the same time as step 4.1, the NPAC SMS issues an M-SET Request numberPoolBlock to update the attributes on the Number Pool Block object to the EDR LSMSs that are accepting downloads for this NPA-NXX.
	SP
	1. The NPAC SMS waits for a response from all LSMSs that are accepting downloads for this NPA-NXX.

2. One non-EDR LSMS that is accepting downloads for this NPA-NXX issues an M-SET Response indicating it successfully received the modify request.

3. The NPAC SMS retries any LSMS that does not respond within a tunable amount of time.

	5.
	NPAC
	After all retries have been exhausted, the NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself and performs the following actions: 

· updates the subscriptionVersionStatus to 'active' for Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.

· updates the Failed SP List to include the Service Providers in the region that are accepting downloads for that NPA-NXX (2 EDR and 1 non-EDR systems) and did not successfully respond to the NPAC SMS request.

· updates the subscriptionModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	6.
	NPAC
	The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself and performs the following actions: 

· updates the numberPoolBlockStatus to 'active'.

· updates the numberPoolBlockFailedSP-List to include the Service Providers in the region that are accepting downloads for that NPA-NXX (2 EDR and 1 non-EDR systems) and did not successfully respond to the NPAC SMS request.

· updates the numberPoolBlockModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	7.
	NPAC
	The NPAC SMS determines the numberPoolBlockSOA-Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange with the numberPoolBlockStatus set to ‘active’ and the numberPoolBlockFailedSP List reflecting the 3 Service Providers that failed to process the NPAC SMS request – to the NPA-NXX-X Holder SOA.
	SP
	The NPA-NXX-X Holder SOA issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	8.
	NPAC
	NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with a LNP Type set to ‘POOL’.
	NPAC
	1. Verify the Number Pool Block was successfully modified.

2. Verify the Number Pool Block has a status of ‘active’ with a Failed SP List. The Failed SP List contains the name of the EDR and non-EDR systems that failed.

3. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ were successfully modified. 

4. Verify all Subscription Versions in the 1K Block have a status of ‘active’ and the Failed SP List contains the name of the EDR and non-EDR systems that failed.

	9.
	SP – Optional
	Service Provider Personnel perform a local query for the Number Pool Block or the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.
	SP
	1. Verify the EDR LSMS does not reflect the modifications to the Number Pool Block.

2. Verify that one non-EDR LSMS does reflect the modifications to the 1K Block of Subscription Versions with LNP Type set to ‘POOL’, while the other non-EDR LSMS does not reflect these modifications.

	10.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for the Number Pool Block or the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.
	SP
	1. Verify the Number Pool Block was successfully modified on the NPAC SMS.

2. Verify the Number Pool Block has a status of ‘active’ with a Failed SP List on the NPAC SMS. The Failed SP List contains the name of the EDR and non-EDR systems that failed.

3. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ were successfully modified on the NPAC SMS. 

4. Verify all Subscription Versions in the 1K Block have a status of ‘active’ and a Failed SP List on the NPAC SMS.  The Failed SP List contains the name of the EDR and non-EDR systems that failed.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	4.2.4
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	O

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	NPAC OP GUI - NPAC Personnel re-send a failed Number Pool Block Modify Request for both EDR and non-EDR LSMSs – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-140, RR3-142.2, RR3-185, RR3-192, RR3-193, RR3-194, RR3-195, RR3-196, RR3-197, RR5-85, RR5-86, RR5-75, RR5-77, RR5-78, RR5-79

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	2.15 Number Pool Block Modify Resend Broadcast

2.16 Number Pool Block Modify Successful Resend updates

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	4.2.2 SOA – Service Provider Personnel modify the LRN for an active Number Pool Block and broadcast to at least 4 LSMSs (2 EDR and 2 non-EDR systems) resulting in Full Failure – Success

	
	Prerequisite NPAC Setup:
	1. Verify that all LSMSs that are listed in the Failed SP List (at least 1 EDR and 1 non-EDR system) for the Number Pool Block that NPAC Personnel will resend during this Test Case are connected to the NPAC SMS and configured to receive downloads for the NPA-NXX.

2. Verify the Number Pool Block and 1K Block of Subscription Versions with LNP Type set to ‘POOL’ exist with a status of ‘active’ and an empty Failed SP List.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	1. Using the NPAC OP GUI, NPAC Personnel submit a request to resend a failed Number Pool Block Modify Request to each Service Provider in the Failed SP List.

2. The NPAC SMS issues an M-SET Request numberPoolBlock to itself to set the numberPoolBlockStatus to ‘sending’ and update the numberPoolBlockModifiedTimeStamp and numberPoolBlockBroadcastTimeStamp to the current date and time.

3. The NPAC SMS issues an M-SET subscriptionVersionNPAC to itself to set the subscriptionVersionStatus to ‘sending’ and update the subscriptionModifiedTimeStamp and subscriptionBroadcastTimeStamp to the current date and time for each Subscription Version within the 1K Block with LNP Type set to ‘POOL’.
	NPAC
	1. The NPAC SMS issues an M-SET Response numberPoolBlockNPAC to itself.

2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.

	2.
	NPAC
	1. The NPAC SMS issues an M-SET Request subscriptionVersion to the non-EDR LSMS(s) that is on the Subscription Version Failed SP List.

2. At the same time as step 2.1, the NPAC SMS issues an M-SET Request numberPoolBlock to the EDR LSMS(s) that is on the Number Pool Block Failed SP List.
	SP
	1. All non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-SET Request and issue an M-SET Response back to the NPAC SMS.

2. All EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-SET Request and issue an M-SET Response back to the NPAC SMS.

	3.
	NPAC
	1. Upon the first successful response from an LSMS, the NPAC SMS sets the following timestamps to the current date and time:

· numberPoolBlockModifiedTimeStamp

· subscriptionModifiedTimeStamp

2. After a successful response from all LSMSs the resend request was sent to, the NPAC SMS issues an M-SET numberPoolBlockNPAC to itself and performs the following steps:

· updates the numberPoolBlock status to ‘active’ and the Failed SP List to empty.

· updates the numberPoolBlockModifiedTimeStamp to the current date and time.

3. At the same time as step 3.2, the NPAC SMS issues an M-SET subscriptionVersionNPAC to itself and performs the following steps for each Subscription Version within the 1K Block of LNP Type, ‘POOL’:

· updates the subscriptionVersionStatus to ‘active’ and the Failed SP List to empty.

· updates the subscriptionModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	4.
	NPAC
	The NPAC SMS determines the numberPoolBlockSOA-Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange with the numberPoolBlockStatus set to ‘active’ and the numberPoolBlockFailedSP List is set to empty.
	SP
	The NPA-NXX-X Holder SOA issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	5.
	NPAC
	NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with a LNP Type set to ‘POOL’.
	NPAC
	1. Verify the Number Pool Block was successfully modified.

2. Verify the Number Pool Block has a status of ‘active’ with an empty Failed SP List.

3. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ were successfully modified. 

4. Verify all Subscription Versions in the 1K Block have a status of ‘active’ and an empty Failed SP List.

	6.
	SP – Optional
	Service Provider Personnel perform a local query for the Number Pool Block and/or the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.
	SP
	1. Verify the Number Pool Block was successfully modified on the SOA and the EDR LSMS.

2. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ were successfully modified on the non-EDR LSMS. 

	7.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and/or the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.
	SP
	1. Verify the Number Pool Block was successfully modified on the NPAC SMS.

2. Verify the Number Pool Block has a status of ‘active’ with an empty Failed SP List on the NPAC SMS.

3. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ were successfully modified on the NPAC SMS. 

4. Verify all Subscription Versions in the 1K Block have a status of ‘active’ and an empty Failed SP List on the NPAC SMS.

	8.
	NPAC
	NPAC Personnel perform a full audit for the Number Pool Block and respective POOLed Subscription Versions modified during test case 4.2.2 and resent during this test case.
	NPAC
	Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	4.2.9
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA - Service Provider Personnel modify the routing data for an active Number Pool Block and broadcast to at least 4 LSMSs (1 EDR and 3 non-EDR systems) resulting in Partial Failure (2 non-EDR systems fail two different TNs, the EDR system and one non-EDR system is successful) – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-137.3, Table RR3-137.3 (Row 2), RR3-138.2, Table RR3-138.2 (Row 2), RR3-128, RR3-157, RR3-159, RR3-160, RR3-162, RR3-163, RR3-164, RR3-165, RR3-166, RR5-85, RR5-87, RR5-103, RR5-104, RR5-105, RR5-106

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	2.10 Number Pool Block Modify by NPAC SMS

2.14.1 Number Pool Block Modify Partial Failure Broadcast to Local SMSs

2.14.2 Number Pool Block Modify Partial Failure Broadcast NPAC SMS Updates

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the active Number Pool Block to be modified exists on the NPAC SMS with a status of ‘active’, an empty Failed SP List and the SOA Origination Indicator is set to TRUE.

2. Verify that at least 4 LSMSs (1 EDR and 3 non-EDR) are configured such that they will be sent downloads for this NPA-NXX. 

3. Verify that the EDR LSMS and that only one of the non-EDR LSMSs that are accepting downloads for the NPA-NXX are associated with the NPAC SMS.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC 
	Using the SOA, Service Provider Personnel submit an M-SET Request numberPoolBlock to the NPAC SMS to modify a Number Pool Block. 

The following attributes may be modified:

· numberPoolBlockLRN

· numberPoolBlockCLASS-DPC

· numberPoolBlockCLASS-SSN

· numberPoolBlockCNAM-DPC

· numberPoolBlockCNAM-SSN

· numberPoolBlockLIDB-DPC

· numberPoolBlockLIDB-SSN

· numberPoolBlockISVM-DPC

· numberPoolBlockISVM-SSN

· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA

· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA
	NPAC
	1. The NPAC SMS receives the M-SET Request numberPoolBlock

2. The NPAC SMS performs the following actions:

· Updates the LRN in the Number Pool Block object.

· Sets the numberPoolBlockStatus to 'sending'.

· Updates the numberPoolBlockBroadcastTimeStamp and numberPoolBlockModifiedTimeStamp to the current date and time.

	2.
	NPAC
	The NPAC SMS issues an M-SET Response numberPoolBlock to the Service Provider SOA
	NPAC
	The Service Provider SOA receives the M-SET Response numberPoolBlock.

	3.
	NPAC
	The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself.
	SP
	1. The NPAC SMS performs the following actions:

· Updates the LRN in the Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.

· Sets the subscriptionVersionStatus to ‘sending’.

· Updates the subscriptionVersionBroadcastTimeStamp and the subscriptionVersionModifiedTimeStamp to the current date and time.

2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.

	4.
	NPAC
	1. The NPAC SMS issues an M-SET Request subscriptionVersion to update the attributes on the Subscription Version objects on all Subscription Versions of LNP Type set to ‘POOL’ to the non-EDR LSMSs that are accepting downloads for this NPA-NXX.

2. At the same time as step 4.1, the NPAC SMS issues an M-SET Request numberPoolBlock to update the attributes on the Number Pool Block object to the EDR LSMSs that are accepting downloads for this NPA-NXX.
	SP
	1. The NPAC SMS waits for a response from all LSMSs that are accepting downloads for this NPA-NXX.

2. One non-EDR LSMS that is accepting downloads for this NPA-NXX issues an M-SET Response indicating it successfully received the modify request.

3. The NPAC SMS retries any LSMS that does not respond within a tunable amount of time.

	5.
	NPAC
	After all retries have been exhausted, the NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself and performs the following actions: 

· updates the subscriptionVersionStatus to 'active' for Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.

· updates the Failed SP List to include the Service Providers in the region that are accepting downloads for that NPA-NXX and did not successfully respond to the NPAC SMS request (2 non-EDR systems).

· updates the subscriptionModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	6.
	NPAC
	The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself and performs the following actions:

· updates the numberPoolBlockStatus to 'active'.

· updates the numberPoolBlockFailedSP-List to include the Service Providers in the region that are accepting downloads for that NPA-NXX and did not successfully respond to the NPAC SMS request (2 non-EDR systems).

· updates the numberPoolBlockModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	7.
	NPAC
	The NPAC SMS determines the numberPoolBlockSOA-Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange with the numberPoolBlockStatus set to ‘active’ and the numberPoolBlockFailedSP List reflecting the 2 Service Providers that failed to process the NPAC SMS request – to the NPA-NXX-X Holder SOA.
	SP
	The NPA-NXX-X Holder SOA issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	8.
	NPAC
	NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with a LNP Type set to ‘POOL’.
	NPAC
	1. Verify the Number Pool Block was successfully modified.

2. Verify the Number Pool Block has a status of ‘active’ with a Failed SP List. The Failed SP List contains the name of the two non-EDR systems that failed.

3. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ were successfully modified. 

4. Verify all Subscription Versions in the 1K Block have a status of ‘active’ and the Failed SP List contains the name of the two non-EDR systems that failed.

	9.
	SP – Optional
	Service Provider Personnel perform a local query for the Number Pool Block or the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.
	SP
	1. Verify the EDR LSMS does not reflect the modifications to the Number Pool Block.

2. Verify that one non-EDR LSMS does reflect the modifications to the 1K Block of Subscription Versions with LNP Type set to ‘POOL’, while the other two non-EDR LSMS do not reflect these modifications.

	10.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for the Number Pool Block or the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.
	SP
	1. Verify the Number Pool Block was successfully modified on the NPAC SMS.

2. Verify the Number Pool Block has a status of ‘active’ with a Failed SP List on the NPAC SMS. The Failed SP List contains the name of the two non-EDR systems that failed.

3. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ were successfully modified on the NPAC SMS. 

4. Verify all Subscription Versions in the 1K Block have a status of ‘active’ and a Failed SP List on the NPAC SMS.  The Failed SP List contains the name of the two non-EDR systems that failed.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	4.2.10
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA - Service Provider Personnel modify the routing data for an active Number Pool Block and broadcast to at least 4 LSMSs (2 EDR and 2 non-EDR systems) resulting in a Partial Failure (1 non-EDR systems fails one TN, and 1 EDR system fails) – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-137.3, Table RR3-137.3 (Row 9), RR3-138.2, Table RR3-138.2 (Row 9), RR3-128, RR3-157, RR3-159, RR3-160, RR3-162, RR3-163, RR3-164, RR3-165, RR3-166, RR5-85, RR5-87, RR5-103, RR5-104, RR5-105, RR5-106

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	2.10 Number Pool Block Modify by NPAC SMS

2.14.1 Number Pool Block Modify Partial Failure Broadcast to Local SMSs

2.14.2 Number Pool Block Modify Partial Failure Broadcast NPAC SMS Updates

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the active Number Pool Block to be modified exists on the NPAC SMS with a status of ‘active’, an empty Failed SP List and the SOA Origination Indicator is set to TRUE.

2. Verify that at least 4 LSMSs (2 EDR and 2 non-EDR) are configured such that they will be sent downloads for this NPA-NXX.

3. Verify that one of the EDR LSMS and one of the non-EDR LSMSs that are accepting downloads for the NPA-NXX are associated with the NPAC SMS.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC 
	Using the SOA, Service Provider Personnel submit an M-SET Request numberPoolBlock to the NPAC SMS to modify a Number Pool Block. 

The following attributes may be modified:

· numberPoolBlockLRN

· numberPoolBlockCLASS-DPC

· numberPoolBlockCLASS-SSN

· numberPoolBlockCNAM-DPC

· numberPoolBlockCNAM-SSN

· numberPoolBlockLIDB-DPC

· numberPoolBlockLIDB-SSN

· numberPoolBlockISVM-DPC

· numberPoolBlockISVM-SSN

· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA

· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA
	NPAC
	1. The NPAC SMS receives the M-SET Request numberPoolBlock

2. The NPAC SMS performs the following actions:

· Updates the LRN in the Number Pool Block object.

· Sets the numberPoolBlockStatus to 'sending'.

· Updates the numberPoolBlockBroadcastTimeStamp and numberPoolBlockModifiedTimeStamp to the current date and time.

	2.
	NPAC
	The NPAC SMS issues an M-SET Response numberPoolBlock to the Service Provider SOA
	NPAC
	The Service Provider SOA receives the M-SET Response numberPoolBlock.

	3.
	NPAC
	The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself.
	SP
	1. The NPAC SMS performs the following actions:

· Updates the LRN in the Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.

· Sets the subscriptionVersionStatus to ‘sending’.

· Updates the subscriptionVersionBroadcastTimeStamp and the subscriptionVersionModifiedTimeStamp to the current date and time.

2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.

	4.
	NPAC
	1. The NPAC SMS issues an M-SET Request subscriptionVersion to update the attributes on the Subscription Version objects on all Subscription Versions of LNP Type set to ‘POOL’ to the non-EDR LSMSs that are accepting downloads for this NPA-NXX.

2. At the same time as step 4.1, the NPAC SMS issues an M-SET Request numberPoolBlock to update the attributes on the Number Pool Block object to the EDR LSMSs that are accepting downloads for this NPA-NXX.
	SP
	1. The NPAC SMS waits for a response from all LSMSs that are accepting downloads for this NPA-NXX.

2. One non-EDR LSMS that is accepting downloads for this NPA-NXX issues an M-SET Response indicating it successfully received the modify request.

3. The NPAC SMS retries any LSMS that does not respond within a tunable amount of time.

	5.
	NPAC
	After all retries have been exhausted, the NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself and performs the following actions: 

· updates the subscriptionVersionStatus to 'active' for Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.

· updates the Failed SP List to include the Service Providers in the region that are accepting downloads for that NPA-NXX and did not successfully respond to the NPAC SMS request (1 EDR system and 1 non-EDR system).

· updates the subscriptionModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	6.
	NPAC
	The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself and performs the following actions:

· updates the numberPoolBlockStatus to 'active'.

· updates the numberPoolBlockFailedSP-List to include the Service Providers in the region that are accepting downloads for that NPA-NXX and did not successfully respond to the NPAC SMS request (1 EDR system and 1 non-EDR system).

· updates the numberPoolBlockModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	7.
	NPAC
	The NPAC SMS determines the numberPoolBlockSOA-Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange with the numberPoolBlockStatus set to ‘active’ and the numberPoolBlockFailedSP List reflecting the 2 Service Providers that failed to process the NPAC SMS request – to the NPA-NXX-X Holder SOA.
	SP
	The NPA-NXX-X Holder SOA issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	8.
	NPAC
	NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with a LNP Type set to ‘POOL’.
	NPAC
	1. Verify the Number Pool Block was successfully modified.

2. Verify the Number Pool Block has a status of ‘active’ with a Failed SP List. The Failed SP List contains the name of the two LSMS systems that failed.

3. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ were successfully modified. 

4. Verify all Subscription Versions in the 1K Block have a status of ‘active’ and the Failed SP List contains the name of the two LSMS systems that failed.

	9.
	SP – Optional
	Service Provider Personnel perform a local query for the Number Pool Block or the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.
	SP
	1. Verify the EDR LSMS does not reflect the modifications to the Number Pool Block.

2. Verify that one non-EDR LSMS does reflect the modifications to the 1K Block of Subscription Versions with LNP Type set to ‘POOL’, while the other non-EDR LSMS does not reflect these modifications.

	10.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for the Number Pool Block or the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.
	SP
	1. Verify the Number Pool Block was successfully modified on the NPAC SMS.

2. Verify the Number Pool Block has a status of ‘active’ with a Failed SP List on the NPAC SMS. The Failed SP List contains the name of the two LSMS systems that failed.

3. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ were successfully modified on the NPAC SMS. 

4. Verify all Subscription Versions in the 1K Block have a status of ‘active’ and a Failed SP List on the NPAC SMS.  The Failed SP List contains the name of the two LSMS systems that failed.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	4.2.11
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA - Service Provider Personnel modify the routing data for an active Number Pool Block and broadcast to at least 4 LSMSs (2 EDR and 2 non-EDR systems) resulting in a Partial Failure (1 non-EDR systems fails one TN, and 2 EDR systems fail) – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-137.3, Table RR3-137.3 (Row 12), RR3-138.2, Table RR3-138.2 (Row 12), RR3-128, RR3-157, RR3-159, RR3-160, RR3-162, RR3-163, RR3-164, RR3-165, RR3-166, RR5-85, RR5-87, RR5-103, RR5-104, RR5-105, RR5-106

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	2.10 Number Pool Block Modify by NPAC SMS

2.14.1 Number Pool Block Modify Partial Failure Broadcast to Local SMSs

2.14.2 Number Pool Block Modify Partial Failure Broadcast NPAC SMS Updates

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the active Number Pool Block to be modified exists on the NPAC SMS with a status of ‘active’, an empty Failed SP List and the SOA Origination Indicator is set to TRUE.

2. Verify that at least 4 LSMSs (2 EDR and 2 non-EDR) are configured such that they will be sent downloads for this NPA-NXX.

3. Verify that only one of the non-EDR LSMSs that are accepting downloads for the NPA-NXX are associated with the NPAC SMS.

4. Verify that the other two non-EDR LSMSs that are accepting downloads for the NPA-NXX will fail one TN in the 1K Block.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC 
	Using the SOA, Service Provider Personnel submit an M-SET Request numberPoolBlock to the NPAC SMS to modify a Number Pool Block. 

The following attributes may be modified:

· numberPoolBlockLRN

· numberPoolBlockCLASS-DPC

· numberPoolBlockCLASS-SSN

· numberPoolBlockCNAM-DPC

· numberPoolBlockCNAM-SSN

· numberPoolBlockLIDB-DPC

· numberPoolBlockLIDB-SSN

· numberPoolBlockISVM-DPC

· numberPoolBlockISVM-SSN

· numberPoolBlockWSMSC-DPC – if supported by the Service Provider SOA

· numberPoolBlockWSMSC-SSN – if supported by the Service Provider SOA
	NPAC
	1. The NPAC SMS receives the M-SET Request numberPoolBlock

2. The NPAC SMS performs the following actions:

· Updates the LRN in the Number Pool Block object.

· Sets the numberPoolBlockStatus to 'sending'.

· Updates the numberPoolBlockBroadcastTimeStamp and numberPoolBlockModifiedTimeStamp to the current date and time.

	2.
	NPAC
	The NPAC SMS issues an M-SET Response numberPoolBlock to the Service Provider SOA
	NPAC
	The Service Provider SOA receives the M-SET Response numberPoolBlock.

	3.
	NPAC
	The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself.
	SP
	1. The NPAC SMS performs the following actions:

· Updates the LRN in the Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.

· Sets the subscriptionVersionStatus to ‘sending’.

· Updates the subscriptionVersionBroadcastTimeStamp and the subscriptionVersionModifiedTimeStamp to the current date and time.

2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.

	4.
	NPAC
	1. The NPAC SMS issues an M-SET Request subscriptionVersion to update the attributes on the Subscription Version objects on all Subscription Versions of LNP Type set to ‘POOL’ to the non-EDR LSMSs that are accepting downloads for this NPA-NXX.

2. At the same time as step 4.1, the NPAC SMS issues an M-SET Request numberPoolBlock to update the attributes on the Number Pool Block object to the EDR LSMSs that are accepting downloads for this NPA-NXX.
	SP
	1. The NPAC SMS waits for a response from all LSMSs that are accepting downloads for this NPA-NXX.

2. One non-EDR LSMS that is accepting downloads for this NPA-NXX issues an M-SET Response indicating it successfully received the modify request.

3. The NPAC SMS retries any LSMS that does not respond within a tunable amount of time.

	5.
	NPAC
	After all retries have been exhausted, the NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself and performs the following actions:

· updates the subscriptionVersionStatus to 'active' for Subscription Versions within the 1K Block with LNP Type set to ‘POOL’.

· updates the Failed SP List for the specific Subscription Versions to include the Service Providers in the region that are accepting downloads for that NPA-NXX and did not successfully respond to the NPAC SMS request (2 non-EDR systems that failed different Subscription Versions).

· updates the subscriptionModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	6.
	NPAC
	The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself and performs the following actions:

· updates the numberPoolBlockStatus to 'active'.

· updates the numberPoolBlockFailedSP-List to include the Service Providers in the region that are accepting downloads for that NPA-NXX and did not successfully respond to the NPAC SMS request (2 non-EDR systems).

· updates the numberPoolBlockModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	7.
	NPAC
	The NPAC SMS determines the numberPoolBlockSOA-Origination Indicator is set to TRUE and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange with the numberPoolBlockStatus set to ‘active’ and the numberPoolBlockFailedSP List reflecting the 2 Service Providers that failed to process the NPAC SMS request – to the NPA-NXX-X Holder SOA.
	SP
	The NPA-NXX-X Holder SOA issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	8.
	NPAC
	NPAC Personnel perform a query for the Number Pool Block and the 1K Block of Subscription Versions with a LNP Type set to ‘POOL’.
	NPAC
	1. Verify the Number Pool Block was successfully modified.

2. Verify the Number Pool Block has a status of ‘active’ with a Failed SP List. The Failed SP List contains the name of the two LSMS systems that failed.

3. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ were successfully modified. 

4. Verify all Subscription Versions in the 1K Block have a status of ‘active’ and the Failed SP List is empty on all but the two Subscription Versions that the two non-EDR systems failed.  On one of those Subscription Versions it should have the name of one of the non-EDR systems and on the other Subscription Version it should have the name of the other non-EDR system.

	9.
	SP – Optional
	Service Provider Personnel perform a local query for the Number Pool Block or the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.
	SP
	1. Verify the EDR LSMS does not reflect the modifications to the Number Pool Block.

2. Verify that one non-EDR LSMS does reflect the modifications to the 1K Block of Subscription Versions with LNP Type set to ‘POOL’, while the other two non-EDR LSMS do not reflect these modifications.

	10.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for the Number Pool Block or the 1K Block of Subscription Versions with LNP Type set to ‘POOL’.
	SP
	1. Verify the Number Pool Block was successfully modified on the NPAC SMS.

2. Verify the Number Pool Block has a status of ‘active’ with a Failed SP List on the NPAC SMS. The Failed SP List contains the name of the two LSMS systems that failed.

3. Verify the 1K Block of Subscription Versions with LNP Type set to ‘POOL’ were successfully modified on the NPAC SMS. 

4. Verify all Subscription Versions in the 1K Block have a status of ‘active’ and the Failed SP List is empty on all but the two Subscription Versions that the two non-EDR systems failed.  On one of those Subscription Versions it should have the name of one of the non-EDR systems and on the other Subscription Version it should have the name of the other non-EDR system.


6.6 Mass Update Test Cases:

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	5.1
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	R

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	NPAC OP GUI - NPAC Personnel submit a Mass Update request to update the LRN, specifying no restriction on LNP Type, and a TN range of 10,000 numbers that contains: 

· one complete Number Pool Block owned by the requesting Service Provider with Subscription Versions of LNP Type ‘POOL’, as well as ‘LISP’ and ‘LSPP’ Subscription Versions  for another Service Provider

· one complete Number Pool Block owned by the requesting Service Provider with Subscription Versions of LNP Type ‘POOL’ only.

· one complete Number Pool Block which is not owned by the requesting Service Provider with Subscription Versions of LNP Type ‘POOL’, as well as ‘LISP’ and ‘LSPP’  Subscription Versions for the requesting Service Provider

· Subscription Versions owned by both the requesting Service Provider and another Service Provider that are in neither Number Pool Block. 

– Success 

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-208, RR3-210, RR3-213, RR3-214, RR3-215, RR3-216, RR3-217, RR5-86, RR5-87

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	8 – Mass Update

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	N/A

	
	Prerequisite NPAC Setup:
	1. Verify that at least two Number Pool Blocks owned by the requesting Service Provider with a status of ‘active’ and an empty Failed SP List completely exist within the TN range to be specified for Mass Update.  One 1K Block should contain Subscription Versions that are owned by the requesting Service Provider and Subscription Versions that are not owned by the requesting Service Provider.  The second 1K block should contain Subscription Versions that are only owned by the requesting Service Provider.

2. Verify that at least one Number Pool Block not owned by the requesting Service Provider with a status of ‘active’ and an empty Failed SP List completely exists within the TN range to be specified for Mass Update.  This 1K Block should contain Subscription Versions that are owned by the requesting Service Provider and Subscription Versions that are not owned by the requesting Service Provider.

3. Verify that there are Subscription Versions within the TN range to be specified for the Mass Update that are not in either of the 1K Blocks. 

4. Verify that the SOA Origination Indicator is set to TRUE, for the Number Pool Blocks that are owned by the requesting Service Provider.

5. Verify that the LRN to be used for the Mass Update exists on the NPAC SMS and is owned by the requesting Service Provider.

6. Verify that Service Provider EDR indicators are set to emulate their production environment.

7. Verify that the Mass Update request will touch enough TNs to result in ‘chunking’ processing – which should be accomplished if Prerequisite number one is fulfilled. 

	
	Prerequisite SP Setup:
	N/A

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	Using the NPAC OP GUI, NPAC Personnel submit a request for a Mass Update by specifying the following information:

·  SPID

· LNP Type of ‘none’

· TN range of more than 10,000 numbers that contains: 

· one complete Number Pool Block owned by the requesting Service Provider

· one complete Number Pool Block which is not owned by the requesting Service Provider

· additional Subscription Versions which are not in either 1K Block

· updated LRN value


	NPAC
	The NPAC SMS searches the Number Pool Block and Subscription Version databases for the objects that match the selection criteria. 

	2.
	NPAC
	1. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself.

2. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself.
	NPAC
	1. The NPAC SMS issues an M-SET Response numberPoolBlockNPAC to itself.

2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.

	3.
	NPAC
	1. The NPAC SMS issues an M-SET Request numberPoolBlock for the Number Pool Block that belongs to the requesting Service Provider to all EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX.

2. The NPAC SMS issues an M-SET Request subscriptionVersion for Subscription Versions not set to ‘POOL’ that belong to the requesting Service Provider to all EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX.

3. The NPAC SMS issues an M-SET Request subscriptionVersion for all the updates for the Subscription Versions that belong to the requesting Service Provider to the non-EDR LSMSs.

Note: this may result in multiple M-SET Requests based on NPAC SMS ‘chunking’ processing.
	SP
	1. All EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX receive the M-SET Requests numberPoolBlock and issue M-SET Responses numberPoolBlock back to the NPAC SMS. 

2. All EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX receive the M-SET Request(s) subscriptionVersion for Subscription Versions with the LNP Type not set to ‘POOL’ and issue an M-SET Response subscriptionVersion back to the NPAC SMS.  

3. All non-EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX receive the M-SET Requests subscriptionVersion for all the Subscription Version updates and issue M-SET Responses subscriptionVersion back to the NPAC SMS.

Note: step 2 above assumes there will only need to be one M-SET Request to the EDR LSMSs for Subscription Versions specified in the Mass Update request.  However step 3 assumes more than one M-SET Request/Response cycle since there will be enough Subscription Versions specified in the Mass Update request that are to go to non-EDR LSMSs that the NPAC SMS will have to use ‘chunking’ processing as described in the Test Step side of row 3.

	4.
	NPAC
	The NPAC SMS performs the following steps:

1. For any Subscription Version, not of LNP type set to ‘POOL’ that was updated to a status of ‘active’ with an empty Failed SP List, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the SOA of the Service Provider that requested the Mass Update.

2. Upon receipt of all M-SET Responses for Subscription Versions and M-SET Responses for the Number Pool Block (referenced in Row 3 of this Test Case), the Number Pool Block owned by the requesting Service Provider is updated to a status of ‘active’ with an empty Failed SP List and  the NPAC SMS issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the SOA of the Service Provider that requested the Mass Update.
	SP
	1. The SOA of the Service Provider that requested the Mass Update receives the M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

2. The SOA of the Service Provider that requested the Mass Update receives the M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	5.
	NPAC
	NPAC Personnel perform a query for both of the Number Pool Blocks and Subscription Versions specified by the TN range for the Mass Update request.
	NPAC
	1. The Number Pool Blocks and Subscription Versions exist with a status of ‘active’ and an empty Failed SP List.

2. The Number Pool Blocks and Subscription Versions that are owned by the Service Provider that requested the Mass Update are updated with the new LRN.

	6.
	SP – Optional
	Service Provider Personnel perform a local query for both of the Number Pool Blocks and Subscription Versions specified by the TN range for the Mass Update request.
	SP
	1. From the SOA, verify that the Number Pool Blocks and Subscription Versions exist with a status of ‘active’ and an empty Failed SP List. 

2. From the non-EDR LSMS, verify that the Subscription Versions that are owned by the Service Provider that requested the Mass Update are updated with the new LRN.

3. From the EDR LSMS, verify that the Number Pool Blocks that are owned by the Service Provider that requested the Mass Update are updated with the new LRN.

	7.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for both of the Number Pool Blocks and Subscription Versions specified by the TN range for the Mass Update request.
	SP
	1. From the SOA, verify that the Number Pool Blocks and Subscription Versions exist with a status of ‘active’ and an empty Failed SP List and that they reflect the new LRN on the NPAC SMS.

2. From the non-EDR LSMS, verify that the Subscription Versions that are owned by the Service Provider that requested the Mass Update are updated with the new LRN on the NPAC SMS.

3. From the EDR LSMS, verify that the Number Pool Blocks that are owned by the Service Provider that requested the Mass Update are updated with the new LRN on the NPAC SMS.

	8.
	NPAC
	NPAC Personnel perform a full audit for the Number Pool Blocks and Subscription Versions updated during this test case.
	NPAC
	Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	5.2
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	R

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	NPAC OP GUI - NPAC Personnel submit a Mass Update request to update the CNAM DPC and SSN values, specifying no restriction on LNP Type, and a TN range that encompasses one complete block, using the Old NPA-NXX that is part of an NPA Split currently in Permissive Dialing Period (PDP). – Error  

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-49, RR3-50, RR3-208, RR3-210, RR3-213, RR3-214, RR3-215, RR5-86, RR5-87, RR3-218

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	8 – Mass Update

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	N/A

	
	Prerequisite NPAC Setup:
	1. Verify that the NPA Split is set up on the NPAC SMS and is currently in PDP.

2. Verify that at least one Number Pool Block owned by the requesting Service Provider with a status of ‘active’ and an empty Failed SP List completely exists within the TN range to be specified for Mass Update. 

3. Verify that the SOA Origination Indicator is set to TRUE for the Number Pool Block that is owned by the requesting Service Provider.

4. Verify that Service Provider EDR indicators are set to emulate their production environment.

	
	Prerequisite SP Setup:
	N/A

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1. 
	NPAC
	Using the NPAC OP GUI, NPAC Personnel submit a request for a Mass Update by specifying the following information:

· SPID

· LNP Type of ‘none’

· TN range (using the Old NPA-NXX value from the NPA Split) of one complete Number Pool Block owned by the requesting SP

· updated CNAM DPC and SSN values
	SP
	1. The NPAC SMS searches the Number Pool Block and Subscription Version databases for the objects that match the selection criteria. 

2. The NPAC SMS determines the mass update specified the old NPA-NXX so it does not find any ‘Active’ Subscription Versions to update.

	2. 
	NPAC
	The NPAC SMS fails the Mass Update request and generates an error message to the NPAC Personnel.
	NPAC
	The NPAC Personnel receive an error message indicating that no Subscription Version records will be updated.

	3. 
	NPAC
	NPAC Personnel perform a query to verify for the Number Pool Blocks and Subscription Versions specified by the TN range for the Mass Update request.
	NPAC
	Verify that the Number Pool Blocks and Subscription Versions were not changed.

	4. 
	SP - Optional
	Service Provider Personnel perform a local query for the Number Pool Blocks and Subscription Versions specified by the TN range for the Mass Update request.
	SP
	1. From the SOA, verify that the Number Pool Blocks and Subscription Versions were not changed.

2. From the non-EDR LSMS, verify that the Subscription Versions specified for the Mass Update were not changed.

3. From the EDR LSMS, verify that the Number Pool Blocks that specified for the Mass Update were not changed.

	5. 
	SP - Conditional
	Service Provider Personnel perform an NPAC SMS query for the Number Pool Blocks and Subscription Versions specified by the TN range for the Mass Update request.
	SP
	Verify that the Number Pool Blocks and Subscription Versions specified for the Mass Update were not changed on the NPAC SMS.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	5.5
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	R

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	NPAC OP GUI – NPAC Personnel submit a Mass Update request to update the CLASS DPC and SSN values, specifying no restriction on LNP Type, and a TN range that completely includes a Number Pool Block as well as Subscription Versions outside of the 1K Block, that are owned by the requesting Service Provider. – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-208, RR3-210

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	8 – Mass Update

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	N/A

	
	Prerequisite NPAC Setup:
	1. Verify that within the TN range to be specified for Mass Update, at least one Subscription Version exists per each LNP Type where the requesting Service Provider is the current Service Provider.

2. Verify that at least one Number Pool Block owned by the requesting Service Provider with a status of ‘active’ and an empty Failed SP List completely exists within the TN range to be specified for the Mass Update.

3. Verify that the SOA Origination Indicator is set to ‘TRUE’ for the Number Pool Block that is owned by the requesting Service Provider.

	
	Prerequisite SP Setup:
	N/A

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	Using the NPAC OP GUI, NPAC Personnel submit a request for a Mass Update by specifying the following information:

· SPID

· LNP Type of ‘none’

· TN range that completely contains a Number Pool Block that is owned by the requesting Service Providers, as well as at least one Subscription Version for each LNP Type where the current Service Provider is the requesting Service Provider

· updated DPC and SSN values
	SP
	The NPAC SMS searches the Number Pool Block and Subscription Version databases for the objects that match the selection criteria.

	2.
	NPAC
	1. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself.

2. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself.
	NPAC
	1. The NPAC SMS issues an M-SET Response numberPoolBlockNPAC to itself.

2. NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.

	3.
	NPAC
	1. The NPAC SMS issues an M-SET Request numberPoolBlock to all EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX.

2. The NPAC SMS issues an M-SET Request subscriptionVersion for Subscription Versions not set to ‘POOL’ that belong to the requesting Service Provider to all EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX.

3. The NPAC SMS issues an M-SET Request subscriptionVersion for all the Subscription Version updates to all non-EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX.
	SP
	1. All EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX receive the M-SET Request numberPoolBlock and issue an M-SET Response numberPoolBlock back to the NPAC SMS.

2. All EDR LSMSs in the region that are accepting download for the respective NPA-NXX receive the M-SET Request subscriptionVersion and issue an M-SET Response subscriptionVersion back to the NPAC SMS. 

3. All non-EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX receive the M-SET Request subscriptionVersion and issue an M-SET Response subscriptionVersion back to the NPAC SMS.

	4.
	NPAC
	The NPAC SMS performs the following steps:

1. For any Subscription Versions not of LNP Type set to ‘POOL’ that were updated to a status of ‘active’ with an empty Failed SP List, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the SOA of the Service Provider that requested the Mass Update.

2. Upon receipt of all M-SET Responses for Subscription Versions and M-SET Responses for the Number Pool Block (referenced in Row 3 of this Test Case), the Number Pool Block owned by the requesting Service Provider is updated to a status of ‘active’ with an empty Failed SP List and the NPAC SMS issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the SOA of the Service Provider that requested the Mass Update.
	SP
	1. The SOA of the Service Provider that requested the Mass Update receives the M-EVENT-REPORT subscriptionVersion and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

2. The SOA of the Service Provider that requested the Mass Update receives the M-EVENT-REPORT numberPoolBlock and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	5.
	NPAC
	NPAC Personnel perform a query for the Number Pool Block and Subscription Versions specified by the TN range for the Mass update request.
	NPAC
	1. The Number Pool Block and Subscription Versions exist with a status of ‘active’ and an empty Failed SP List.

2. The Number Pool Block and Subscription Versions that are owned by the requesting Service Provider are updated with the new CLASS DPC and SSN values.

	6.
	NPAC
	NPAC Personnel perform a query for the Old Number Pool Block and Subscription Versions specified by the TN range for the Mass Update request.
	NPAC
	1. Verify that the Number Pool Block and Subscription Versions exist with a status of ‘old’ and an empty Failed SP List.

2. Verify that the Number Pool Block and Subscription Versions contain the original CLASS DPC and SSN values.

	7.
	SP – Optional
	Service Provider Personnel perform a local query for the Number Pool Block and Subscription Versions specified by the TN range for the Mass Update request.
	SP
	1. From the SOA, verify that the Number Pool Block and Subscription Versions exist with a status of ‘active’ and an empty Failed SP List.

2. From the non-EDR LSMS, verify that the Subscription Versions that are owned by the Service Provider that requested the Mass Update are updated with the new CLASS DPC/SSN values.

3. From the EDR LSMS, verify that the Number Pool Block that is owned by the Service Provider that requested the Mass Update is updated wit the new CLASS DPC/SSN values.

	8.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and Subscription Versions specified by the TN range for the Mass Update request.
	SP
	1. From the SOA, verify that the Number Pool Block and Subscription Versions exist with a status of ‘active’ and an empty Failed SP List and that they reflect the new CLASS DPC/SSN values on the NPAC SMS.

2. From the non-EDR LSMS, verify that the Subscription Versions that are owned by the Service Provider that requested the Mass Update are updated with the new CLASS DPC/SSN values on the NPAC SMS.

3. From the EDR LSMS, verify that the Number Pool Block that is owned by the Service Provider that requested the Mass Update is updated wit the new CLASS DPC/SSN values on the NPAC SMS.

	9.
	NPAC
	NPAC Personnel perform a full audit for the Number Pool Block(s) and Subscription Versions updated during this test case.
	NPAC
	Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	5.6
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	R

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	NPAC OP GUI – NPAC Personnel submit a Mass Update request to update the ISVM DPC and SSN values, specifying an LNP Type of ‘POOL’, and a TN range that completely includes a Number Pool Block, at least one but not all EDR LSMS(s) fail the request. – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-209, RR5-88

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	8 – Mass Update

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	N/A

	
	Prerequisite NPAC Setup:
	1. Verify that a Number Pool Block owned by the requesting Service Provider with a status of ‘active’ and an empty Failed SP List exists completely within the TN range to be specified in the Mass Update Request.

2. Verify that at least one EDR LSMS that the NPAC is going to attempt to send the modify information is disconnected from the NPAC SMS at the time of the Mass Update request. 

3. Verify that the SOA Origination Indicator is set to TRUE for the Number Pool Block that is owned by the requesting Service Provider.

4. Verify that some of the Subscription Versions in the requested TN range have an LNP Type of ‘LSPP’ or ‘LISP’, where the current Service Provider is the requesting Service Provider.

	
	Prerequisite SP Setup:
	N/A

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	Using the NPAC OP GUI, NPAC Personnel submit a request for a Mass Update by specifying the following information:

· SPID

· LNP Type of ‘POOL’

· TN range that completely contains a Number Pool Block that is owned by the requesting Service Provider

· Updated ISVM DPC and SSN values
	SP
	The NPAC SMS searches the Number Pool Block and Subscription Version databases for the objects that match the selection criteria.

	2.
	NPAC
	1. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself.

2. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself.
	NPAC
	1. The NPAC SMS issues an M-SET Response numberPoolBlockNPAC to itself.

2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.

	3.
	NPAC
	1. The NPAC SMS issues an M-SET Request numberPoolBlock for the Number Pool Block that belongs to the requesting Service Provider to all EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX.

2. The NPAC SMS issues an M-SET Request subscriptionVersion for Subscription Versions not set to ‘POOL’ that belong to the requesting Service Provider to all non-EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX.
	SP
	1. At least one but not all EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX receive the M-SET Request numberPoolBlock and issue an M-SET Response numberPoolBlock back to the NPAC SMS.

2. All non-EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX receive the Request M-SET subscriptionVersion and issue an M-SET Response subscriptionVersion back to the NPAC SMS. 

3. The NPAC SMS automatically retries any LSMS that does not respond in a tunable amount of time.

	4.
	NPAC
	After all retries are exhausted, the NPAC SMS performs the following steps:

1. Updates the Number Pool Block to a status of ‘active’ with at least one SPID in the numberPoolBlockFailedSP-List and issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the SOA of the Service Provider that requested the Mass Update to update the Number Pool Block status to ‘active’ and populate the Failed SP List with the respective Service Provider(s) .

2. Updates the Subscription Versions to a status of ‘active’ with at least one SPID in the Failed SP List.
	SP
	The SOA of the Service Provider that requested the Mass Update receives the M-EVENT-REPORT numberPoolBlock and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	5.
	NPAC
	NPAC Personnel perform a query for the Number Pool Block and Subscription Versions specified by the TN range for the Mass Update request.
	NPAC
	1. The Number Pool Block and Subscription Versions exist with a status of ‘active’ and a Failed SP List.

2. The Number Pool Block and Subscription Versions are updated with the new ISVM DPC and SSN values.

3. The Subscription Versions within the TN range with LNP type of ‘LSPP’ and ‘LISP’ were not updated.

	6.
	NPAC
	NPAC Personnel perform a query for the Old Number Pool Block and Subscription Versions specified by the TN range for the Mass Update request.
	NPAC
	1. Verify that the Number Pool Block and Subscription Versions exist with a status of ‘old’ and an empty Failed SP List.

2. Verify that the Number Pool Block and Subscription Versions contain the original ISVM DPC and SSN values.

	7.
	SP – Optional
	Service Provider Personnel perform a local query for the Number Pool Block and Subscription Versions specified by the TN range for the Mass Update request.
	SP
	1. From a SOA, verify that the Number Pool Block and Subscription Versions exist with a status of ‘active’ and a Failed SP List.

2. From the successful non-EDR LSMS, verify that the Subscription Versions of LNP Type ‘POOL’, owned by the Service Provider that requested the Mass Update are updated with the new ISVM DPC/SSN values.  Also, verify that the Subscription Versions of LNP Type ‘LISP’ and ‘LSPP’ that are owned by the Service Provider that requested the Mass Update and exist within the TN range specified are not modified.

3. From the successful EDR LSMS, verify the Number Pool Block that is owned by the Service Provider that requested the Mass Update is updated with the new ISVM DPC/SSN values.

	8.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for the Number Pool Block and Subscription Versions specified by the TN range for the Mass Update request.
	SP
	1. From a SOA, verify that the Number Pool Block and Subscription Versions exist with a status of ‘active’ and a Failed SP List and that they reflect the new ISVM DPC/SSN values on the NPAC SMS.

2. From the successful non-EDR LSMS, verify that the Subscription Versions of LNP Type ‘POOL’, owned by the Service Provider that requested the Mass Update are updated with the new ISVM DPC/SSN values on the NPAC SMS.  Also, verify that the Subscription Versions of LNP Type ‘LISP’ and ‘LSPP’ that are owned by the Service Provider that requested the Mass Update and exist within the TN range specified are not modified on the NPAC SMS.

3. From the successful EDR LSMS, verify the Number Pool Block that is owned by the Service Provider that requested the Mass Update is updated with the new ISVM DPC/SSN values on the NPAC SMS. 


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	5.7
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	R

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	NPAC OP GUI – NPAC Personnel submit a Mass Update request to update the LIDB DPC and SSN values, specifying an LNP Type of ‘POOL’, and a TN range that completely includes a Number Pool Block that is owned by the requesting Service Provider as well as intersects a subset of another Number Pool Block that is not owned by the requesting Service Provider.  – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-209

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	N/A

	
	Prerequisite NPAC Setup:
	1. Verify that at least one Number Pool Block (referred to as Block A in the Test Case steps) is owned by the requesting Service Provider with a status of ‘active’ and an empty Failed SP List and completely exists within the TN range to be specified for Mass Update.

2. Verify that a second Number Pool Block (referred to as Block B in the Test Case steps) that is not owned by the requesting Service Provider with a status of ‘active’ and an empty Failed SP List exists such that it intersects a subset of the TN range to be specified for Mass Update. 

3. Verify that none of the Subscription Versions in the requested TN range have an LNP Type of either ‘LSPP’ or ‘LISP’, where the current Service Provider is the requesting Service Provider.

4. Verify that the SOA Origination Indicator is set to ‘TRUE’ for the Number Pool Block that is owned by the requesting Service Provider.

	
	Prerequisite SP Setup:
	N/A

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	Using the NPAC OP GUI, NPAC Personnel submit a request for a Mass Update by specifying the following information

· SPID

· LNP Type of ‘POOL’

· TN range that completely contains a Number Pool Block owned by the requesting Service Provider and intersects the a Number Pool Block owned by another Service Provider

· updated LIDB DPC and SSN values
	NPAC
	The NPAC SMS searches the Number Pool Block and Subscription Version databases for the objects that match the selection criteria.

	2.
	NPAC
	1. The NPAC SMS issues an M-SET Request numberPoolBlockNPAC to itself (for Block A).

2. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC for the Subscription Version updates with the LNP Type equal to ‘POOL’ (respective to Block A) to itself.
	NPAC
	1. The NPAC SMS issues an M-SET Response numberPoolBlockNPAC to itself.

2. The NPAC SMS issues an M-SET Response subscriptionVersionNPAC to itself.

	3.
	NPAC
	1. The NPAC SMS issues an M-SET Request numberPoolBlock for the Number Pool Block that belongs to the requesting Service Provider (Block A) to all EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX.

2. The NPAC SMS issues an M-SET Request subscriptionVersion for the Subscription Versions that are owned by the requesting Service Provider (all have LNP Type of ‘POOL’ only) to update the LIDB DPC/SSN values to all non-EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX.
	SP
	1. All EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX receive the M-SET Request numberPoolBlock and issue an M-SET Response numberPoolBlock back to the NPAC SMS.

2. All non-EDR LSMSs in the region that are accepting downloads for the respective NPA-NXX receive the M-SET Request subscriptionVersion and issue an M-SET Response subscriptionVersion back to the NPAC SMS.

	4.
	NPAC
	The NPAC SMS, upon receipt of all M-SET Responses for Subscription Versions with LNP Type set to ‘POOL’ and M-SET Responses for the Number Pool Block (referenced in Row 3 of this Test Case), updates the Number Pool Block owned by the requesting Service Provider to a status of ‘active’ with an empty Failed SP List and the NPAC SMS issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the SOA of the Service Provider that requested the Mass Update.
	SP
	The SOA of the Service Provider that requested the Mass Update receives the M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	5.
	NPAC
	NPAC Personnel perform a query for the Number Pool Block and Subscription Versions specified by the TN range for the Mass Update request.
	NPAC
	1. Verify the Number Pool Block and Subscription Versions exist with a status of ‘active’ and an empty Failed SP List.

2. Verify the Number Pool Block and Subscription Versions that are owned by the requesting Service Provider are updated with the new LIDB DPC and SSN.

	6.
	SP – Optional
	Service Provider Personnel perform an NPAC query for both the Number Pool Block and Subscription Versions specified by the TN range for the Mass Update request.
	SP
	1. From the SOA, verify that the Number Pool Block and Subscription Versions exist with a status of ‘active’ and an empty Failed SP List.

2. From the non-EDR LSMS, verify that the Subscription Versions that are owned by the Service Provider that requested the Mass Update are updated with the new LIDB DPC/SSN values.

3. From the EDR LSMS, verify that the Number Pool Blocks that are owned by the Service Provider that requested the Mass Update are updated with the new LIDB DPC/SSN values.

	7.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for both the Number Pool Block and Subscription Versions specified by the TN range for the Mass Update request.
	SP
	1. From the SOA, verify that the Number Pool Block and Subscription Versions exist with a status of ‘active’ and an empty Failed SP List on the NPAC SMS.

2. From the non-EDR LSMS, verify that the Subscription Versions that are owned by the Service Provider that requested the Mass Update are updated with the new LIDB DPC/SSN values on the NPAC SMS.

3. From the EDR LSMS, verify that the Number Pool Blocks that are owned by the Service Provider that requested the Mass Update are updated with the new LIDB DPC/SSN values on the NPAC SMS.

	8.
	NPAC
	NPAC Personnel perform a full audit for the Number Pool Block(s) and Subscription Versions specified in the prerequisites of this test case.
	NPAC
	Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.


6.7 [Section Place Holder Only]

6.8 Subscription Version Create Test Cases:

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	6.2.10
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA - Service Provider Personnel submit an Activate request for a ‘pending’ Intra-Service Provider Subscription Version by the Code Holder, prior to the NPA-NXX-X Effective Date – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR5-60

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	B.5.1.5 Subscription Version Activated by New Service Provider SOA

B.5.1.6 Active Subscription Version Create on Local SMS

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the NPA-NXX-X exists for the TN to be used to create a ‘pending’ Inter-Service Provider Subscription Version.

2. Verify that the Effective Date for the NPA-NXX-X is a future date.

3. Verify that a Subscription Version with a status of ‘active’ does not exist for the TN to be used in this Test Case.

	
	Prerequisite SP Setup:
	1. Verify that a ‘pending’, Intra-Service Provider Subscription Version exists for a TN within the 1K Block.

2. Verify that the respective Block is not yet ‘active’ in the NPAC SMS.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Using the SOA, New Service Provider Personnel submit a request to the NPAC to activate an Intra-Service Provider Subscription Version for a TN that is within a 1K Block.

2. SOA issues an M-ACTION Request subscriptionVersionActive to the NPAC SMS.  The request specifies the Subscription Version ID, and/or subscription TN.
	NPAC
	The NPAC SMS receives the M-ACTION Request from the SOA.

	2.
	NPAC
	NPAC SMS locates the respective Subscription Versions, and issues an M-SET Request to itself to set the subscriptionVersionStatus to 'sending' and set the subscriptionVersionActivationTimeStamp and subscriptionModifiedTimeStamp to the current date and time for the Subscription Version.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	3.
	NPAC
	The NPAC SMS issues an M-ACTION Response subscriptionVersionActive to the New Service Provider SOA.
	SP
	The New Service Provider SOA receives the M-ACTION Response from the NPAC SMS.

	4. 
	NPAC
	The NPAC SMS issues an M-SET Request to itself to set the subscriptionBroadcastTimeStamp to the current date and time for the Subscription Version.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	5.
	NPAC
	The NPAC SMS issues an M-CREATE Request subscriptionVersion to all LSMSs in the region that are accepting downloads for this NPA-NXX.
	SP
	1. All LSMSs in the region accepting downloads for this NPA-NXX receive the M-CREATE Request and verify that the request is valid.

2. All LSMSs in the region issue an M-CREATE Response(s) subscriptionVersion back to the NPAC.

3. After each LSMS responds to the NPAC SMS, the LSMSs perform the Subscription Version create on the local system as specified in the request from the NPAC SMS.

	6. 
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Current Service Provider SOA to set the subscriptionVersionStatus to 'active'.
	SP
	The Current Service Provider SOA issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	7.
	NPAC
	NPAC Personnel perform a query for the Subscription Version.
	NPAC
	NPAC Personnel verify that the Subscription Version with status set to ‘active’ exists on the NPAC SMS.

	8.
	SP – Optional
	Service Provider Personnel perform a local query for the Subscription Version.
	SP
	1. On the SOA, verify that the Subscription Version exists with an empty Failed SP List.

2. On either the non-EDR or EDR LSMS, verify that the Subscription Version exists with a status of ‘active’.

	9.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for the Subscription Version.
	SP
	Verify that the Subscription Version exists with status set to ‘active’ and an empty Failed SP List on the NPAC SMS.

	10.
	NPAC
	NPAC Personnel perform a full audit for the Subscription Version activated during this test case.
	NPAC
	Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	6.2.11
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA - Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Activate request, after the Block existence – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-183, RR5-57, RR5-61, RR5-62, RR5-68.1, RR5-68.2, RR5-68.3, RR5-68.4

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	3.1.1 Port-To-Original Activation by SOA of a Pooled TN

3.1.2 Successful Broadcast of Port-To-Original Activation Request

3.1.3 Successful Broadcast Complete NPAC SMS Updates for a Port-To-Original Request

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	This TN needs to have originally had an LNP Type set to ‘POOL’, and must have been subsequently ported away from the Block Holder - so it is currently ‘active’ with an LNP Type equal to either ‘LISP’ or ‘LSPP’ for another Service Provider. 

	
	Prerequisite SP Setup:
	Verify that a ‘pending’, Port-to-Original request for this TN exists.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Using the SOA, the Block Holder Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Activate request to the NPAC SMS for a pooled TN that has been subsequently ported away.

2. The Service Provider SOA submits an M-ACTION Request subscriptionVersionActivate to the NPAC SMS lnpSubscription object to activate the ‘pending’ Subscription Version by specifying the Subscription Version ID, and Subscription Version TN.
	NPAC
	The NPAC SMS receives the M-ACTION Request from the SOA.

	2.
	NPAC
	The NPAC SMS issues an M-SET Request to itself to set the subscriptionVersionStatus for SV1 to 'sending' as well as set the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp to the current date and time.  (SV1 is the currently ‘active’ Subscription Version for this TN that exists on the NPAC SMS).
	NPAC
	The NPAC SMS receives the M-SET Request for SV1 and issues an M-SET Response for SV1 to itself.

	3.
	NPAC
	The NPAC SMS issues an M-SET Request to itself to set the subscriptionVersionStatus for SV2 to 'sending', as well as set the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp to the current date and time.   (SV2 is the currently ‘pending’ Subscription Version for this TN that exists on the NPAC SMS).
	NPAC
	NPAC SMS receives the M-SET Request for SV2 and issues an M-SET Response for SV2 to itself.

	4.
	NPAC
	1. The NPAC SMS issues an M-CREATE Request to itself in order to create a Subscription Version with LNP Type set to ‘POOL’ for the NPA-NXX-X Service Provider.

2. The NPAC SMS sets the subscriptionVersionStatus to 'sending' for this Subscription Version.  This Subscription Version is referred to as SV3.

3. The NPAC SMS also sets the subscriptionActivationTimeStamp, subscriptionCreationTimeStamp, subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp to the current date and time for SV3.  All routing information is populated from the respective numberPoolBlock that exists on the NPAC SMS.
	NPAC
	The NPAC SMS receives the M-CREATE Request for SV3 and issues an M-CREATE Response for SV3 to itself.

	5.
	NPAC
	The NPAC SMS issues and M-ACTION Response subscriptionVersionActivate back to the Block Holder Service Provider (New Service Provider) SOA.
	SP
	The New Service Provider SOA receives the M-ACTION Response from the NPAC SMS.

	6.
	NPAC
	1. The NPAC SMS issues an M-DELETE Request subscriptionVersion SV1 to all EDR LSMSs in the region that are accepting downloads for this NPA-NXX.

2. At the same time as step 6.1, the NPAC SMS issues an M-CREATE Request subscriptionVersion SV3 to all non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.
	SP
	1. The NPAC SMS will wait for all responses (M-DELETE from respective EDR LSMSs or M-CREATE from respective non-EDR LSMSs) for a tunable amount of time and will retry (with an appropriate message based on the SP EDR Indicator) within the tunable amount of time.

2. All but one EDR LSMSs in the region that are accepting downloads for this NPA-NXX receive the M-DELETE request from the NPAC SMS and issue a M-DELETE Response subscriptionVersion for SV1 back to the NPAC SMS.  One EDR LSMS does not respond or sends an M-DELETE Error Response.

3. All but one non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX receive the M-CREATE request from the NPAC SMS and issue an M-CREATE Response subscriptionVersion for SV3 back to the NPAC SMS.  One non-EDR LSMS does not respond or send an M-CREATE Error Response.

4. Upon the 1st successful response from an LSMS, the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp are set to the current date and time.

	7.
	NPAC
	The NPAC SMS issues an M-SET Request for SV3 to itself to set the  subscriptionVersionStatus to ‘active’ as well as set the subscriptionModifiedTimeStamp to the current date and time for SV3.
	NPAC
	NPAC SMS receives the M-SET Request for SV3 and issues an M-SET Response for SV3.

	8.
	NPAC
	The NPAC SMS issues an M-SET Request for SV1 to itself to set the subscriptionVersionStatus to ‘old’ as well as set the subscriptionModifiedTimeStamp to the current date and time for SV1.
	NPAC
	NPAC SMS receives the M-SET Request for SV1 and issues an M-SET Response for SV1.

	9.
	NPAC
	The NPAC SMS issues an M-SET Request for SV2 to itself to set the subscriptionVersionStatus to 'old' as well as set the subscriptionModifiedTimeStamp to the current date and time for SV2.
	NPAC
	NPAC SMS receives the M-SET Request for SV2 and issues an M-SET Response for SV2.

	10.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the subscriptionVersionStatus to 'old' for SV1.
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORT for SV1 and issues an M-EVENT-REPORT Confirmation for SV1.

	11.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the subscriptionVersionStatus to 'old' for SV2.
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORT for SV2 and issues an M-EVENT-REPORT Confirmation for SV2.

	12.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider (Block Holder) SOA to set the subscriptionVersionStatus to 'old'  and update the subscriptionVersionFailedSP-List to ‘empty’ for SV2.
	SP
	The New Service Provider SOA receives the M-EVENT-REPORT for SV2 and issues an M-EVENT-REPORT Confirmation for SV2.

	13.
	NPAC
	NPAC Personnel perform a query for the Subscription Version (SV2).
	NPAC
	NPAC Personnel verify that the Subscription Version with LNP Type set to ‘POOL’ and status set to ‘active’ with an empty Failed SP List exists on the NPAC SMS.

	14.
	SP – Optional
	Service Provider Personnel perform a local query for the Subscription Version (SV2).
	SP
	1. On the SOA, verify that SV2 exists with an empty Failed SP List.

2. On the non-EDR LSMS, verify that SV2 exists with a status of ‘active’.

3. On the EDR LSMS, verify that SV2 does not exist, but that the respective Number Pool Block does exist.

	15.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for the Subscription Version (SV2).
	SP
	Verify that SV2 exists with an LNP Type set to ‘POOL’, a status of ‘active’ and an empty Failed SP List on the NPAC SMS.

	16.
	NPAC
	NPAC Personnel perform a full audit for the Subscription Version activated during this test case.
	NPAC
	Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	6.2.12
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA - Service Provider Personnel submit an Activate request for a ‘pending’, Inter-Service Provider, Port-to-Original Subscription Version, one or more of the LSMSs that are accepting downloads for that NPA-NXX do not respond resulting in a partial failure – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR5-68.1, RR5-68.2, RR5-68.3, RR5-68.4, RR5-69, RR5-70

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	3.1 Subscription Version Port-To-Original of a Ported Pool TN Activation by SOA

3.1.1 Port-To-Original Activation by SOA or a Pooled TN 

3.3 Subscription Version Create Port-To-Original of a Pool TN: Partial Failure to One or More Local SMSs

3.3.1 Port-To-Original Activation Partial Failure Broadcast of a Pooled TN

3.3.2 Partial failure Broadcast Complete NPAC SMS Updates of a Port-To-Original 

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that an ‘Active’ 1K Block exists that includes the TN in the ‘pending’ Port-to-Original Subscription Version.

2. Verify that at least 4 LSMSs are configured to accepted downloads for this NPA-NXX.

3. Configure/Connect one EDR and one non-EDR LSMS to the NPAC SMS such that they will fail to successfully process the NPAC SMS request.

	
	Prerequisite SP Setup:
	Verify that a ‘pending’ Port-to-Original Subscription Version exists for a Pooled, Ported TN, that can be activated.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Using the SOA, the Block Holder Service Provider Personnel submit an Inter-Service Provider, Port-to-Original Activate request to the NPAC SMS for a pooled TN that has been subsequently ported away.

2. The Service Provider SOA submits an M-ACTION Request subscriptionVersionActivate to the NPAC SMS lnpSubscription object to activate the ‘pending’ Subscription Version by specifying the Subscription Version ID, and Subscription Version TN.
	NPAC
	The NPAC SMS receives the M-ACTION Request from the SOA.

	2.
	NPAC
	The NPAC SMS issues an M-SET Request to itself to set the subscriptionVersionStatus for SV1 to 'sending' as well as set the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp to the current date and time.  (SV1 is the currently ‘active’ Subscription Version for this TN that exists on the NPAC SMS).
	NPAC
	The NPAC SMS receives the M-SET Request for SV1 and issues an M-SET Response for SV1 to itself.

	3.
	NPAC
	The NPAC SMS issues an M-SET Request to itself to set the subscriptionVersionStatus for SV2 to 'sending', as well as set the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp to the current date and time.   (SV2 is the currently ‘pending’ Subscription Version for this TN that exists on the NPAC SMS).
	NPAC
	NPAC SMS receives the M-SET Request for SV2 and issues an M-SET Response for SV2 to itself.

	4.
	NPAC
	1. The NPAC SMS issues an M-CREATE Request to itself in order to create a Subscription Version with LNP Type set to ‘POOL’ for the NPA-NXX-X Service Provider.

2. The NPAC SMS sets the subscriptionVersionStatus to 'sending' for this Subscription Version.  This Subscription Version is referred to as SV3.

3. The NPAC SMS also sets the subscriptionActivationTimeStamp, subscriptionCreationTimeStamp, subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp to the current date and time for SV3.  All routing information is populated from the respective numberPoolBlock that exists on the NPAC SMS.
	NPAC
	The NPAC SMS receives the M-CREATE Request for SV3 and issues an M-CREATE Response for SV3 to itself.

	5.
	NPAC
	The NPAC SMS issues an M-ACTION Response subscriptionVersionActivate back to the Block Holder Service Provider (New Service Provider) SOA.
	SP
	The New Service Provider SOA receives the M-ACTION Response from the NPAC SMS.

	6.
	NPAC
	1. The NPAC SMS issues an M-DELETE Request subscriptionVersion SV1 to all EDR LSMSs in the region that are accepting downloads for this NPA-NXX.

2. At the same time as step 6.1, the NPAC SMS issues an M-CREATE Request subscriptionVersion SV3 to all non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.
	SP
	1. The NPAC SMS will wait for all responses (M-DELETE from respective EDR LSMSs or M-CREATE from respective non-EDR LSMSs) for a tunable amount of time and will retry (with an appropriate message based on the SP EDR Indicator) within the tunable amount of time.

2. All but one EDR LSMSs in the region that are accepting downloads for this NPA-NXX receive the M-DELETE request from the NPAC SMS and issue a M-DELETE Response subscriptionVersion for SV1 back to the NPAC SMS.  One EDR LSMS does not respond or sends an M-DELETE Error Response.

3. All but one non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX receive the M-CREATE request from the NPAC SMS and issue an M-CREATE Response subscriptionVersion for SV3 back to the NPAC SMS.  One non-EDR LSMS does not respond or send an M-CREATE Error Response.

4. Upon the 1st successful response from an LSMS, the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp are set to the current date and time.

	7.
	NPAC
	The NPAC SMS issues an M-SET Request for SV3 to itself to set the subscriptionVersionStatus to 'partial failure' as well as set the subscriptionModifiedTimeStamp to the current date and time for SV3.
	NPAC
	NPAC SMS receives the M-SET Request for SV3 and issues an M-SET Response for SV3.

	8.
	NPAC
	The NPAC SMS issues an M-SET Request for SV1 to itself to set the subscriptionVersionStatus to 'old’ as well as set the subscriptionDisconnectCompleteTimeStamp to the current date and time for SV1.
	NPAC
	NPAC SMS receives the M-SET Request for SV1 and issues an M-SET Response for SV1.

	9.
	NPAC
	The NPAC SMS issues an M-SET Request for SV2 to itself to set the subscriptionVersionStatus to 'partial failure' as well as update the subscriptionVersionFailedSP-List to contain the one EDR and one non-EDR LSMSs that failed to successfully respond to the NPAC requests) and set the subscriptionModifiedTimeStamp to the current date and time for SV2.
	NPAC
	NPAC SMS receives the M-SET Request for SV2 and issues an M-SET Response for SV2.

	10.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the subscriptionVersionStatus to 'old’ for SV1.
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORT for SV1 and issues an M-EVENT-REPORT Confirmation for SV1.

	11.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the subscriptionVersionStatus to 'partial failure' for SV2.
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORT for SV2 and issues an M-EVENT-REPORT Confirmation for SV2.

	12.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider (Block Holder) SOA to set the subscriptionVersionStatus to 'partial failure' and update the subscriptionVersionFailedSP-List to contain the EDR and non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX but did not respond successfully for SV2.
	SP
	The New Service Provider (Block Holder) SOA receives the M-EVENT-REPORT for SV2 and issues an M-EVENT-REPORT Confirmation for SV2.

	13.
	NPAC
	NPAC Personnel perform a query for the Subscription Version (SV2).
	NPAC
	NPAC Personnel verify that the Subscription Version with LNP Type set to ‘POOL’ and status set to ‘partial failure’ and a Failed SP List that contains the EDR and non-EDR LSMSs in the region that did not successfully respond to the request, exists on the NPAC SMS.

	14.
	SP – Optional
	Service Provider Personnel perform a local query for the Subscription Version (SV2).
	SP
	1. On the SOA, verify that SV2 exists with a Failed SP List that reflects the Service Providers that did not successfully process the Activate request for this Test Case.

2. On the successful non-EDR LSMS, verify that SV2 exists with a status of ‘active’.

3. On the successful EDR LSMS, verify that SV2 does not exist, but that the respective Number Pool Block does exist.

	15.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for the Subscription Version (SV2).
	SP
	Verify that with LNP Type set to ‘POOL’ status set to ‘partial failure’ on the NPAC SMS.


SV1 is the original ‘active’, pooled, ported Subscription Version.

SV2 is the ‘pending’ Subscription Version with the Port-to-Original flag set to ‘TRUE’.

SV3 is the pool reinstatement Subscription Version with LNP Type set to ‘POOL’, that reinstates default routing to the Block Holder.

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	6.2.13
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	O

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	NPAC OP GUI - NPAC Personnel submit a resend for a ‘failed’ Port-to-Original Activate request and all LSMSs process the re-send – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR5-80, RR5-82.1, RR5-82.2

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	3.4 Subscription Version Create Port-To-Original of a Pool TN: Resend Successful to Local SMS

3.4.1 Port-To-Original NPAC SMS Initiates Resend

3.4.2 Successful Resend Broadcast of a Port-To-Original of a Pooled TN

3.4.3 Updates to NPAC SMS after Successful Resend of Port-To-Original Request of a Pooled TN

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that a ‘failed’ Port-to-Original Activate request exists on the NPAC SMS.  

2. Verify that all of the respective LSMSs are configured/connected to the NPAC SMS such that they should now successfully process the Activate request.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	Using the NPAC OP GUI, NPAC Personnel submit a resend request for a ‘failed’ Port-to-Original Activate.

The NPAC SMS issues an M-SET Request subscriptionVersionStatus to itself to set the subscriptionVersionStatus for SV2 to 'sending', and set the subscriptionBroadcastTimeStamp and the subscriptionModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response for SV2 to itself.

	2.
	NPAC
	1. The NPAC SMS determines which LSMS failed the request (in this case all LSMSs failed, some are EDR and some are non-EDR).

2. The NPAC SMS issues an M-SET Request subscriptionVersionStatus to itself to set the subscriptionVersionStatus to 'sending', and set the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp to the current date and time for SV1.

3. The NPAC SMS issues an M-SET Request subscriptionVersionStatus to itself to set the subscriptionVersionStatus to 'sending' and set the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp to the current date and time for SV3.
	SP
	The NPAC SMS  receives the respective message(s) and issues respective M-SET Response(s) back to itself.

(Steps 2.2 and 2.3 can occur in any order)

	3.
	NPAC
	1. Since some of the LSMSs that failed the request are EDR LSMSs, the NPAC SMS issues an M-DELETE Request subscriptionVersion for SV1 to the EDR LSMSs that failed the request.

2. Since some or the LSMSs that failed the request are non-EDR LSMSs, the NPAC SMS issues an M-CREATE Request subscriptionVersion for SV3 to all non-EDR LSMSs that failed the request.
	SP
	1. The EDR LSMSs that failed the request, receive the M-DELETE for SV1 from the NPAC SMS, and issue an M-DELETE Response for SV1 back to the NPAC SMS.

2. The non-EDR LSMSs that failed the request, receives the M-CREATE for SV3 from the NPAC SMS, and issue an M-CREATE Response for SV3 back to the NPAC SMS. 

3. All previously failed LSMSs respond appropriately to the NPAC SMS.

4. Upon the 1st successful response from an LSMS, the NPAC SMS sets the subscriptionVersionDisconnectCompleteTimeStamp to the current date and time.

	4.
	NPAC
	The NPAC SMS issues an M-SET Request to itself to update the subscriptionVersionStatus to 'active’ and set the subscriptionModifiedTimeStamp to the current date and time for SV3.
	NPAC
	The NPAC SMS issues an M-SET Response for SV3 to itself.

	5.
	NPAC
	The NPAC SMS issues an M-SET Request to itself to update the subscriptionVersionStatus to 'old' and set the subscriptionDisconnectCompleteTimeStamp upon the first successful response from an LSMS as well as set the subscriptionModifiedTimeStamp to the current date and time for SV1.
	NPAC
	The NPAC SMS issues an M-SET Response for SV1 to itself.

	6.
	NPAC
	The NPAC SMS issues an M-SET Request to itself to update the subscriptionVersionStatus to 'old' and the subscriptionFailedSP-List to empty, as well as set the subscriptionModifiedTimeStamp to the current date and time for SV2.
	NPAC
	The NPAC SMS issues an M-SET Response for SV2 to itself.

	7.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA and updates the subscriptionVersionStatus to 'old' for SV1.
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORT for SV1 and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	8.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA and updates the subscriptionVersionStatus to 'old' for SV2.
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORT for SV2 and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	9.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider (Block Holder) SOA and updates the subscriptionVersionStatus to 'old' for SV2.
	SP
	The New Service Provider (Block Holder) SOA receives the M-EVENT-REPORT for SV2 and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	10.
	NPAC
	NPAC Personnel perform a query for the Subscription Version (SV2).
	NPAC
	NPAC Personnel verify that the Subscription Version with LNP Type set to ‘POOL’ and status set to ‘active’ exists on the NPAC SMS.

	11.
	SP – Optional
	Service Provider Personnel perform a local query for the Subscription Version (SV2).
	SP
	1. On the SOA, verify that SV2 exists with an empty Failed SP List.

2. On the non-EDR LSMS, verify that SV2 exists with a status of ‘active’.

3. On the EDR LSMS, verify that SV2 does not exist, but that the respective Number Pool Block does exist.

	12.
	SP – Conditional
	Service Provider Personnel  perform an NPAC SMS query for the Subscription Version (SV2).
	SP
	Verify that SV2 exists with an LNP Type set to ‘POOL’, a status of ‘active’ and an empty Failed SP List on the NPAC SMS.

	13.
	NPAC
	NPAC Personnel perform a full audit for the Subscription Version resent during this test case.
	NPAC
	Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.


SV1 is the ‘active’ Subscription Version.

SV2 is the ‘failed’ Subscription Version with the Port-to-Original flag set to ‘TRUE’.

SV3 is the pool reinstatement Subscription Version with LNP Type set to ‘POOL’ that reinstates default routing to the Block Holder.

After a tunable amount of days, the Subscription Versions SV1 and SV2 are purged by the NPAC SMS housekeeping process.

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	6.2.15
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	O

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	NPAC OP GUI - NPAC Personnel create an Inter-Service Provider Subscription Version for the New Service Provider, where the currently active SV exists for another Service Provider, after the NPA-NXX-X Creation and prior to the NPA-NXX-X effective date – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	B.5.1.2 Subscription Version Create by the Initial SOA (New Service Provider)

	
	
	

	C.
	TIME ESTIMATE
	

	
	Estimated Execution Time:
	[15]
	Estimated Prerequisite Setup Time:
	[10]
	Estimated NPAC Setup Time:
	[10]
	Estimated SP Setup Time:
	[0]

	
	
	

	D.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that the NPA-NXX-X exists for the TN you are going to create a pending Inter-SP Subscription Version.

2. Verify that the effective date for the NPA-NXX-X is a future date.

3. Verify that there is a currently active subscription version that exists for the TN you are going to use in this test case.

	
	Prerequisite SP Setup:
	

	
	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	Using the NPAC OP GUI, NPAC Personnel, submit an Inter-SP New Create on behalf of the Code Holder for a TN that is within a 1K Block and has a currently active SV that belongs to another Service Provider, after the NPA-NXX-X Creation, but prior to NPA-NXX-X Effective Date.

NPAC Personnel must specify the following attributes:

· subscriptionTN

· subscriptionNewCurrentSP

· subscriptionOldSP

· subscriptionNewSP-DueDate (seconds set to zeros)

· subscriptionLNPType

· subscriptionPortToOriginal-SPSwitch

· subscriptionLRN

· subscriptionCLASS-DPC

· subscriptionCLASS-SSN

· subscriptionLIDB-DPC

· subscriptionLIDB-SSN

· subscriptionCNAM-DPC

· subscriptionCNAM-SSN

· subscriptionISVM-DPC

· subscriptionISVM-SSN

· subscriptionWSMSC-DPC - if supported by the Service Provider SOA

· subscriptionWSMSC-SSN - if supported by the Service Provider SOA

· subscriptionEndUserLocationValue

· subscriptionEndUserLocationType

· subscriptionBillingId
	NPAC
	NPAC SMS receives the SV Create Request and performs the following validations:

· Verify that each attribute specified is valid according to system requirements.

· Verify that the Old Service Provider ID is the same as the SPID of the currently active SV.

· Verify that the current date is prior to the NPA-NXX-X effective date.

	2.
	NPAC
	NPAC SMS issues an M-CREATE Request to itself to create the subscriptionVersionNPAC object (subscription version):

· The subscription version status is set to 'pending'.

· The subscriptionCreationTimeStamp, and subscriptionModifiedTimeStamp are set.
	NPAC
	NPAC SMS issues an M-CREATE Response to itself.

	3.
	NPAC
	NPAC SMS issues an M-EVENT-REPORT objectCreation to the Old Service Provider SOA including the following information:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionNewSP-DueDate

· subscriptionVersionStatus

indicating this subscription version has been created on the NPAC SMS.
	SP
	Old Service Provider SOA receives the M-EVENT-REPORT objectCreation from the NPAC SMS.

	4.
	SP
	Old Service Provider SOA sends an M-EVENT-REPORT Confirmation to the NPAC SMS.
	NPAC
	NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old Service Provider SOA.

	5.
	NPAC
	NPAC SMS issues an M-EVENT-REPORT objectCreation to the New Service Provider SOA including the following information:

· subscriptionTN

· subscriptionOldSP

· subscriptionNewCurrentSP

· subscriptionNewSP-CreationTimeStamp

· subscriptionNewSP-DueDate

· subscriptionVersionStatus

indicating this subscription version has been created on the NPAC SMS.
	SP
	New Service Provider SOA receives the M-EVENT-REPORT objectCreation from the NPAC SMS.

	6.
	SP
	New Service Provider SOA sends an M-EVENT-REPORT Confirmation to the NPAC SMS.
	NPAC
	NPAC SMS receives the M-EVENT-REPORT Confirmation from the New Service Provider SOA.

	7.
	NPAC
	NPAC Personnel perform a Subscription Version Query.
	NPAC
	NPAC Personnel verify that the Subscription Version exists on the NPAC SMS.

	8.
	SP – optional
	Service Provider Personnel perform a local query for the Subscription Version.
	SP
	1. On the SOA, verify that the Subscription Version exists with an empty Failed SP List.

2. On the non-EDR or the EDR LSMS, verify that the Subscription Version exists with a status of ‘active’.

	9.
	SP – conditional
	Service Provider Personnel perform an NPAC query for the Subscription Version.
	SP
	Verify that the Subscription Version exists with a status of ‘active’ and an empty Failed SP List on the NPAC SMS.

	10.
	NPAC
	NPAC Personnel perform a full audit for the Subscription Version activated during this test case.
	NPAC
	Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	6.2.16
	SUT Priority:
	SOA LTI
N/A

SOA

C

non-EDR LSMS
R

EDR LSMS
R



	
	Objective:
	SOA – Service Provider Personnel submit an Activate request for a ‘pending’, Inter-Service Provider, Port-to-Original Subscription Version, none of the LSMSs that are accepting downloads for that NPA-NXX respond resulting in a failure – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR5-68.1, RR5-68.2, RR5-68.3, RR5-68.4, RR5-69, RR5-70

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	3.1 Subscription Version Port-To-Original of a Ported Pooled TN Activation by SOA

3.1.1 Port-to-Original Activation by SOA of a Pooled TN

3.2 Subscription Version Create Port-To-Original of a Pool TN: Failure to All Local SMSs

3.2.1 Failure Broadcast of Port-To-Original Request

3.2.2 Updates to NPAC SMS after Failure of Port-To-Original Broadcast

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that all LSMSs are configured to accept downloads for this NPA-NXX.

2. Configure/connect all LSMSs to the NPAC SMS such that they will fail to successfully process the NPAC request.

	
	Prerequisite SP Setup:
	Verify that a ‘pending’ Port-to-Original Subscription Version exists for a Pooled, Ported TN, that can be activated.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Using the SOA, the Block Holder Service Provider Personnel submit an Inter-Service Provider, Port-To-Original Activate request to the NPAC SMS for a pooled TN that has been subsequently ported away.

2. The Service Provider SOA submits an M-ACTION Request subscriptionVersionActivate to the NPAC SMS lnpSubscription object to activate the ‘pending’ Subscription Version by specifying the subscription version ID, and subscription version TN.
	NPAC
	The NPAC SMS receives the M-ACTION Request from the SOA.

	2.
	NPAC
	The NPAC SMS issues an M-SET Request to itself to set the subscriptionVersionStatus for SV1 to 'sending' as well as set the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp to the current date and time.  (SV1 is the currently ‘active’ subscription version for this TN that exists on the NPAC SMS).
	NPAC
	The NPAC SMS receives the M-SET Request for SV1 and issues an M-SET Response for SV1 to itself.

	3.
	NPAC
	The NPAC SMS issues an M-SET Request to itself to set the subscriptionVersionStatus for SV2 to 'sending', as well as set the subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp to the current date and time.   (SV2 is the currently ‘pending’ subscription version for this TN that exists on the NPAC SMS).
	NPAC
	The NPAC SMS receives the M-SET Request for SV2 and issues an M-SET Response for SV2 to itself.

	4.
	NPAC
	1. The NPAC SMS issues an M-CREATE Request to itself in order to create a Subscription Version with LNP Type set to ‘POOL’ for the NPA-NXX-X Service Provider.

2. The NPAC SMS sets the subscriptionVersionStatus to 'sending' for this Subscription Version.  This Subscription Version is referred to as SV3.

3. The NPAC SMS also sets the subscriptionActivationTimeStamp, subscriptionCreationTimeStamp, subscriptionBroadcastTimeStamp and subscriptionModifiedTimeStamp to the current date and time for SV3.  All routing information is populated from the respective numberPoolBlock that exists on the NPAC SMS.
	NPAC
	The NPAC SMS receives the M-CREATE Request for SV3 and issues an M-CREATE Response for SV3 to itself.

	5.
	NPAC
	The NPAC SMS issues an M-ACTION Response subscriptionVersionActivate back to the Block Holder Service Provider (New Service Provider) SOA.
	SP
	The New Service Provider SOA receives the M-ACTION Response from the NPAC SMS.

	6.
	NPAC
	1. The NPAC SMS issues an M-DELETE Request subscriptionVersion SV1 to all EDR LSMSs in the region that are accepting downloads for this NPA-NXX.

2. At the same time as step 6.1, the NPAC SMS issues an M-CREATE Request subscriptionVersionSV3 to all non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.
	SP
	1. The NPAC SMS will wait for all responses (M-DELETE from respective EDR LSMSs or M-CREATE from respective non-EDR LSMSs) for a tunable amount of time and will retry (with an appropriate message based on the SP EDR Indicator) within the tunable amount of time.

2. All EDR LSMSs in the region that are accepting downloads for this NPA-NXX receive the M-DELETE request from the NPAC and either do not respond or issue an M-DELETE Error Response subscriptionVersion for SV1 back to the NPAC SMS.

3. All non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX receive the M-CREATE request from the NPAC SMS and either do not respond or issue an M-CREATE Error Response subscriptionVersion for SV3 back to the NPAC SMS.

	7.
	NPAC
	The NPAC SMS issues an M-SET Request for SV3 to itself to set the subscriptionVersionStatus to 'failed' as well as set the subscriptionModifiedTimeStamp to the current date and time for SV3.
	NPAC
	The NPAC SMS receives the M-SET Request for SV3 and issues an M-SET Response for SV3.

	8.
	NPAC
	The NPAC SMS issues an M-SET Request for SV1 to itself to set the subscriptionVersionStatus to 'active' as well as set the subscriptionModifiedTimeStamp to the current date and time for SV1.
	NPAC
	The NPAC SMS receives the M-SET Request for SV1 and issues an M-SET Response for SV1.

	9.
	NPAC
	The NPAC SMS issues an M-SET Request for SV2 to itself to set the subscriptionVersionStatus to 'failed' as well as update the subscriptionVersionFailedSP-List to contain all the LSMSs in the region that are accepting downloads for this NPA-NXX (all EDR and non-EDR LSMSs that failed to successfully respond to the NPAC requests) and set the subscriptionModifiedTimeStamp to the current date and time for SV2.
	NPAC
	The NPAC SMS receives the M-SET Request for SV2 and issues an M-SET Response for SV2.

	10.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the subscriptionVersionStatus to 'active' for SV1.
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORT for SV1 and issues an M-EVENT-REPORT Confirmation for SV1.

	11.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Old Service Provider SOA to set the subscriptionVersionStatus to 'failed' for SV2.
	SP
	The Old Service Provider SOA receives the M-EVENT-REPORT for SV2 and issues an M-EVENT-REPORT Confirmation for SV2.

	12.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the New Service Provider (Block Holder) SOA to set the subscriptionVersionStatus to 'failed' and update the subscriptionVersionFailedSP-List to contain all the LSMSs in the region that are accepting downloads for this NPA-NXX for SV2.
	SP
	The New Service Provider (Block Holder) SOA receives the M-EVENT-REPORT for SV2 and issues an M-EVENT-REPORT Confirmation for SV2.

	13.
	NPAC
	NPAC Personnel perform a query for the Subscription Version (SV2).
	NPAC
	NPAC Personnel verify that the Subscription Version with LNP Type set to ‘POOL’ and status set to ‘failed’ and a Failed SP List that contains all LSMSs in the region, exists on the NPAC SMS.

	14.
	SP – Optional
	Service Provider Personnel perform a local query for the Subscription Version (SV2).
	SP
	1. On the SOA, verify that SV2 exists with a Failed SP List that reflects the Service Providers that did not successfully process the Activate request for this Test Case.

2. On the successful non-EDR LSMS, verify that SV2 exists with a status of ‘active’.

3. On the successful EDR LSMS, verify that SV2 does not exist, but that the respective Number Pool Block does exist.

	15.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for the Subscription Version (SV2).
	SP
	Verify that  the Subscription Version with LNP Type set to ‘POOL’ has the status set to ‘failed’  on the NPAC SMS.


SV1 is the original ‘active’, pooled, ported Subscription Version.

SV2 is the ‘pending’ Subscription Version with the Port-to-Original flag set to ‘TRUE’.

SV3 is the pool reinstatement Subscription Version with LNP Type set to ‘POOL’, that reinstates default routing to the Block Holder.

6.9 [Section Place Holder Only]

6.10 [Section Place Holder Only]

6.11 Subscription Version Disconnect Test Cases:

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	6.5.1
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA - Service Provider Personnel submit a Subscription Version Immediate Disconnect request for a TN that is part of a 1K Block, where the Subscription Version LNP Type is set to ‘LISP’, after the Block existence – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-183, RR3-184, RR5-63, RR5-64, RR5-65, RR5-66, RR5-67.1, RR5-67.2, RR5-67.3

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	4.1.1 SOA Initiates Disconnect Request of Pooled TN

4.1.2 Successful Broadcast of Disconnect of Pooled TN After Block Activation

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	

	
	Prerequisite SP Setup:
	Verify that the TN to be used to disconnect is part of a 1K Block (a pooled TN) and currently has is an ‘active’ Subscription Version with LNP Type is set to ‘LISP’.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Using the SOA, the Current Service Provider Personnel submit a Subscription Version Immediate Disconnect Request to the NPAC SMS.  The request specifies either the Subscription Version ID, or Subscription Version TN.

2. The Current Service Provider SOA issues an M-ACTION Request subscriptionVersionDisconnect for SV1 to the NPAC SMS. (SV1 is the currently ‘active’ Subscription Version that will be disconnected.)
	NPAC
	The NPAC SMS receives the M-ACTION Request for SV1.

	2.
	NPAC
	The NPAC SMS issues an M-SET Request for SV1 to itself to set the subscriptionCustomerDisconnectDate according to the disconnect action for SV1.  The NPAC SMS sets the subscriptionVersionStatus for SV1 to 'sending' and updates the subscriptionModifiedTimeStamp and the subscriptionBroadcastTimeStamp to the current date and time. 
	NPAC
	The NPAC SMS receives the M-SET Request for SV1 and issues an M-SET Response for SV1 back to itself.

	3.
	NPAC
	The NPAC SMS issues an M-CREATE Request for SV2 to itself and populates the default routing information from the numberPoolBlock object.  The subscriptionVersionStatus for SV2 is set to 'sending'.
	NPAC 
	The NPAC SMS receives the M-CREATE for SV2 and issues an M-CREATE Response for SV2 to itself.

	4.
	NPAC
	The NPAC SMS issues an M-ACTION Response to the Current Service Provider SOA.
	SP
	The Current Service Provider SOA receives the M-ACTION Response for SV1 from the NPAC SMS. 

	5.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionDonorSP-CustomerDisconnectDate on SV1 to the Block Holder SOA. 
	SP
	The Block Holder SOA receives the M-EVENT-REPORT for SV1 and issues an M-EVENT-REPORT Confirmation for SV1 back to the NPAC SMS.

	6.
	NPAC
	1. The NPAC SMS issues an M-DELETE Request for SV1 to all EDR LSMSs in the region that are accepting downloads for this NPA-NXX.

2. The NPAC SMS issues an M-CREATE Request for SV2 to all non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.
	SP
	1. All EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-DELETE Request for SV1 from the NPAC SMS and issue an M-DELETE Response for SV1 back to the NPAC SMS.  These LSMSs will then proceed to process the delete for this Subscription Version and reinstate the default routing information contained in the respective numberPoolBlock object.

2. All non-EDR LSMSs that are accepting downloads for this NPA-NXX receive the M-CREATE Request for SV2 from the NPAC SMS and issue an M-CREATE Response for SV2 back to the NPAC SMS.

	7.
	NPAC
	The NPAC SMS issues an M-SET Request for SV2 to itself to set the subscriptionVersionStatus to 'active' for SV2 and set the subscriptionModifiedTimeStamp and subscriptionActivateBroadcastSuccessTimeStamp (on the first successful non-EDR LSMS response) to the current date and time.
	NPAC
	The NPAC SMS receives the M-SET Request for SV2 and issues an M-SET Response for SV2 to itself.

	8.
	NPAC
	The NPAC SMS issues an M-SET Request for SV1 to itself to set the subscriptionVersionStatus to 'old' for SV1 and set the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp to the current date and time.
	NPAC
	The NPAC SMS receives the M-SET Request for SV1 and issues an M-SET Response for SV1 to itself.

	9.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Current Service Provider SOA to update the subscriptionVersionStatus for SV1 to 'old'.
	SP
	The Current Service Provider SOA receives the M-EVENT-REPORT and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	10.
	NPAC
	NPAC Personnel perform a query for the Subscription Version.
	NPAC
	NPAC Personnel verify that an ‘active’ Subscription Version with LNP Type set to ‘POOL’ and an empty Failed SP List exists on the NPAC SMS.

	11.
	SP – Optional
	Service Provider Personnel perform a local query for the Subscription Version.
	SP
	1. On the Block Holder SOA, verify that a Subscription Version with LNP Type ‘POOL’ exists with an empty Failed SP List.

2. On the non-EDR LSMS, verify that a Subscription Version with LNP Type ‘POOL’ exists.

3. On the EDR LSMS, verify that the Subscription Version exists as part of the 1K Block.

	12.
	SP – Conditional
	Service Provider Personnel perform an NPAC SMS query for the Subscription Version.
	SP
	1. From the Block Holder SOA, verify that a Subscription Version with LNP Type ‘POOL’ exists with an empty Failed SP List on the NPAC SMS.

2. From the non-EDR LSMS, verify that a Subscription Version with LNP Type ‘POOL’ exists on the NPAC SMS

3. From the EDR LSMS, verify that the Subscription Version exists as part of the 1K Block on the NPAC SMS.

	13.
	NPAC
	NPAC Personnel perform a full audit for the Subscription Version disconnected during this test case.
	NPAC
	Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	6.5.2
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA - Service Provider Personnel submit a Subscription Version Deferred Disconnect request for a TN that is part of a 1K Block, where the Subscription Version LNP Type is set to ‘LSPP’, after the Block existence, and the NPAC SMS disconnects upon scheduled date and time - Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR3-183, RR3-184, RR5-63, RR5-64, RR5-65, RR5-66, RR5-67.1, RR5-67.2, RR5-67.3

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	4.2 Subscription Version Disconnect With Effective Release

4.1.2 Successful Broadcast of Disconnect of Pooled TN After Block Activation.

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	

	
	Prerequisite SP Setup:
	Verify that the TN to be used to disconnect is part of a 1K Block (a pooled TN) and currently has an ‘active’ Subscription Version with LNP Type is set to ‘LSPP’.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Using the SOA, current Service Provider Personnel submit a Subscription Version Deferred Disconnect Request (a disconnect request with an Effective Release Date specified) to the NPAC SMS.
The request specifies either the Subscription Version ID, or the Subscription Version TN and also has future dated the subscriptionEffectiveReleaseDate and the subscriptionCustomerDisconnectDate.

2. The Current Service Provider SOA issues an M-ACTION Request subscriptionVersionDisconnect on SV1 to the NPAC SMS.
SV1 is the currently ‘active’ Subscription Version that will be disconnected.
	NPAC
	The NPAC SMS receives the M-ACTION Request from the Current Service Provider SOA and determines the request is valid.

	2.
	NPAC
	1. The NPAC SMS issues an M-SET Request for SV1 to itself to set the subscriptionVersionStatus to 'disconnect-pending', update the subscription EffectiveReleaseDate and subscriptionCustomerDisconnectDate as specified by the request.

2. The NPAC SMS sets the subscriptionModifiedTimeStamp for SV1 to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response to itself.

	3.
	NPAC
	The NPAC SMS issues an M-ACTION Response to the Current Service Provider SOA.
	SP
	The Current Service Provider SOA receives the M-ACTION Response from the NPAC SMS.

	4.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Current Service Provider SOA for SV1 to set the subscriptionVersionStatus to 'disconnect-pending' for SV1.
	SP
	The Current Service Provider SOA issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	5.
	NPAC 
	The NPAC SMS issues an M-EVENT-REPORT DonorDisconnectDate back to the Block Holder SOA.
	SP
	The Block Holder SOA receives the M-EVENT-REPORT from the NPAC SMS.

	6.
	NPAC
	When the subscriptionEffectiveReleaseDate arrives, the NPAC SMS:

1. Issues an M-DELETE Request for SV1 to all EDR LSMSs in the region that are accepting downloads for this NPA-NXX.

2. Issues an M-CREATE Request for SV2 to all non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.  (SV2 is the pool reinstatement Subscription Version with LNP Type equal to POOL that reinstates the default routing back to the Block Holder).
	SP
	1. All EDR LSMSs in the region that are accepting downloads for this NPA-NXX, receive the M-DELETE Request from the NPAC SMS and issue an M-DELETE Response back to the NPAC SMS.  The EDR LSMSs then process the delete request on the local system.

2. All non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX, receive the M-CREATE Request from the NPAC SMS and issue an M-CREATE Response back to the NPAC SMS.

	7.
	NPAC
	The NPAC SMS issues an M-SET Request for SV2 to itself to set the subscriptionVersionStatus to 'active' and set the subscriptionVersionModifiedTimeStamp to the current date and time and the subscriptionActivateBroadcastSuccessTimeStamp (on the first successful LSMS response).
	NPAC
	The NPAC SMS issues an M-SET Response for SV2 to itself.

	8.
	NPAC
	The NPAC SMS issues an M-SET Request for SV1 to itself and updates the subscriptionVersionStatus to 'old' and set the subscriptionVersionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response for SV1 to itself.

	9.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange for SV1 to the Current Service Provider SOA to set the Subscription Version Status to 'old'.
	SP
	The Current Service Provider SOA receives the M-EVENT-REPORT for SV1 and issues an M-EVENT-REPORT Confirmation for SV1 back to the NPAC SMS.

	10.
	NPAC
	NPAC Personnel perform a query for the Subscription Version.
	NPAC
	NPAC Personnel verify that an ‘active’ Subscription Version with LNP Type set to ‘POOL’ and an empty Failed SP List exists on the NPAC SMS.

	11.
	SP – Optional
	Service Provider Personnel perform a local query for the Subscription Version.
	SP
	1. On the Block Holder SOA, verify that a Subscription Version with LNP Type ‘POOL’ exists with an empty Failed SP List.

2. On the non-EDR LSMS, verify that a Subscription Version with LNP Type ‘POOL’ exists.

3. On the EDR LSMS, verify that the Subscription Version exists as part of the 1K Block.

	12.
	SP – Conditional
	Service Provider Personnel  perform an NPAC SMS query for the Subscription Version.
	SP
	1. From the Block Holder SOA, verify that a Subscription Version with LNP Type ‘POOL’ exists with an empty Failed SP List on the NPAC SMS.

2. From the non-EDR LSMS, verify that a Subscription Version with LNP Type ‘POOL’ exists on the NPAC SMS

3. From the EDR LSMS, verify that the Subscription Version exists as part of the 1K Block on the NPAC SMS.

	13.
	NPAC
	NPAC Personnel perform a full audit for the Subscription Version disconnected during this test case.
	NPAC
	4. Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	6.5.3
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA - Service Provider Personnel submit a Subscription Version Deferred Disconnect request for a TN that is part of a 1K Block, one or more of the LSMSs that are accepting downloads for that NPA-NXX do not respond resulting in a partial failure – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR5-69

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	4.2 Subscription Version Disconnect with Effective Release Date

4.4 Subscription Version Disconnect of a Ported Pooled TN: Partial Failure to Local SMS

4.4.1 Subscription Version Disconnect of a Ported Pooled TN: Partial Failure to Local SMS

4.4.2 Subscription Version Disconnect of a Ported Pooled TN Partial Failure Broadcast NPAC SMS Updates

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that at least 4 LSMSs are connected to the NPAC SMS (2 EDR and 2 non-EDR).

2. Configure all of them so that they should receive downloads for this NPA-NXX.

3. Verify that one EDR and one non-EDR will not successfully process the disconnect request.

	
	Prerequisite SP Setup:
	Verify that a ported, pooled Subscription Version exists that can be disconnected.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Using the SOA, Service Provider Personnel submit a Subscription Version Deferred Disconnect request on behalf of the Current Service Provider to the NPAC SMS.

2. The SOA issues an M-ACTION Request subscriptionVersionDisconnect for SV1 to the NPAC SMS.
	NPAC
	The NPAC SMS receives the Subscription Version Deferred Disconnect M-ACTION Request from the Current Service Provider SOA.

	2. 
	NPAC
	The NPAC SMS issues an M-SET Request for SV1 to itself to set the subscriptionCustomerDisconnectDate according to the disconnect action.  The NPAC SMS also sets the subscriptionVersionStatus for SV1 to 'sending' and updates the subscriptionModifiedTimeStamp and the subscriptionEffectiveReleaseTimeStamp accordingly.
	NPAC
	The NPAC SMS issues an M-SET Response for SV1 to itself.

	3.
	NPAC 
	The NPAC SMS issues an M-ACTION Response subscriptionVersionDisconnect for SV1 to the Current Service Provider SOA.
	SP
	The Current Service Provider SOA receives the Subscription Version Deferred Disconnect M-ACTION Response from the NPAC SMS.

	4.
	NPAC 
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Current Service Provider SOA to set the subscriptionVersionStatus to ‘disconnect-pending’.
	SP
	The Current Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	5.
	NPAC 
	The NPAC SMS issues an M-EVENT-REPORT DonorDisconnectDate back to the Block Holder SOA.
	SP
	The Block Holder SOA receives the M-EVENT-REPORT from the NPAC SMS.

	6.
	NPAC
	When the subscriptionEffectiveReleaseDate arrives, the NPAC SMS:

1. Issues an M-DELETE Request for SV1 to all EDR LSMSs in the region that are accepting downloads for this NPA-NXX.

2. Issues an M-CREATE Request for SV2 to all non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.  (SV2 is the pool reinstatement Subscription Version with LNP Type equal to POOL that reinstates the default routing back to the Block Holder).
	SP/NPAC
	1. All EDR LSMSs in the region that are accepting downloads for this NPA-NXX receives the Subscription Version Delete Request (M-DELETE Request) for SV1.

2. All non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX receives a Subscription Version Create Request (M-CREATE Request) for SV2.

3. The NPAC SMS waits for response from all LSMSs accepting downloads for this NPA-NXX.

4. At least one of the EDR LSMSs issue a Subscription Version Delete Response (M-DELETE Response) for SV1 back to the NPAC SMS as well at least one of the non-EDR LSMSs issue a Subscription Version Create Response (M-CREATE Response) for SV2 back to the NPAC SMS.

5. The NPAC SMS retries any LSMS (M-DELETE SV1 to EDR LSMSs, or an M-CREATE SV2 to non-EDR LSMSs) if they have not responded within a tunable amount of time.

6. At least one of the EDR and one of the non-EDR LSMSs in the region DO NOT respond with a successful message (all LSMSs have failed the requests).

	7.
	NPAC
	The NPAC SMS issues an M-SET Request to itself for SV2 to set the subscriptionVersionStatus to 'partial failure', and set the subscriptionModifiedTimeStamp to the current date and time (upon first successful LSMS Response).
	NPAC
	The NPAC SMS receives the M-SET Request and issues an M-SET Response to itself for SV2.

	8.
	NPAC
	The NPAC SMS issues an M-SET Request to itself for SV1 to set the subscriptionVersionStatus to 'old', and update the subscriptionVersionFailedSP-List with the SPID and name of the LSMSs that failed the requests and set the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp to the current date and time. (The Service Providers listed in the FailedSP-List should those that failed SV1 and SV2.)
	NPAC
	The NPAC SMS issues an M-SET Response to itself for SV1.

	9.
	NPAC 
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Current Service Provider SOA or SOA LTI to set the subscriptionVersionStatus to 'old' along with the failedSP-List for SV1.
	SP
	The Current Service Provider SOA or SOA LTI receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	10.
	NPAC
	NPAC Personnel perform a query for the Subscription Version.
	NPAC
	NPAC Personnel verify that a Subscription Version with a status of ‘partial failure’ and a Failed SP List that reflects all Service Providers that did not successfully respond to the request exists on the NPAC SMS.

	11.
	SP – Optional
	Service Provider Personnel perform a local query for the Subscription Version.
	SP
	1. On the Block Holder SOA, verify that a Subscription Version with a status of ‘partial failure’ exists with a Failed SP List that reflects all Service Providers that did not successfully respond to the request.

2. On the successful non-EDR LSMS, verify that a Subscription Version with LNP Type ‘POOL’ exists.

3. On the successful EDR LSMS, verify that the Subscription Version exists as part of the 1K Block.

	12.
	SP – Conditional
	Service Provider Personnel  perform an NPAC SMS query for the Subscription Version.
	SP
	1. From the Block Holder SOA, verify that SV1 exists with a Failed SP List that reflects all Service Providers that did not successfully respond to the request on the NPAC SMS and the status of the Subscription Version is ‘old.’

2.    From the non-EDR LSMS, verify that SV2 exists on the NPAC SMS with a status of ‘‘partial failure’ and LNP Type ‘POOL’.

3.    From the EDR LSMS, verify that SV2 exists on the NPAC SMS with a status of ‘partial failure.’


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	6.5.5
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	O

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	NPAC OP GUI - NPAC Personnel resend a ‘partial failure’ disconnect request and all LSMSs respond – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR5-80, RR5-81.1, RR5-81.2

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	4.7 Subscription Version Disconnect of a Ported Pooled TN: Resend Partial Failure to Local SMS

4.7.1 NPAC SMS Initiates Resend of a Partial failure Disconnect of a Ported Pooled TN

4.7.2 Subscription Version Disconnect Resend Partial Failure Broadcast NPAC SMS Updates

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that a ported, pooled Subscription Version that partially failed a disconnect request exists.

2. Verify that at least 4 LSMSs are connected to the NPAC SMS (2 EDR and 2 non-EDR – and 1 EDR should be the one listed in the Failed SP List for this Subscription Version).

3. Configure the one discrepant EDR LSMS in order to receive downloads for this NPA-NXX.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	1. Using the NPAC OP GUI, NPAC Personnel resend a partial failure disconnect for a ported, pooled Subscription Version.

2. The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself to set the Subscription Version status for SV1 to ‘sending’ and update the subscriptionModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response back to itself.

	2. 
	NPAC
	The NPAC SMS issues an M-SET Request subscriptionVersionNPAC to itself to set the Subscription Version status for SV2 to ‘sending’ and update the subscriptionModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response back to itself.

	3.
	NPAC
	The NPAC SMS issues an M-DELETE Request for SV1 to the one EDR LSMS that was in the FailedSP-List (previously failed the disconnect request).
	SP
	1. The one discrepant EDR LSMS in the region that is accepting downloads for this NPA-NXX receives the Subscription Version Delete Request (M-DELETE Request) for SV1.

2. The one discrepant EDR LSMSs in the region responds with a successful message.

	4.
	NPAC
	The NPAC SMS issues an M-SET Request to itself to update the status of SV2 to ‘active’ and set the subscriptionModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response back to itself.

	5.
	NPAC
	The NPAC SMS issues an M-SET Request to itself to update the status of SV1 to ‘old’ and set the subscriptionModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS issues an M-SET Response back to itself.

	6.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Current Service Provider SOA to set the status of SV1 to ‘old’.
	SP
	The Current Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	7.
	NPAC
	NPAC Personnel perform a query for the Subscription Version.
	NPAC
	NPAC Personnel verify that an ‘active’ Subscription Version with LNP Type set to ‘POOL’ exists on the NPAC SMS.

	8.
	SP – Optional
	Service Provider Personnel perform a local query for the Subscription Version.
	SP
	1. On the Block Holder SOA, verify that a Subscription Version with LNP Type ‘POOL’ exists with an empty Failed SP List.

2. On the non-EDR LSMS, verify that a Subscription Version with LNP Type ‘POOL’ exists.

3. On the EDR LSMS, verify that the Subscription Version exists as part of the 1K Block.

	9.
	SP – Conditional
	Service Provider Personnel  perform an NPAC SMS query for the Subscription Version.
	SP
	1. From the Block Holder SOA, verify that a Subscription Version with LNP Type ‘POOL’ exists with an empty Failed SP List on the NPAC SMS.

2. From the non-EDR LSMS, verify that a Subscription Version with LNP Type ‘POOL’ exists on the NPAC SMS

3. From the EDR LSMS, verify that the Subscription Version exists as part of the 1K Block on the NPAC SMS.

	10.
	NPAC
	NPAC Personnel perform a full audit for the Subscription Version resent during this test case.
	NPAC
	Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	6.5.6
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:
	SOA - Service Provider Personnel submit a Subscription Version Immediate Disconnect request for a TN that is part of a 1K Block, after the Block Activation Date, none of the LSMSs that are accepting downloads for that NPA-NXX respond resulting in a failure – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR5-69

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	4.1  Subscription Version Immediate Disconnect After the Activation of the Number Pool Block

4.1.1 SOA Initiates Successful Disconnect Request of Ported Pooled TN

4.3 Subscription Version Disconnect After Block Activation: Failure to Local SMS

4.3.1 Subscription Version Disconnect NPAC SMS Failure Broadcast to Local SMS

4.3.2 Subscription Version Disconnect Broadcast Failure NPAC SMS Updates

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	Verify that the LSMSs that are configured to accept downloads for this NPA-NXX, will not successfully process the disconnect request.

	
	Prerequisite SP Setup:
	Verify that a ported, pooled Subscription Version exists that can be disconnected.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Using the SOA, Service Provider Personnel submit a Subscription Version Immediate Disconnect request on behalf of the Current Service Provider to the NPAC SMS.

2. The SOA issues an M-ACTION Request subscriptionVersionDisconnect for SV1 to the NPAC SMS.
	NPAC
	The NPAC SMS receives the Subscription Version Immediate Disconnect M-ACTION Request from the Current Service Provider SOA.

	2. 
	NPAC
	The NPAC SMS issues an M-SET Request for SV1 to itself to set the subscriptionCustomerDisconnectDate according to the disconnect action.  The NPAC SMS also sets the subscriptionVersionStatus for SV1 to 'sending' and updates the subscriptionModifiedTimeStamp and the subscriptionBroadcastTimeStamp accordingly.
	NPAC
	The NPAC SMS issues an M-SET Response for SV1 to itself.

	3.
	NPAC
	The NPAC SMS issues an M-CREATE Request for SV2 to itself and populates the default routing information from the numberPoolBlock object.  The subscriptionVersionStatus for SV2 is set to 'sending'.
	NPAC 
	The NPAC SMS receives the M-CREATE for SV2 and issues an M-CREATE Response for SV2 to itself.

	4.
	NPAC 
	The NPAC SMS issues an M-ACTION Response for SV1 to the Current Service Provider SOA.
	SP
	The Current Service Provider SOA receives the Subscription Version Immediate Disconnect M-ACTION Response from the NPAC SMS.

	5.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionDonorSP-CustomerDisconnectDate on SV1 to the Block Holder SOA.
	SP
	The Block Holder SOA receives the M-EVENT-REPORT for SV1 and issues an M-EVENT-REPORT Confirmation for SV1 back to the NPAC SMS.

	6.
	NPAC
	1. The NPAC SMS issues an M-DELETE Request for SV1 to all EDR LSMSs in the region that are accepting downloads for this NPA-NXX.

2. The NPAC SMS issues an M-CREATE Request for SV2 to all non-EDR LSMSs in the region that are accepting downloads for this NPA-NXX.
	SP
	1. All EDR LSMSs that are accepting downloads for this NPA-NXX receive the Subscription Version Delete Request (M-DELETE Request) for SV1.

2. All non-EDR LSMSs that are accepting downloads for this NPA-NXX receive a Subscription Version Create Request (M-CREATE Request) for SV2.

3. The NPAC SMS waits for a response from all LSMSs accepting downloads for this NPA-NXX.

4. The NPAC SMS retries any LSMS (M-DELETE SV1 to EDR LSMSs, or an M-CREATE SV2 to non-EDR LSMSs) if they have not responded within a tunable amount of time.

5. None of the LSMSs in the region respond with a successful message (all LSMSs have failed the requests).

	7.
	NPAC
	The NPAC SMS issues an M-SET Request to itself for SV2 to set the subscriptionVersionStatus to 'failed', and set the subscriptionModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS receives the M-SET Request and issues an M-SET Response to itself for SV2.

	8.
	NPAC
	The NPAC SMS issues an M-SET Request to itself for SV1 to set the subscriptionVersionStatus to 'active', and update the subscriptionVersionFailedSP-List with the SPID and name of all the LSMSs that failed the requests and set the subscriptionModifiedTimeStamp to the current date and time.
	NPAC
	The NPAC SMS receives the M-SET Request and issues an M-SET Response to itself for SV1.

	9.
	NPAC 
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Current Service Provider SOA to set the subscriptionVersionStatus to 'active' for SV1, along with the failedSP-List for SV1.
	SP
	The Current Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	10.
	NPAC
	NPAC Personnel perform a query for the Subscription Version.
	NPAC
	NPAC Personnel verify that a Subscription Version with a status of ‘failed’ and a Failed SP List that reflects all Service Providers that reflects all Service Providers that did not successfully respond to the request exists on the NPAC SMS.

	11.
	SP – Optional
	Service Provider Personnel perform a local query for the Subscription Version.
	SP
	1. On the Block Holder SOA, verify that a Subscription Version with a status of ‘partial failure’ exists with a Failed SP List that reflects all Service Providers that did not successfully respond to the request.

2. On the successful non-EDR LSMS, verify that a Subscription Version with LNP Type ‘POOL’ exists.

3. On the successful EDR LSMS, verify that the Subscription Version exists as part of the 1K Block.

	12.
	SP – Conditional
	Service Provider Personnel  perform an NPAC SMS query for the Subscription Version.
	SP
	1. From the Block Holder SOA, verify that a Subscription Version with LNP Type ‘POOL’ exists a Failed SP List that reflects all Service Providers that did not successfully respond to the request on the NPAC SMS.

2. From the non-EDR LSMS, verify that a Subscription Version with a status of ‘active’ and LNP Type ‘POOL’ exists on the NPAC SMS

3. From the EDR LSMS, verify that the Subscription Version exists as part of the 1K Block on the NPAC SMS.


6.12 Resynchronization

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	8.1
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	N/A

	
	
	
	
	non-EDR LSMS
	N/A

	
	
	
	
	EDR LSMS
	C

	
	Objective:


	LSMS - Service Provider Personnel for an EDR LSMS submit a resynchronization request for Network Data, Block Data, SV Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s NPAC Customer LSMS NPA-NXX-X Indicator set to TRUE.  – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR6-78, RR6-77, RR6-75, RR6-74, RR6-73, RR6-45, RR6-46, RR6-47, RR6-48, RR6-49, RR3-120, RR6-64, RR6-65, RR6-68, RR6-69, RR6-71, RR6-72

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	5.1 Sequencing of Events on Initialization/Resynchronization of EDR Local SMS

	
	
	


Test case procedures incorporated into test case 187-1 from Release 3.2.

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	8.2
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	N/A

	
	
	
	
	non-EDR LSMS
	C

	
	
	
	
	EDR LSMS
	N/A

	
	Objective:


	LSMS - Service Provider Personnel for a non-EDR LSMS submit a resynchronization request for Network Data, Block Data, SV Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s NPAC Customer LSMS NPA-NXX-X Indicator set to TRUE.  – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR6-78, RR6-77, RR6-76, RR6-74, RR6-45, RR6-46, RR6-47, RR6-48, RR6-49, RR3-121, RR6-68, RR6-69

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	5.2 Sequencing of Events on Initialization/Resynchronization of Non-EDR Local SMS

	
	
	


Test case procedures incorporated into test case 187-1 from Release 3.2.

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	8.3
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	N/A

	
	
	
	
	EDR LSMS
	N/A

	
	Objective:


	SOA - Service Provider Personnel submit a resynchronization request for Network Data and Notification Data by time range, over the SOA to NPAC SMS Interface, with the Service Provider’s NPAC Customer SOA NPA-NXX-X Indicator set to TRUE. - Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR6-50, RR6-51, RR6-52, RR6-53, RR6-54

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	5.3  Sequencing of Events on Initialization/Resynchronization of SOA

	
	
	


Test case procedures incorporated into test case 187-4 from Release 3.2.

6.13 Audit Test Cases:

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	9.1
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA - Service Provider Personnel initiate a full audit for a single TN, with LNP Type = POOL, for all Service Providers, no discrepancies exist. - Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR8-6, RR8-11, RR8-12, RR8-14

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	6.1.1 SOA Creates and NPAC SMS Starts Audit

6.1.2 NPAC Performs Audit Comparisons

6.1.3 NPAC SMS Reports Audit Results

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that there are both EDR and non-EDR systems accepting downloads for the NPA-NXX of the TN being audited.

2. Verify that there are not any discrepancies between the NPAC SMS and the LSMSs for the TN being audited.

3. Verify that the TN being audited is part of a Number Pool Block and is of LNP Type 'POOL'.

4. Verify that one system (either EDR or non-EDR) has a filter for the NPA-NXX of the TN being audited.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Using their SOA system, Service Provider Personnel submit a full Audit request (specifying all Subscription Version attributes for audit) for a single TN of LNP Type ‘POOL’ to the NPAC SMS for all Service Providers in the region.

2. The SOA issues an M-CREATE Request subscriptionAudit to the NPAC SMS specifying the following attributes:

· subscriptionAuditName - the English Audit Name

· subscriptionAuditRequestingSP - the service provider requesting the audit

· subscriptionAuditServiceProvIDRange - specifying all service providers for audit

· subscriptionAuditAttributeList - specifying all Subscription Version attributes to be audited
	NPAC
	The NPAC SMS receives the M-CREATE Request subscriptionAudit from the Service Provider SOA and determines the request is valid.

	2.
	NPAC
	The NPAC SMS creates the audit request object on the local database and issues an M-CREATE Response back to the Service Provider SOA that originated the audit request.
	SP
	The Service Provider SOA receives the M-CREATE Response subscriptionAudit from the NPAC SMS.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Service Provider SOA that originated the Audit Request indicating the subscriptionAudit creation.
	SP
	The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT confirmation back to the NPAC SMS. 

	4.
	NPAC
	1. The NPAC SMS determines that this TN is within a 1K Block and begins the Audit to all Service Providers for the specified TN.

2. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion to the accepting non-EDR LSMSs in the region to retrieve the subscription data for audit processing. 
	NPAC
	The accepting non-EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS and return the specified Subscription Version object in an M-GET Response subscriptionVersion to the NPAC SMS.

	5.
	NPAC
	The NPAC SMS issues an M-GET Request numberPoolBlock to all accepting EDR LSMSs in the region to retrieve respective block information for audit processing.
	SP
	The accepting EDR LSMSs in the region receive the M-GET Request numberPoolBlock from the NPAC SMS and return the specified Number Pool Block object in an M-GET Response numberPoolBlock to the NPAC SMS.

	6.
	NPAC
	The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion to all accepting EDR LSMSs in the region to retrieve subscription data for audit processing.
	SP
	The accepting EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS.  The EDR LSMSs do not locate a respective Subscription Version with LNP Type of 'POOL' and issue an M-GET Response subscriptionVersion message back to the NPAC SMS specifying an empty set (no TNs). 

	7.
	NPAC
	The NPAC SMS performs object comparisons.  
	NPAC
	The NPAC SMS completes the comparisons and no discrepancies are found.

	8.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionAuditResults to the Service Provider SOA that originated the Audit Request.
	SP
	The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	9.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectDeletion for the subscriptionAuditObject to the Service Provider SOA that originated the Audit Request.
	SP
	The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	10.
	NPAC
	The NPAC SMS issues an M-DELETE Request for the subscriptionAudit object to itself.
	NPAC
	The NPAC SMS deletes the audit object from its local database and issues an M-DELETE Response to itself indicating the audit object was successfully deleted.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	9.2
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	N/A

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	NPAC OP GUI - NPAC Personnel initiate a full audit for a single TN, with LNP Type = POOL, for all Service Providers, discrepancies exist. - Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR8-6, RR8-7, RR8-8, RR8-9, RR8-10, RR8-11, RR8-13, RR8-14, RR8-15, RR8-16

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	6.1.2 NPAC Performs Audit Comparisons

6.1.3 NPAC SMS Reports Audit Results

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that there are both EDR and non-EDR systems accepting downloads for the NPA-NXX of the TN being audited.

2. Verify that the TN being audited is part of a Number Pool Block and is of LNP Type 'POOL'.

3. Create the following discrepancies for the TN being audited:

· A discrepancy for some of the GTT data between the Subscription Version on the NPAC SMS and one of the non-EDR LSMSs.

· A discrepancy where one of the EDR LSMSs does not have the respective Number Pool Block in its database.  This Number Pool Block should have the SOA Origination set to 'TRUE' and should have a status of ‘partial failure’ with a Failed SP List entry.

· A discrepancy where one of the non-EDR LSMSs does not have the Subscription Version in its database

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC
	Using the NPAC OP GUI, NPAC Personnel submit a full Audit request (specifying all Subscription Version attributes for audit) for a single TN of LNP Type 'POOL' to the NPAC SMS for all Service Providers in the region.
	NPAC
	The NPAC SMS receives the Audit Request from the NPAC Personnel, and determines the request is valid.

	2.
	NPAC
	1. The NPAC SMS determines that this TN is within a 1K Block and begins the Audit to all Service Providers for the specified TN.

2. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion to the non-EDR LSMSs in the region to retrieve the subscription data for audit processing.

3. The NPAC SMS issues an M-GET Request numberPoolBlock to all EDR LSMSs in the region to retrieve respective Number Pool Block information for audit processing.

4. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion to all EDR LSMSs in the region to retrieve subscription data for audit processing.
	SP
	1. All but one of the non-EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS and return the specified Subscription Version object in an M-GET Response subscriptionVersion to the NPAC SMS.

2. One of the non-EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS and DO NOT return the specified Subscription Version object in an M-GET Response subscriptionVersion to the NPAC SMS.

3. All but one of the EDR LSMSs in the region receive the M-GET Request numberPoolBlock from the NPAC SMS and return the specified Number Pool Block object in an M-GET Response numberPoolBlock to the NPAC SMS.

4. One of the EDR LSMSs in the region receive the M-GET Request numberPoolBlock from the NPAC SMS and DO NOT return the specified Block object in an M-GET Response numberPoolBlock to the NPAC SMS.

5. The EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS.  The EDR LSMSs do not locate a respective Subscription Version with LNP Type of  'POOL' and issue an M-GET Response subscriptionVersion message back to the NPAC SMS specifying an empty set (no TNs).

	3.
	NPAC
	The NPAC SMS performs object comparisons.
	
	The NPAC SMS completes the comparisons and finds the following discrepancies:

· The GTT data for the Subscription Version on the NPAC SMS and one of the non-EDR LSMSs is discrepant.

· One of the EDR LSMSs does not have the respective Number Pool Block in its database.

· One of the non-EDR LSMSs does not have the respective Subscription Version in its database.

	4.
	NPAC
	The NPAC SMS issues an M-SET Request subscriptionVersion to update the GTT attribute to equal the value on the NPAC SMS version of the Subscription Version to the discrepant, non-EDR LSMS system.
	SP
	The discrepant non-EDR LSMS receives the M-SET Request from the NPAC SMS, updates the Subscription Version appropriately and issues an M-SET Response back to the NPAC SMS.

	5.
	NPAC
	The NPAC SMS issues an M-CREATE Request numberPoolBlock to the discrepant EDR LSMS system.
	SP
	The discrepant EDR LSMS receives the M-CREATE Request from the NPAC SMS, and creates the respective Number Pool Block appropriately and issues an M-CREATE Response back to the NPAC SMS.

	6.
	NPAC
	The NPAC SMS issues an M-CREATE Request subscriptionVersion to the non-EDR LSMS that was missing the Subscription Version.
	SP
	The discrepant non-EDR LSMS receives the M-CREATE Request from the NPAC SMS, creates the Subscription Version and issues an M-CREATE Response back to the NPAC SMS.

	7.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange for the Number Pool Block and set the Number Pool Block status to 'active' and update the subscriptionFailedSP-List to exclude the Service Provider LSMSs that were corrected to the Block Holder SOA.
	SP
	The Block Holder SOA receives the M-EVENT-REPORT for the Number Pool Block, from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	8.
	NPAC
	The NPAC SMS issues an M-DELETE Request for the subscriptionAudit object to itself.
	NPAC
	The NPAC SMS deletes the audit object from its local database and issues an M-DELETE Response to itself indicating the audit object was successfully deleted.

	9.
	NPAC 
	NPAC Personnel perform a query for the audit discrepancy report.
	NPAC
	Verify the audit discrepancy report exists.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	9.3
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA - Service Provider Personnel initiate a full audit for a range of TNs with LNP Type = POOL, LISP and LSPP for all Service Providers, no discrepancies exist. - Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR8-6, RR8-11, RR8-12, RR8-14

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	6.1.1 SOA Creates and NPAC SMS Starts Audit

6.1.2 NPAC Performs Audit Comparisons

6.1.3 NPAC SMS Reports Audit Results

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that there are both EDR and non-EDR systems accepting downloads for the NPA-NXX of the TNs being audited.

2. Verify that the range of TNs to be audited have LNP Types of ‘POOL’ (part of a Number Pool Block) and ‘LISP’ and/or ‘LSPP’ (outside of a Number Pool Block).  

3. Verify that there are not any discrepancies between the NPAC SMS and the LSMSs for the TNs being audited.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Using their SOA system, Service Provider Personnel submit a full Audit request (specifying all Subscription Version attributes for audit) for a range of TNs with LNP Types of  'POOL', 'LISP' and/or 'LSPP' to the NPAC SMS for all Service Providers in the region. The TN Range specified should include TNs that are included in a Number Pool Block, as well as TNs that are not part of a Number Pool Block.

2. The SOA issues an M-CREATE Request subscriptionAudit to the NPAC SMS specifying the following attributes:

· subscriptionAuditName - the English Audit Name

· subscriptionAuditRequestingSP - the service provider requesting the audit

· subscriptionAuditServiceProvIDRange - specifying all service providers for audit

· subscriptionAuditAttributeList - specifying all Subscription Version attributes to be audited
	NPAC
	The NPAC SMS receives the M-CREATE Request subscriptionAudit from the Service Provider SOA and determines the request is valid.

	2.
	NPAC
	The NPAC SMS creates the audit request object on the local database, and issues an M-CREATE Response back to the Service Provider SOA that originated the audit request.
	SP
	The Service Provider SOA receives the M-CREATE Response subscriptionAudit from the NPAC SMS.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Service Provider SOA that originated the Audit Request indicating the subscriptionAudit creation.
	SP
	The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT confirmation back to the NPAC SMS. 

	4.
	NPAC
	1. The NPAC SMS determines that some of these TNs are within a 1K Block and begins the Audit to all Service Providers for the specified TNs.

2. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion for all TNs in the range specified by the Audit Request to the non-EDR LSMSs in the region to retrieve the subscription data for audit processing.

3. The NPAC SMS issues an M-GET Request numberPoolBlock to all EDR LSMSs in the region to retrieve the respective Number Pool Block for audit processing. This request will specify only the Number Pool Blocks that intersect with the TN range specified in the Audit request.

4. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion for all TNs in the range specified by the Audit Request to all EDR LSMSs in the region to retrieve subscription data for audit processing.
	SP
	1. The non-EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS and return the specified Subscription Version objects in an M-GET Response subscriptionVersion to the NPAC SMS.

2. The EDR LSMSs in the region receive the M-GET Request numberPoolBlock from the NPAC SMS and return the specified Number Pool Block object in an M-GET Response numberPoolBlock to the NPAC SMS.

3. The EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS.  The EDR LSMSs and return the specified Subscription Version objects in an M-GET Response subscriptionVersion message back to the NPAC SMS. The EDR LSMSs do not locate Subscription Version objects for Subscription Versions with LNP Type equal to 'POOL'.

	5.
	NPAC
	The NPAC SMS performs object comparisons.  
	NPAC
	The NPAC SMS completes the comparisons and no discrepancies are found.

	6.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionAuditResults to the Service Provider SOA that originated the Audit Request.
	SP
	The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	7.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectDeletion for the subscriptionAuditObject to the Service Provider SOA that originated the Audit Request.
	SP
	The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	8.
	NPAC
	The NPAC SMS issues an M-DELETE Request for the subscriptionAudit object to itself.
	NPAC
	The NPAC SMS deletes the audit object from its local database and issues an M-DELETE Response to itself indicating the audit object was successfully deleted.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	9.4
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA – Service Provider Personnel initiate a full audit for a range TNs, with LNP Type = POOL, LISP, and LSPP, for all Service Providers, discrepancies exist. - Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR8-6, RR8-7, RR8-8, RR8-9, RR8-10, RR8-11, RR8-13, RR8-14, RR8-15, RR8-16, RR8-17

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	6.2 NPAC SMS Audit Create

6.2.1 NPAC SMS Creates and Starts Audit

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Verify that there are both EDR and non-EDR systems accepting downloads for the NPA-NXX of the TNs being audited.

2. Verify that within the range of TNs being audited some are part of a Number Pool Block and some are outside of a Number Pool Block.

3. Create the following discrepancies:

· A discrepancy for some of the GTT data between a Subscription Version of LNP Type, 'POOL' and one of the non-EDR LSMSs.

· A discrepancy for some of the GTT data between a Subscription Version of LNP Type, 'LSPP' and one of the EDR LSMSs.

· A discrepancy where one of the EDR LSMSs does not have the respective Number Pool Block in their database.  This Number Pool Block has the SOA ORIGINATION set to 'FALSE' and the status currently is ‘partial failure’ with a Failed SP-List.

· A discrepancy for some of the GTT data between the Subscription Version on the NPAC SMS and the GTT data in the Number Pool Block object on one of the non-EDR LSMSs.  This Number Pool Block has the SOA Origination set to ‘TRUE’ and the status is currently ‘active’ with a Failed SP-List.

· A discrepancy where one of the EDR LSMSs has a Block that has been de-pooled.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Using their SOA system, Service Provider Personnel submit a full Audit request (specifying all Subscription Version attributes for audit) for a range of TNs (some with LNP Type equal to 'POOL', some with LNP Type of either 'LISP' or 'LSPP'.  Specify the smallest TN Range possible to include the 3 LNP Types.  DO NOT specify the entire TN Range for the Number Pool Block.

2. The SOA issues an M-CREATE Request subscriptionAudit to the NPAC SMS specifying the following attributes:

· subscriptionAuditName - the English Audit Name

· subscriptionAuditRequestingSP - the service provider requesting the audit

· subscriptionAuditServiceProvIDRange - specifying all service providers for audit

· subscriptionAuditAttributeList - specifying all Subscription Version attributes to be audited
	NPAC
	The NPAC SMS receives the M-CREATE Request subscriptionAudit from the Service Provider SOA and determines the request is valid.

	2.
	NPAC
	The NPAC SMS creates the audit request object on the local database, and issues an M-CREATE Response back to the Service Provider SOA that originated the audit request.
	SP
	The Service Provider SOA receives the M-CREATE Response subscriptionAudit from the NPAC SMS.

	3.
	NPAC
	1. The NPAC SMS determines that some of these TNs are within a 1K Block and begins the Audit to all Service Providers for the specified TNs.

2. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion for all TNs in the range specified by the Audit Request to the non-EDR LSMSs in the region to retrieve the subscription data for audit processing.

3. The NPAC SMS issues an M-GET Request numberPoolBlock to all EDR LSMSs in the region to retrieve the respective Number Pool Block for audit processing. This request will specify only the Number Pool Blocks that intersect with the TN range specified in the Audit request.

4. The NPAC SMS issues an M-GET Request (scoped and filtered) subscriptionVersion for all TNs in the range specified by the Audit Request to all EDR LSMSs in the region to retrieve subscription data for audit processing.
	SP
	1. The non-EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS and return the specified Subscription Version objects in an M-GET Response subscriptionVersion to the NPAC SMS.

2. The EDR LSMSs in the region receive the M-GET Request numberPoolBlock from the NPAC SMS and return the specified Number Pool Block object in an M-GET Response numberPoolBlock to the NPAC SMS.

3. The EDR LSMSs in the region receive the M-GET Request subscriptionVersion from the NPAC SMS.  The EDR LSMSs and return the specified Subscription Version objects in an M-GET Response subscriptionVersion message back to the NPAC SMS.
The EDR LSMSs do not locate Subscription Version objects for Subscription Versions with LNP Type equal to 'POOL'.

	4.
	NPAC
	The NPAC SMS performs object comparisons.
	NPAC
	The NPAC SMS finds the following discrepancies:

· A discrepancy for some of the GTT data between a Subscription Version of LNP Type, 'POOL' and one of the non-EDR LSMSs.

· A discrepancy for some of the GTT data between a Subscription Version of LNP Type, 'LSPP' and one of the EDR LSMSs.

· A discrepancy where one of the EDR LSMSs does not have the respective Number Pool Block in their database.  This Number Pool Block has the SOA ORIGINATION set to 'FALSE'.

· A discrepancy for some of the GTT data between the Subscription Version on the NPAC SMS and the GTT data in the Number Pool Block object on one of the non-EDR LSMSs.

	5.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionAuditDiscrepancyRpt to the Service Provider SOA that originated the Audit Request for each discrepancy found. 
	SP
	The Service Provider SOA receives the subscriptionAuditDiscrepancyRpt M-EVENT-REPORTs and issues an M-EVENT-REPORT Confirmations back to the NPAC SMS.

	6.
	NPAC
	The NPAC SMS issues an M-SET Request subscriptionVersion to update the GTT attribute to equal the value on the NPAC SMS version of the Subscription Version to the discrepant non-EDR LSMS system.
	SP
	The discrepant non-EDR LSMS receives the M-SET Request from the NPAC SMS, updates the Subscription Version appropriately and issues an M-SET Response back to the NPAC SMS.

	7.
	NPAC
	The NPAC SMS issues an M-SET Request subscriptionVersion to update the GTT attribute to equal the value on the NPAC SMS version of the Subscription Version to the discrepant EDR LSMS system.
	SP 
	The discrepant EDR LSMS receives the M-SET Request from the NPAC SMS, updates the Subscription Version appropriately and issues an M-SET Response back to the NAPC SMS.

	8.
	NPAC
	The NPAC SMS issues an M-CREATE Request numberPoolBlock to the discrepant EDR LSMS system.
	SP
	The discrepant EDR LSMS receives the M-CREATE Request from the NPAC SMS, and creates the respective Number Pool Block appropriately and issues an M-CREATE Response back to the NPAC SMS.

	9.
	NPAC
	The NPAC SMS issues an M-SET Request numberPoolBlock to the discrepant EDR LSMS system.
	SP
	The discrepant EDR LSMS receives the M-SET Request from the NPAC SMS, and updates the Number Pool Block appropriately and issues an M-SET Response back to the NPAC SMS.

	10.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange to the Service Provider who owns the Subscription Version referred to in step 7 to set the subscriptionVersionStatus to 'active' and update the subscriptionFailedSP-List.
	SP
	The Current Service Provider SOA for the Subscription Version referred to in step 7 receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	11.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT subscriptionVersionAttributeValueChange to the Service Provider who owns the Subscription Version referred to in step 7 above to set the subscriptionVersionStatus to 'active' and update the subscriptionFailedSP-List.
	SP
	The Current Service Provider SOA for the Subscription Version referred to in step 7, receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	12.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange to the Block Holder SOA for the Number Pool Block referred to in step 8 and updates the Number Pool Block status to 'active' and updates the subscriptionFailedSP-List.
	SP
	The Block Holder SOA receives the M-EVENT-REPORT for the Number Pool Block referred to in step 8 from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	13.
	NPAC
	The NPAC SMS issues an M-DELETE Request for the subscriptionAudit object to itself.
	NPAC
	The NPAC SMS deletes the audit object from its local database and issues an M-DELETE Response to itself indicating the audit object was successfully deleted.

	14.
	NPAC 
	NPAC Personnel perform a query for the audit discrepancy report.
	NPAC
	Verify the audit discrepancy report exists.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	9.5
	SUT Priority:
	SOA LTI
	N/A

	
	
	
	
	SOA
	C

	
	
	
	
	non-EDR LSMS
	R

	
	
	
	
	EDR LSMS
	R

	
	Objective:


	SOA - Service Provider Personnel initiate a full audit based on TN range for all Service Providers, (a Number Pool Block indicated by the TN Range entry has a status of ‘sending’) - no discrepancies exist -- Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 109

	
	NANC FRS Version Number:
	3.0.0
	Relevant Requirement(s):
	RR8-18

	
	NANC IIS Version Number:
	3.0.0
	Relevant Flow(s):
	6.1.1 SOA Creates and NPAC SMS Starts Audit

6.1.3 NPAC SMS Reports Audit Results

	
	
	

	D.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1. Just prior to the SOA initiating this audit,  create a block in a ‘sending’ status.  The Audit should be performed on the same TN range as this Number Pool Block create.

2. Verify that there are both EDR and non-EDR systems accepting downloads for the NPA-NXX of the TN being audited.

3. Verify that the range of TNs being audited is part of a Number Pool Block and contains Subscription Versions of LNP Type 'POOL'.

4. Verify that there are not any discrepancies between the NPAC SMS and the LSMSs for the TNs being audited.

	
	Prerequisite SP Setup:
	

	
	
	

	E.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1. Using their SOA system, Service Provider Personnel submit a Audit request (specifying at least one Subscription Version attribute for audit) for a range of TNs and an Activation Timestamp to the NPAC SMS for all Service Providers in the region.

2. The SOA issues an M-CREATE Request subscriptionAudit to the NPAC SMS specifying the following attributes:

· subscriptionAuditName - the English Audit Name

· subscriptionAuditRequestingSP - the service provider requesting the audit

· subscriptionAuditServiceProvIDRange - specifying all service providers for audit

· subscriptionAuditAttributeList - specifying all Subscription Version attributes to be audited
	NPAC
	The NPAC SMS receives the M-CREATE Request subscriptionAudit from the Service Provider SOA and determines the request is valid.

	2.
	NPAC
	The NPAC SMS creates the audit request object on the local database, and issues an M-CREATE Response back to the Service Provider SOA that originated the audit request.
	SP
	The Service Provider SOA receives the M-CREATE Response subscriptionAudit from the NPAC SMS.

	3.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectCreation to the Service Provider SOA that originated the Audit Request indicating the subscriptionAudit creation.
	SP
	The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT confirmation back to the NPAC SMS. 

	4.
	NPAC
	1. The NPAC SMS determines that the TN Range is for a 1K Block and that this block has a status of ‘sending’.

2. The NPAC SMS issues an M-EVENT-REPORT subscriptionAuditResults to the Service Provider SOA that initiated the Audit Request, indicating no discrepancies were found.
	SP
	The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC.

	5.
	NPAC
	The NPAC SMS issues an M-EVENT-REPORT objectDeletion to the Service Provider SOA that initiated the Audit Request.
	SP
	The Service Provider SOA receives the M-EVENT-REPORT from the NPAC SMS and issues an M-EVENT-REPORT Confirmation back to the NPAC.

	6.
	NPAC
	The NPAC SMS issues an M-DELETE Request subscriptionAudit to itself to delete the subscriptionAudit object from the local database.
	NPAC
	The NPAC SMS receives the M-DELETE and issues an M-DELETE Response to itself.


7. Group Turn Up Test Scenarios related to NPAC Release 3.1.

This section contains all test cases written for group Service Provider Turn Up testing of Release 3.1.X of the NPAC software.  

From the NPAC SMS Release 3.1 Turn Up Test Plan, Version 1.2 November 20, 2001.

7.1 Performance Testing related to NPAC Release 3.1

The following section comes from the “NPAC Release 3.1 Performance and Volume Test Plan, FINAL, Version 1.1” dated October 15, 2001.

7.1.1 Purpose

The purpose of this document is to provide a guideline for the performance and volume testing of the NPAC SMS Release 3.1.  This performance and volume testing effort is specific for the NPAC SMS Release 3.1 and is different from the performance testing that Service Providers have performed in a group testing environment in the past.  This performance and volume testing is designed to specifically test the SOA-NPAC Interface issues that surfaced with the deployment of NPAC SMS Release 3.0 in the Northeast region.  The improved performance of NPAC SMS Release 3.0 and the faster hardware platform that this software is running on is resulting in transactions being processed for broadcast to the industry quicker than the SOA-NPAC Interface can transmit them.  During peak periods the interface cannot support the volumes of notifications that the NPAC SMS is generating, thus there is a long delay in notification delivery that results in operational issues.  At the current time it is the ILEC that is primarily affected by this problem because the ILEC receives the largest volume of SOA notifications but the problem has the potential of affecting any Service Provider.

NPAC SMS Release 3.1 is being developed as a short-term solution to the problem described above.  The testing described in this test plan will actually focus on the functionality that is contained in Change Order NANC 179, one of the five change orders incorporated into the NPAC SMS Release 3.1.  Change Order NANC 179 is perceived as being the key to alleviating throughput problems since the implementation of this change order in both the NPAC SMS and the Service Provider SOAs will result in fewer messages being sent over the interface.

7.1.2 Test Plan Approach

The SOA Throughput Analysis that was presented to the LNPA WG during its June 2001 meeting was used to help develop the activities that are necessary for this performance and volume testing.  The SOA Throughput Analysis was based on notification and request messages that were sent over the SOA-NPAC interface in a 24 hour period, 4/24/01 00:00 UTC – 4/23/01 23:59 UTC.  The data collected and analyzed indicated that, for the ILEC, there were two peak periods in the 24-hour period and that each lasted approximately two hours.  Activities in the remaining 20 hours of the analysis period was fairly low and for the most part, within the SOA-NPAC interfaces specifications.  For this performance and volume testing it was concluded that a volume of activity sufficient to generate in excess of 5000 messages to a particular SOA would be needed to recreate the SOA-NPAC Interface problem.

7.1.3 Testing Approach

The performance and volume testing will be performed in a group-testing environment using this test plan.  Service Providers will be assigned to work in pairs, one as the Old Service Provider and the other as the New Service Provider.  The Service Providers will work together for the complete testing cycle.  In the pairing of Service Providers, it is preferable that at least one Service Provider in the pair has a system that supports the new NPAC SMS Release 3.1 features and functionality.  Also one of the Service Providers needs to be able to create, modify, and activate subscription versions in ranges.  It is suggested that only two pairs of Service Providers perform this testing simultaneously.

All phases of this testing will be in the NPAC SMS Release 3.1 test environment.  The testing activities will first be executed with the Release 3.1 features and functionality turned OFF in the Service Provider SOAs and in their Service Provider Profile on the NPAC SMS.  The purpose of this is to recreate the problem being experienced in the Northeast production environment where NPAC SMS Release 3.0 has been deployed.  The testing activities will be executed a second time with the Release 3.1 features and functionality in the Service Provider SOAs and in their Service Provider Profile on the NPAC SMS turned ON.  The improvements seen in the second round of testing are the improvements that a Service Provider should expect in the production environment utilizing the Release 3.1 features and functionality.
Service Providers will submit large ranges of TNs (1000 at a time) when submitting requests to the NPAC SMS in order to generate large volumes of notifications.  If a Service Provider’s SOA system prevents them from submitting range requests to the NPAC SMS it has to be recognized that this Service Provider may not be able to build the notification queue necessary for this testing.  To build their queue, they will have to depend on notifications being sent to them as a result of activities involving them being generated by another Service Provider.  Also, if they can only enter their data into their SOA system on a single TN basis they may have to spend some time off hours doing setup so as to not impede testing.

A certain amount of planning and coordination will need to be done by the NPAC test engineer and all involved Service Providers in order to pair the participating Service Providers and prepare the data required.  Once test execution begins all activities need to be completed as efficiently and quickly as possible.  To that end, some of the activities that need to be done in advance consist of, but are not limited to:

1.  The NPAC test engineer needs to be identified in advance of the testing start date and this person needs to take the lead role in the testing preparations.  Some of the tasks that the NPAC test engineer needs to do in advance of the testing start date are:

a)  analyze the activities to be performed and determine the data and setup that is required for these activities

b)  ensure that the Service Provider pair assignments are made based on Service Provider system functionality (at least one Service Provider in the pair has a system that supports the new NPAC SMS Release 3.1 features and functionality and at least one of the Service Provider in the pair is able to create, modify, and activate subscription versions in ranges

c)  assign testing days for each group of 2 pairs of Service Providers

d)  ensure accurate set up of Service Provider’s Profile on the NPAC SMS

e)  ensure advance set up of the appropriate NPA-NXXs and LRNs
 by the respective Service Providers

f)  ensure SVs exist in the appropriate state for each pair of Service Providers for each run of the testing activities:

-     5000 “pending” subscription versions to be used for the ‘modify pending’ activities listed in item 3 of the Testing Activities section (both Service Providers have done their creates)

-     5000 “pending” subscription versions that are ready for activation listed in item 4 of the Testing Activities section. (either both T1 & T2 timers have expired or the Old Service Provider has concurred)

Note:  This is the prerequisite data setup required for each run of testing activities for items 3 and 4 listed in the Testing Activities section.  See the testing activities to determine the total set up required.
g)  an LSMS is available for successful activation of subscription versions

h)  appropriate filters have been set for the activation of the subscription versions

i)  ensure that Service Provider test engineers understand their roles in the testing activities, what testing scenarios will be executed, and in what order

j)  ensure that there is adequate NPAC support to monitor queues, logs, etc.

2.  Service Provider test engineers need to verify that they have the prerequisite test data in their system before the test run begins.

3.  Service Provider test engineers need to understand their role in the activities and be available for the complete testing period.

7.1.4 Test Execution

After all the testing prerequisites referenced in the Testing Approach section have been completed the Service Provider pairs should commence testing.  Ideally there will be three runs of the testing activities, divided into two parts.  Part one will be a trial run where each of the 4 activities listed below are executed sequentially.  Part two will consist of two runs, one with the 4 activities executed concurrently and a second with the same 4 activities executed concurrently but with the Service Provider roles reversed.  All activities should be executed as quickly as possible.  These three runs of the testing activities are to be executed using the NPAC Release 3.1 software with the Release 3.1 features and functionality turned OFF in the Service Providers’ SOAs to obtain baseline information and again using the NPAC Release 3.1 software with the Release 3.1 features and functionality turned ON in the Service Providers’ SOAs to measure the improvements.  There will be a total of six runs.  The following table lists the testing runs:

	
	Release 3.1 Features & Functionality

	
	OFF
	ON

	Both Service Providers participating
	Trial Run – Testing Activities executed sequentially
	Trial Run – Testing Activities executed sequentially

	SP A = New SP

SP B = Old SP
	Run Two
	Run Two

	SP A = Old SP

SP B = New SP

(Roles reversed)
	Run Three
	Run Three


During the baseline testing it is expected that overload may become apparent and/or aborts occur.  Overload is defined as the Service Provider SOA system waiting excessive amounts of time (more than 30 minutes) to receive a notification that is associated with a previously submitted request from the NPAC SMS.  An example would be waiting more than 30 minutes for an M-EVENT REPORT subscriptionVersionStatusAttributeValueChange notification associated with a subscription version create.  A SOA system abort could be the result of a CMIP departure time in excess of 5 minutes or not responding to a message within the retry timer tunable parameter (1 X 15 minutes) due to an overload condition.

7.1.5 Testing Activities

The testing activity needs to be of sufficient volume to ensure that requests will be queued at the NPAC SMS, waiting to be transmitted over the SOA-NPAC Interface when none of the NPAC SMS Release 3.1 features and functionality are being utilized by the Service Provider SOAs.  During the performance of all testing activities, NPAC SMS queues will need to be monitored to ensure that the size of the queues expand and contract according to the activity that is taking place.  Service Providers need to monitor their systems and note average response times or excessive waits for responses as well as issues/problems with congestion resulting from the volume of messages being transmitted.

The following activities are to be performed by each pair of Service Providers.  

1.
5000 New Service Provider Creates, submitted as 5 ranges of 1000 TNs each, if possible, otherwise submitted in the most efficient, fastest manner possible.

2.
5000 Old Service Providers Creates on the same TNs as used in Item 1, submitted as 5 ranges of 1000 TNs each, if possible, otherwise submitted in the most efficient, fastest manner possible. 

3.
Modification of 5000 existing “pending” subscription versions (the subscription versions created in Item 1 f, first bullet, of the Testing Approach section).  Each Service Provider (Old and New) should modify half of the subscription versions (2500 each).  They should each submit the modify requests as 2 ranges of 1000 and 1 range of 500, if possible, otherwise submitted in the most efficient, fastest manner possible.

4.
Activation of 5000 existing “pending” subscription versions (the subscription versions created in Item 1 f, second bullet, of the Testing Approach section), submitted as 5 ranges of 1000 TNs each, if possible, otherwise submitted in the most efficient, fastest manner possible.

7.1.6 Test Results Evaluation

Evaluation of the test results will primarily be a measurement of processing time of all testing activities.  This processing time will start when the Service Providers commence sending their requests to the NPAC SMS and end when they receive all responses from the NPAC SMS.  NPAC has tools that it can use to monitor queues and report times.  In addition to the NPAC tools, Service Providers should monitor their systems for response times, errors, congestion, and aborts.  It is expected that a Service Provider using a SOA system that has implemented the Release 3.1 features and functionality would see a significant improvement in overall end-to-end processing over the Release 3.1 baseline without the use of the Release 3.1 features and functionality.

It is anticipated that at some point during the baseline testing, using NPAC Release 3.1 software with the Release 3.1 features and functionality turned OFF in the Service Providers’ SOAs, overload and/or aborts will occur.  The point at which this becomes apparent during the baseline testing should be recorded with details.  If a Service Provider’s SOA system experiences overload or aborts during the trial run (the testing activities are being executed sequentially), using NPAC Release 3.1 software with the Release 3.1 features and functionality turned OFF, testing can be terminated for this phase.  A Service Provider that is in production, porting small volumes of TNs and not experiencing overload and/or aborts, but has it happen during this phase of the testing should be aware that it is expected behavior.

It is expected that during the phase two testing, using NPAC Release 3.1 software with the Release 3.1 features and functionality turned ON in the Service Provider’s SOA, considerable improvement will be seen over the Release 3.1 baseline without the use of the Release 3.1 features and functionality.

7.2 Functional Group Test Cases related to NPAC release 3.1

The group testing for the NPAC Release 3.1 software will be conducted slightly different than for previous releases. It is the desire of the service providers to emulate what actually happens in production.  Each service provider will execute the test cases that follow individually but all service providers will execute them simultaneously unless otherwise indicated. Each service provider will proceed through the test cases as quickly as possible. The objective is to have a lot of different activities happening at the same time.  Service Providers should have their Service Provider Profile flags set to production values.

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	7.1
	SUT Priority:
	SOA 
	R

	
	
	
	
	LSMS
	N/A

	
	Objective:


	SOA - Old SP Personnel create a range of Inter-Service Provider subscription versions. Their Customer TN Range Notification Indicator is set to the value they will use in production. New SP does not submit their create request. Initial and Final Concurrence Windows Expire. – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 179

	
	NANC FRS Version Number:
	3.1.0
	Relevant Requirement(s):
	RR3-237, RR3-239, RR5-113, RR5-115, 

R4-8

	
	NANC IIS Version Number:
	3.1.0
	Relevant Flow(s):
	B.5.1.1, B.5.1.6.4, B.5.1.6.5

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1.  Verify that the NPAC Customer No New SP Concurrence Notification Indicator is set to production value for the Service Providers under test.

2.  Verify that the Customer TN Range Notification Indicator is set to production value for the Service Providers under test.

3.  Verify that the SOA Notification Priority tunable parameters are set to production values for the Service Providers under test.

	
	Prerequisite SP Setup:
	

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1.  Using the SOA, Old SP Personnel submit an Inter-Service Provider subscription version Create request to the NPAC for a range of at least three consecutive TNs.

2.  The SOA sends an M-ACTION subscriptionVersionOldSP-Create to the NPAC for the range of TNs they wish to create. 
	NPAC
	NPAC SMS receives the M-ACTION subscriptionVersionOldSP-Create request from the Old SP SOA and verifies that each attribute specified is valid according to system requirements.



	2.
	NPAC
	NPAC SMS issues an M-CREATE Request subscriptionVersionNPAC to itself for each TN in the range to create the respective subscription versions on the NPAC SMS.
	NPAC
	NPAC SMS receives each M-CREATE Request subscriptionVersionNPAC for each TN in the range and issues an M-CREATE Response subscriptionVersionNPAC to itself for each TN to set the subscription versions status to ‘pending’ and set the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp to the current date and time for each subscription version.

	3.
	NPAC
	NPAC SMS issues an M-ACTION subscriptionVersionOldSP-Create Response to the Old SP SOA indicating the subscription versions were successfully created.
	SP
	Old SP SOA receives the M-ACTION subscriptionVersionOldSP-Create Response from the NPAC SMS indicating the subscription versions were successfully created, the status is ‘pending’ and the subscriptionModifiedTimeStamp and subscriptionCreationTimeStamp were set appropriately.

	4
	NPAC
	NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.

-  If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation notification for the range of 3 TNs.

-  If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation notification for each TN in the range.
	SP
	Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS.

	5
	SP
	Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.
	NPAC
	NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.

	6
	NPAC
	NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.

-  If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeObjectCreation notification for the range of 3 TNs.

-  If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT objectCreation notification for each TN in the range.
	SP
	New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.

	7.
	SP
	New SP SOA issues an M-EVENT-REPORT Confirmation indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.
	NPAC
	NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.

	8.
	NPAC
	NPAC Personnel perform a query for the range of subscription versions created in this test case.
	NPAC
	The subscription versions exist with a status of ‘pending’.

	9.
	SP – Optional
	Via their SOA, Old SP Personnel perform a local query for the subscription versions created during this test case.
	SP
	The subscription versions exist with a status of ‘pending’.

	10.
	SP – Conditional
	Old SP Personnel perform an NPAC SMS query for the subscription versions created during this test case.
	SP
	The subscription versions exist with a status of ‘pending’ on the NPAC SMS.

	11.
	NPAC
	NPAC SMS waits for concurrence from the New SP for the range of TNs the Old SP created.
	SP
	New SP SOA does not respond to the create request and the Service Provider Concurrence Window tunable expires.

	12.
	NPAC
	Once the Initial Concurrence Window has expired, the NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.

-  If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeNew SP-CreateRequest notification for the range of TNs. 

-  If the setting is FALSE the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionNewSP-CreateRequest notification for each TN in the range. 
	SP
	New SP SOA receives the M-EVENT-REPORT(s) from the NPAC SMS.

	13.
	SP
	New SP SOA issues M-EVENT-REPORT Confirmation(s) to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.
	NPAC
	NPAC SMS receives the M-EVENT-REPORT Confirmation(s) from the New SP SOA.

	14.
	NPAC
	NPAC SMS waits for concurrence from the New SP for the range of TN’s the Old SP created.
	SP
	New SP SOA does not respond to the create request and the Final Concurrence Window expires.

	15.
	NPAC
	Once the Final Concurrence Window has expired, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeNewSP-FinalCreateWindowExpiration to the Old SP SOA according to their Final Create Window Expiration Notification. Indicator.

If the setting is TRUE, they will receive the notification.

If the setting is FALSE, no notification is sent. 
	SP
	Old SP SOA receives the M-EVENT-REPORT subscriptionVersionRangeNewSP- FinalCreateWindowExpiration notification from the NPAC SMS according to their Final Create Window Expiration Notification Indicator.

	16.
	SP
	Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.
	NPAC
	NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA.

	17.
	NPAC
	-  If the Final Create Window Expiration Notification Indicator is set to TRUE, NPAC SMS issues and M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.

-  If the setting is TRUE, the NPAC SMS issues a subscriptionVersionRangeNewSP-FinalCreateWindowExpiration notification for the range of TNs.

-  If the setting is FALSE, NPAC SMS issues a subscriptionVersionNewSP-FinalCreateWindowExpiration notification for each TN in the range.  

-  If the Final Create Window Expiration Notification Indicator is set to FALSE, the NPAC SMS does not send the notification to the New SP SOA.
	SP
	New SP SOA receives the M-EVENT-REPORT(s) from the NPAC SMS according to the setting of their Final Create Window Expiration Notification Indicator. 

	18.
	SP
	New SP SOA issues M-EVENT-REPORT Confirmation(s) to the NPAC SMS indicating it successfully received the M-EVENT-REPORT from the NPAC SMS.
	NPAC
	NPAC SMS receives the M-EVENT-REPORT Confirmation(s) from the New SP SOA.

	19.
	NPAC
	NPAC Personnel perform a query for the range of subscription versions created in this test case.
	NPAC
	The subscription versions exist with a status of ‘pending’.

	20.
	SP – Optional
	Via their SOA, Old SP Personnel perform a local query for the subscription versions created during this test case.
	SP
	The subscription versions exist with a status of ‘pending’.

	21.
	SP – Conditional
	Old SP Personnel perform an NPAC SMS query for the subscription versions created during this test case.
	SP
	The subscription versions exist with a status of ‘pending’ on the NPAC SMS.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	7.2
	SUT Priority:
	SOA 
	C

	
	
	
	
	LSMS
	N/A

	
	Objective:


	SOA – Service Provider Personnel activate a range of 1000 Inter-Service Provider subscription versions. Their Customer TN Range Notification Indicator is set to production value. In the pre-requisite create process the range is submitted as two smaller ranges, each with unique DPC/SSN data but the TNs used in the ranges are contiguous and the SVIDs assigned by the NPAC SMS are contiguous. The activate request is submitted as one range. At least one LSMS does not respond to the activate request, resulting in a partial failure. The re-send is successful. – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 179

	
	NANC FRS Version Number:
	3.1.0
	Relevant Requirement(s):
	RR5-113, RR5-116, RR6-81

	
	NANC IIS Version Number:
	3.1.0
	Relevant Flow(s):
	B.5.1.5, B.5.1.6

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1.  Verify that the NPAC Customer No New SP Concurrence Notification Indicator is set to production value for the Service Providers under test.

2.  Verify that the New SP Customer TN Range Notification Indicator is set to TRUE for the Service Providers under test.

3.  Verify that the SOA Notification Priority tunable parameters are set production values for the Service Providers under test.

4.  Verify that 1000 consecutive subscription versions exist with a status of ‘pending’ for the New SP under test.  The first 500 TNs should have one set of DPC/SSN data and the second set of TNs should have another unique set of DPC/SSN data.  The SVIDs should be consecutive for all 1000 TNs.

5.  Verify that ‘active’ subscription versions do not currently exist for the range of 1000 TNs to be used in this Test Case.

6.  Verify that the Old SP has concurred or the Concurrence Window for receiving the Old SP Create for the subscription versions to be activated during this test case has expired.

7.  Verify that that Due Date has been reached for activating these subscription versions.

8.  Verify that system setup and filters are set such that at least one LSMS in the region does not respond to the activate request.

	
	Prerequisite SP Setup:
	1.  Create one range of 500 Inter-Service Provider subscription versions using consecutive non-ported TNs, with one set of DPC/SSN data.

2.  Immediately create another range of 500 Inter-Service Provider subscription versions using the next 500 consecutive non-ported TNs with another unique set of DPC/SSN data.  For example, create 1000-1499 with one set of DPC/SSN data and then 1500-1999 with another set of DPC/SSN data.

3.  Verify that the SVIDs are consecutive for the full 1000 TNs.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1.  Using the SOA, New SP Personnel submit a request to the NPAC SMS to activate a range of 1000 Inter-Service Provider subscription versions.  Specify the range of 1000 consecutive TNs described in the prerequisites above.

2.  The SOA issues an M-ACTION subscriptionVersionActivate Request to the NPAC SMS and specifies the range of TNs.
	NPAC
	NPAC SMS receives the M-ACTION Request from the New SP SOA. 

	2.
	NPAC
	NPAC SMS locates the respective subscription versions and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘sending’ and set the subscriptionVersionActivationTimeStamp and subscriptionModifiedTimeStamp to the current date and time for each TN in the request.
	NPAC
	NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.

	3.
	NPAC
	NPAC SMS issues an M-ACTION Response to the New SP SOA.
	SP
	New SP SOA receives the M-ACTION Response from the NPAC SMS.

	4.
	NPAC
	NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘sending’ and set the subscriptionBroadcastTimeStamp to the current date and time for all TNs in the range.
	NPAC
	NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.

	5.
	NPAC
	NPAC SMS issues two M-CREATE Requests subscriptionVersion to all LSMSs in the region accepting downloads for this NPA-NXX.

One M-CREATE Request is sent for the first 500 TNs with one set of DPC/SSN data and another M-CREATE Request is sent for the next range of 500 TNs with a different set of DPC/SSN data.
	SP
	1.  All LSMSs in the region accepting downloads for this NPA-NXX receive the M-CREATE Requests.

2.  At least one LSMS in the region issue respective M-CREATE Responses to the NPAC SMS.  One for the first 500 TNs and one set of DPC/SSN data and one for the second set of 500 TNs and another set of DPC/SSN data.

3.  At least one LSMS does not respond to the NPAC SMS.

	6.
	NPAC
	NPAC SMS issues M-EVENT-REPORTs to the Old SP SOA based on their Customer TN Range Notification Indicator.

-  If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the first set of 500 TNs and a second M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the second set of 500 TNs indicating that the subscription versions status is ‘partial-failed’ and the Failed SP-List contains a list of the LSMSs that did not respond to the activate request.

-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification for each TN in the range of 1000 that the subscription version status is ‘partial-failed’ and the Failed SP-List contains a list of the LSMSs that did not respond to the activate request.
	SP
	Old SP SOA receives the M-EVENT-REPORTs from the NPAC SMS according to their Customer TN Range Notification Indicator.

	7.
	SP
	Old SP SOA issues M-EVENT-REPORT Confirmations to the NPAC SMS.
	NPAC
	NPAC SMS receives the M-EVENT-REPORT Confirmations from the Old SP SOA.

	8.
	NPAC
	NPAC SMS issues M-EVENT-REPORTs to the New SP SOA based on their Customer TN Notification Indicator.

-  If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the first set of 500 TNs and a second M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the second set of 500 TNs indicating that the subscription versions status is ‘partial-failed’ and the Failed SP-List contains a list of the LSMSs that did not respond to the activate request.

-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification for each TN in the range of 1000 that the subscription version status is ‘partial-failed’ and the Failed SP-List contains a list of the LSMSs that did not respond to the activate request.
	SP
	New SP SOA receives the M-EVENT-REPORTs from the NPAC SMS according to their Customer TN Range Notification Indicator.

	9.
	SP
	New SP SOA issues M-EVENT-REPORT Confirmations to the NPAC SMS.
	NPAC
	NPAC SMS receives the M-EVENT-REPORT Confirmations

	10.
	NPAC
	NPAC Personnel perform a query for the range of subscription versions activated in this test case.
	NPAC
	The subscription versions exist with a status of ‘partial-failed’ and a FailedSP-List.

	11.
	SP – Optional
	Via their SOA &/or LSMS, New SP Personnel perform a local query for the subscription versions activated during this test case.
	SP
	1.  On the SOA, the subscription versions exist with a status of ‘partial-failed’ and a Failed SP List.

2.   On the LSMS, the subscription versions exist with a status of ‘active’.

	12.
	SP – Conditional
	New SP Personnel perform an NPAC SMS query for the subscription versions activated during this test case.
	SP
	The subscription versions exist with a status of ‘partial-failed’ and a Failed SP List on the NPAC SMS.



	13.
	NPAC
	Using the NPAC OpGUI, NPAC Personnel issue a re-send to the LSMSs listed in the Failed SP-List for the range of TNs
	
	

	14.
	NPAC
	NPAC SMSissues an M-CREATE Request to each LSMS that previously failed and is accepting downloads for the NPA-NXX of the subscription versions.
	SP
	1.  All LSMSs receive the M-CREATE Request and verify that the requests are valid.

2.  All LSMSs issue M-CREATE Responses to the NPAC SMS.

3.  After each LSMS responds to the NPAC SMS, the LSMSs perform the subscription version create on the local system as specified in the requests from the NPAC SMS.

	15.
	NPAC
	NPAC SMS issues M-EVENT-REPORTs to the Old SP SOA based on their Customer TN Range Notification Indicator.

-  If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the first set of 500 TNs and a second M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the second set of 500 TNs indicating that the subscription versions status is ‘active’.

-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification for each TN in the range of 1000 that the subscription version status is ‘active’.
	SP
	Old SP SOA receives the M-EVENT-REPORTs from the NPAC SMS according to their Customer TN Range Notification Indicator.

	16.
	SP
	Old SP SOA issues M-EVENT-REPORT Confirmations to the NPAC SMS.
	NPAC
	NPAC SMS receives the M-EVENT-REPORT Confirmations from the Old SP SOA.

	17.
	NPAC
	NPAC SMS issues M-EVENT-REPORTs to the New SP SOA based on their Customer TN Notification Indicator.

-  If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the first set of 500 TNs and a second M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the second set of 500 TNs indicating that the subscription versions status is ‘active’.

-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification for each TN in the range of 1000 that the subscription version status is ‘active’.
	SP
	New SP SOA receives the M-EVENT-REPORTs from the NPAC SMS according to their Customer TN Range Notification Indicator.

	18.
	SP
	New SP SOA issues M-EVENT-REPORT Confirmations to the NPAC SMS.
	NPAC
	NPAC SMS receives the M-EVENT-REPORT Confirmations.

	19.
	NPAC
	NPAC Personnel perform a query for the range of subscription versions activated in this test case.
	NPAC
	The subscription versions exist with a status of ‘active’.

	20.
	SP – Optional
	Via their SOA &/or LSMS, New SP Personnel perform a local query for the subscription versions activated during this test case.
	SP
	1.  On the SOA, the subscription versions exist with an empty Failed SP List.

2.  On the LSMS, the subscription versions exist with a status of ‘active’.

	21.
	SP – Conditional
	New SP Personnel perform an NPAC SMS query for the subscription versions activated during this test case.
	SP
	The subscription versions exist with a status of ‘active’ on the NPAC SMS.

	22.
	NPAC
	NPAC Personnel perform a full audit for the range of TNs activated during this test case.
	NPAC
	Using the Audit Results Log verify that no updates were made as a result of performing this audit.  If updates were made, the LSMS fails this test case.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	7.3
	SUT Priority:
	SOA 
	R

	
	
	
	
	LSMS
	N/A

	
	Objective:


	SOA – Service Provider Personnel activate a range of 500 SVs. Their Customer TN Range Notification Indicator is set to production value. In the prerequisite SV create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The activate request is submitted as one range. The activate request results in one notification containing a list of the SVIDs. – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 179

	
	NANC FRS Version Number:
	3.1.0
	Relevant Requirement(s):
	RR5-113, RR5-116, RR6-81

	
	NANC IIS Version Number:
	3.1.0
	Relevant Flow(s):
	B5.1.6

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1.  Verify that the NPAC Customer No New SP Concurrence Notification Indicator is set to production value for the Service Providers under test.

2.  Verify that the New SP Customer TN Range Notification Indicator is set to production value for the Service Providers under test..

3.  Verify that the SOA Notification Priority tunable parameters are set to production values for the Service Providers under test.

4.  Verify that 500 consecutive subscription versions exist with a status of ‘pending’ for the New SP under test.  All 500 TNs should have one set of DPC/SSN data.  The SVIDs should NOT be consecutive for all 500 TNs.  The first 250 TNs in the range should be consecutive and then there should be a break between the SVIDs in the next 250 TNs.

5.  Verify that ‘active’ subscription versions do not currently exist for the range of 500 TNs to be used in this Test Case.

6.  Verify that the Old SP has concurred or the Concurrence Window for receiving the Old SP Create for the subscription versions to be activated during this test case has expired.

7.  Verify that that Due Date has been reached for activating these subscription versions.

8.  Verify that system setup and filters are set such that the subscription versions can be successfully activated.

	
	Prerequisite SP Setup:
	1.  Create one range of 250 Inter-Service Provider subscription versions using consecutive non-ported TNs, with one set of DPC/SSN data.

2.  Perform some other subscription version functions for other TNs that are not part of the range used in this test case to cause a break in SVIDs.

3.  Create another range of 250 Inter-Service Provider subscription versions using the next 250 consecutive non-ported TNs using the same set of DPC/SSN data as the first 250 TNs.

For example, create 1000-1249, then perform other subscription version activities to TNs outside of the consecutive 500 TNs to be used in this test case, then create 1250-1499 with the same set of DPC/SSN data as was used for TNs 1000-1249.

4.  Verify that the SVIDs are NOT consecutive for the full 500 TNs.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1.  Using the SOA, New SP Personnel submit a request to the NPAC to activate a range of 500 Inter-Service Provider subscription versions.  Specify the range of 500 consecutive TNs described in the prerequisites above.

2.  The SOA issues an M-ACTION subscriptionVersionActivate Request to the NPAC SMS and specifies the range of TNs.
	NPAC
	NPAC SMS receives the M-ACTION Request from the New SP SOA. 

	2.
	NPAC
	NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘sending’ and set the subscriptionVersionActivationTimeStamp and subscriptionModifiedTimeStamp to the current date and time for each TN in the request.
	NPAC
	NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.

	3.
	NPAC
	NPAC SMS issues an M-ACTION Response to the New SP SOA.
	SP
	New SP SOA receives the M-ACTION Response from the NPAC SMS.

	4.
	NPAC
	NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘sending’ and set the subscriptionBroadcastTimeStamp to the current date and time for all TNs in the range.
	NPAC
	NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.

	5.
	NPAC
	NPAC SMS issues an M-CREATE Request subscriptionVersion to all LSMSs in the region accepting downloads for this NPA-NXX.

.
	SP
	1.  All LSMSs in the region accepting downloads for this NPA-NXX receive the M-CREATE Request and verify that the request is valid.

2.  All LSMSs in the region issue an M-CREATE Response back to the NPAC SMS.

3.  After each LSMS responds to the NPAC SMS, the LSMSs perform the subscription version create on the local system as specified in the requests from the NPAC SMS.

	6.
	NPAC
	NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.

-  If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for the 500 TNs containing a list of the SVIDs and indicating their subscription version status is now ‘active’. 

-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange for each TN in the range of 500 indicating the status is ‘active’.
	SP
	The Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.



	7.
	SP
	Old SP SOA issues M-EVENT-REPORT Confirmations to the NPAC SMS.
	NPAC
	NPAC SMS receives the M-EVENT-REPORT Confirmations from the Old SP SOA

	8.
	NPAC
	NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.

-  If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange for the 500 TNs containing a list of the SVIDs and indicating their subscription version status is now ‘active’. 

-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange for each TN in the range of 500 indicating the status is ‘active’.
	SP
	New SP SOA receives the M-EVENT-REPORT(s) from the NPAC SMS.

	9.
	SP
	New SP SOA issues M-EVENT-REPORT Confirmation(s) to the NPAC SMS.
	NPAC
	NPAC SMS receives the M-EVENT-REPORT Confirmation(s).

	10.
	NPAC
	NPAC Personnel perform a query for the range of subscription versions activated in this test case.
	NPAC
	The subscription versions exist with a status of ‘active’.

	11.
	SP – Optional
	Via their SOA &/or LSMS, New SP Personnel perform a local query for the subscription versions activated during this test case.
	SP
	1.  On the SOA, the subscription version exists with an empty Failed SP List.

2.  On the LSMS, the subscription version exists with a status of ‘active’.

	12.
	SP – Conditional
	New SP Personnel perform an NPAC SMS query for the subscription versions activated during this test case.
	SP
	The subscription versions exist with a status of ‘active’ on the NPAC SMS.

	13.
	NPAC
	NPAC Personnel perform a full audit for the range of TNs activated during this test case.
	NPAC
	Using the Audit Results Log verify that no updates were made as a result of performing this audit.  If updates were made, the LSMS fails this test case.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	7.4
	SUT Priority:
	SOA 
	R

	
	
	
	
	LSMS
	N/A

	
	Objective:


	SOA – Service Provider Personnel perform an immediate disconnect of a range of 500 active SVs. Their Customer TN Range Notification Indicator is set to production value. In the pre-requisite SV create process the range was submitted as two smaller range creates, each with the same feature data and, the SVIDs are contiguous within each range create. The immediate disconnect request is submitted as one range. The immediate disconnect request results in one notification containing a list of the SVIDs. – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 179

	
	NANC FRS Version Number:
	3.1.0
	Relevant Requirement(s):
	RR5-113, RR5-116, RR6-81

	
	NANC IIS Version Number:
	3.1.0
	Relevant Flow(s):
	B.5.4.1, B.5.4.1.1

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1.  Verify that the NPAC Customer No New SP Concurrence Notification Indicator is set to production value for the Service Providers under test.

2.  Verify that the New SP Customer TN Range Notification Indicator is set to production value for the Service Providers under test.

3.  Verify that the SOA Notification Priority tunable parameters are set to production values for the Service Providers under test.

4.  Verify that 500 subscription versions exist with a status of ‘active’ for the New SP under test.  All 500 TNs should have one set of DPC/SSN data.  The SVIDs should NOT be consecutive for all 500 TNs.  The first 250 TNs in the range should have consecutive SVIDs, then there should be a break in the SVIDs and the second 250 TNs should be consecutive. 

	
	Prerequisite SP Setup:
	1.  Create one range of 250 Inter-Service Provider subscription versions using consecutive non-ported TNs, with one set of DPS/SSN data.

2.  Perform some other subscription version functions for other TNs that are not part of the TN range being used in this test case to cause a break in SVIDS.

3.  Create another range of 250 Inter-Service Provider subscription versions using the next 250 consecutive non-ported TNs, with the same DPC/SSN data as in the previous range.

4.  Activate all 500 of these TNs

5.  Verify that the SVIDs are NOT consecutive for the full 500 TNs.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1.  Using the SOA, New SP Personnel submit a request to the NPAC SMS to disconnect a range of 500 active subscription versions.  Specify the range of 500 consecutive TNs described in the prerequisites above.

2.  The SOA issues an M-ACTION Request subscriptionVersionDisconnect to the NPAC SMS and specifies the range of TNs and the current date.
	NPAC
	NPAC SMS receives the M-ACTION Request from the New SP SOA. 

	2.
	NPAC
	NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘disconnect-pending’ for each TN in the range.
	NPAC
	NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.

	3.
	NPAC
	NPAC SMS issues an M-ACTION Response to the New SP SOA.
	SP
	New SP SOA receives the M-ACTION Response from the NPAC SMS.

	4.
	NPAC
	NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘sending’ and set the subscriptionCustomerDisconnectDate and subscriptionBroadcastTimeStamp to the current date and time for all TNs in the range.
	NPAC
	NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.

	5.
	NPAC
	NPAC SMS issues an M-EVENT REPORT to the Donor SP based on their Customer TN Range Notification Indicator.

-  If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscription VersionRangeDonorSP-CustomerDisconnectDate for the 500 TNs containing the disconnect date and a list of SVIDs.

-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionDonorSP-CustomerDisconnectDate for each TN in the range of 500 indicating the disconnect date.
	SP
	Donor SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.



	6.
	NPAC
	NPAC SMS issues two M-DELETE Requests subscriptionVersion to all LSMSs in the region accepting downloads for this NPA-NXX.

One M-DELETE Request is sent for the first 250 TNs, and another M-DELETE Request is sent for the next contiguous range of 250 since there is a break in the SVID sequence between the first and second sets of TNs.
	SP
	1.  All LSMSs in the region accepting downloads for this NPA-NXX receive the M-DELETE Requests and verify that the requests are valid.

2.  All LSMSs in the region issue M-DELETE Responses back to the NPAC SMS.  One for the first 250 TNs and another for the second set of 250 TNs due to the break in the SVID sequence between the two ranges of TNs.

3.  After each LSMS responds to the NPAC SMS, the LSMSs perform the subscription version delete on the local system as specified in the requests from the NPAC SMS.

	7.
	NPAC
	NPAC SMS issues an M-SET Request to itself to set the subscription version status to ‘old’ and set the subscriptionModifiedTimeStamp and subscriptionDisconnectCompleteTimeStamp to the current date and time for all TNs in the range.
	NPAC
	NPAC SMS receives the M-SET Request and issues an M-SET Response to itself.

	8.
	NPAC
	NPAC SMS issues one M-EVENT-REPORT based on their Customer TN Range Notification Indicator.

-  If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscription VersionRangeStatusAttributeValueChange notification for the 500 TNs containing a list of the SVIDs and indicating their subscription version status is now ‘old’.

-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscription VersionRangeStatusAttributeValueChange notification for each of the 500 TNs indicating their subscription version status is now ‘old’. 
	SP
	New SP SOA receives the M-EVENT-REPORT(s) from the NPAC SMS.

	9.
	SP
	New SP SOA issues one M-EVENT-REPORT Confirmation to the NPAC SMS for the set of 500 TNs.
	NPAC
	NPAC SMS receives the M-EVENT-REPORT Confirmation.

	10.
	NPAC
	NPAC Personnel perform a query for the range of subscription versions disconnected in this test case.
	NPAC
	The subscription versions exist with a status of ‘old’.

	11.
	SP – Optional
	Via their SOA &/or LSMS, New SP Personnel perform a local query for the subscription versions disconnected during this test case.
	SP
	1.  On the SOA, the subscription versions are not found or they exist with a status of ‘old’.

2.  On the LSMS, the subscription versions no longer exist.

	12.
	SP – Conditional
	New SP Personnel perform an NPAC SMS query for the subscription versions disconnected during this test case.
	SP
	The subscription versions exist with a status of ‘old’ on the NPAC SMS.

	13.
	NPAC
	NPAC Personnel perform a full audit for the range of TNs disconnected during this test case.
	NPAC
	Using the Audit Results Log verify that no updates were made as a result of performing this audit.  If updates were made, the LSMS fails this test case.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	7.5
	SUT Priority:
	SOA 
	R

	
	
	
	
	LSMS
	N/A

	
	Objective:


	SOA – Current Service Provider Personnel issue a deferred disconnect for a range of 100 ‘active’ subscription versions. Their Customer TN Range Notification Indicator is set to production value. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The deferred disconnect request is submitted as one range. The disconnect-pending request results in one notification containing a list of the SVIDs. – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 179

	
	NANC FRS Version Number:
	3.1.0
	Relevant Requirement(s):
	RR5-113, RR5-114, RR5-115, RR6-81

	
	NANC IIS Version Number:
	3.1.0
	Relevant Flow(s):
	B.5.4.2

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1.  Verify that the NPAC Customer No New SP Concurrence Notification Indicator is set to production value for the Service Providers under test.

2.  Verify that the New SP Customer TN Range Notification Indicator is set to production value for the Service Providers under test.

3.  Verify that the SOA Notification Priority tunable parameters are set to production values for the Service Providers under test.

4.  Verify that subscription versions exist for the 100 TNs with a status of ‘active’ where the current SP is the SP under test.  All 100 TNs should have one set of DPC/SSN data.  The SVIDs should NOT be consecutive for all 100 TNs.

	
	Prerequisite SP Setup:
	1.  Create one range of 50 Inter-Service Provider subscription versions using consecutive non-ported TNs, with one set of DPC/SSN data. For example, create 1000-1049 with one set of DPC/SSN data.

2.  Perform some other subscription version functions for other TNs that are not part of the TN range being used in this test case to cause a break in SVIDs.

3.  Create another range of 50 InterService Provider subscription versions using  the next 50 consecutive non-ported TNs, with the same DPC/SSN data as in the previous range. For example, create 1050-1099 with one set of DPC/SSN data.

4.  Activate all 100 of these TNs. 

5.  Verify that the SVIDs are NOT consecutive for the full 100 TNs.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1.  Using the SOA, Current SP Personnel submit a request to the NPAC SMS for a deferred disconnect a range of 100 Inter-Service Provider subscription versions.  Specify the range of 1000 consecutive TNs described in the prerequisites above and use an effective date of tomorrow.

2.  The SOA issues an M-ACTION subscriptionVersionDisconnect Request to the NPAC SMS with the subscriptionEffectiveReleaseDate set to tomorrow and specifies the range of TNs.
	NPAC
	NPAC SMS receives the M-ACTION Request from the Current SP SOA. 

	2.
	NPAC
	NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘disconnect-pending’, the subscriptionEffectiveReleaseDate to the date received, and set the subscriptionModifiedTimeStamp to the current date and time for each TN in the range.
	NPAC
	NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.

	3.
	NPAC
	NPAC SMS issues an M-ACTION Response to the Current SP SOA.
	SP
	Current SP SOA receives the M-ACTION Response from the NPAC SMS.

	4.
	NPAC
	NPAC SMS issues an M-EVENT-REPORT to the Current SP SOA based on their Customer TN Notificaton Indicator.

-  If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification for the range of 100 TNs range containing a list of the SVIDs and indicating their subscription version status is now ‘disconnect-pending’.

-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification for each TN in the range of 100 indicating their subscription version status is now ‘disconnect-pending’.
	SP
	Current SP SOA receives the M-EVENT-REPORT(s) from the NPAC SMS.  

	5.
	SP
	Current SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.
	NPAC
	NPAC SMS receives the M-EVENT-REPORT Confirmations.

	6.
	NPAC
	NPAC Personnel perform a query for the range of subscription versions disconnected in this test case.
	NPAC
	The subscription versions exist with a status of ‘disconnect-pending’.

	7.
	SP – Optional
	Via their SOA &/or LSMS, Current SP Personnel perform a local query for the subscription versions disconnected during this test case.
	SP
	1.  On the SOA, the subscription versions either do not exist or they exist with a status of ‘disconnect-pending’.

2.  On the LSMS, the subscription versions exist with a status of ‘active’.

	8.
	SP – Conditional
	Current SP Personnel perform an NPAC SMS query for the subscription versions disconnected during this test case.
	SP
	The subscription versions exist with a status of ‘disconnect-pending’ on the NPAC SMS.

	9.
	NPAC
	NPAC Personnel perform a full audit for the range of TNs disconnected during this test case.
	NPAC
	Using the Audit Results Log verify that no updates were made as a result of performing this audit.  If updates were made, the LSMS fails this test case.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	7.6
	SUT Priority:
	SOA 
	R

	
	
	
	
	LSMS
	N/A

	
	Objective:


	SOA – New Service Provider Personnel cancel a range of 5000 Inter-Service Provider subscription versions for which the Old Service Provider has not yet concurred to. Their Customer TN Range Notification Indicator is set to production value. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The cancel request is submitted as one range. The cancel request results in one notification containing a list SVIDs. – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 179

	
	NANC FRS Version Number:
	3.1.0
	Relevant Requirement(s):
	RR5-113, RR5-115, RR6-81

	
	NANC IIS Version Number:
	3.1.0
	Relevant Flow(s):
	B5.3.3

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1.  Verify that the NPAC Customer No New SP Concurrence Notification Indicator is set to production value for the Service Providers under test.

2.  Verify that the New SP Customer TN Range Notification Indicator is set to production value for the Service Providers under test.

3.  Verify that the SOA Notification Priority tunable parameters are set to production values for the Service Providers under test.

4.  Verify that 5000 consecutive subscription versions exist with a status of ‘pending’ for the New SP under test.  All 5000 TNs should have one set of DPC/SSN data.  The SVIDs should NOT be consecutive for all 5000 TNs.  The first 2500 TNs in the range should be consecutive and then there should be a break between the SVIDs in the next 2500 TNs.

5.  Verify that ‘active’ subscription versions do not currently exist for the range of 5000 TNs to be used in this Test Case.

6.  Verify that the Old SP has not concurred to the subscription versions to be cancelled during this test case. 

	
	Prerequisite SP Setup:
	1.  Create one range of 2500 Inter-Service Provider subscription versions using consecutive non-ported TNs, with one set of DPC/SSN data.

2.  Perform some other subscription version functions for other TNs that are not part of the range used in this test case to cause a break in SVIDs.

3.  Create another range of 2500 Inter-Service Provider subscription versions using the next 2500 consecutive non-ported TNs using the same set of DPC/SSN data as the first 2500 TNs. For example, create 1000-2499, then perform other subscription version activities to TNs outside of the consecutive 5000 TNs used in this test case, then create 2500-4999 with the same set of DPC/SSN data as was used for TNs 1000-2499.

4.  Verify that the SVIDs are NOT consecutive for the full 5000 TNs.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1.  Using the SOA, New SP Personnel submit a request to the NPAC to cancel a range of 5000 Inter-Service Provider subscription versions for which the Old SP has not yet concurred.  Specify the range of 5000 consecutive TNs described in the prerequisites above.

2.  The SOA issues an M-ACTION subscriptionVersionCancel Request to the NPAC SMS and specifies the range of TNs.
	NPAC
	NPAC SMS receives the M-ACTION Request from the New SP SOA. 

	2.
	NPAC
	NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscription version status to ‘cancelled’ and the subscriptionVersionModifiedTimeStamp to the current date and time for each TN in the request.
	NPAC
	NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.

	3.
	NPAC
	NPAC SMS issues an M-ACTION Response to the New SP SOA.
	SP
	New SP SOA receives the M-ACTION Response from the NPAC SMS.

	4.
	NPAC
	NPAC SMS issues M-EVENT-REPORTs to the Old SP SOA based on their Customer TN Range Notification Indicator.:

-  If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORTs subscriptionVersionRangeStatusAttributeValueChange is sent for the range of 5000 TNs containing a list of the SVIDs and indicating their subscription version status is now ‘cancelled’.

-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange for each TN in the range of 5000 indicating the status is ‘active’.
	SP
	Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.

	5.
	SP
	Old SP SOA issues M-EVENT-REPORT Confirmations to the NPAC SMS for the set of 5000 TNs.
	NPAC
	NPAC SMS receives the M-EVENT-REPORT Confirmations from the Old SP SOA.

	6.
	NPAC
	NPAC SMS issues M-EVENT-REPORTs to the New SP SOA based on their Customer TN Range Notification Indicator.

-  If the setting is TRUE, the NPAC SMS issues one M-EVENT-REPORTs subscriptionVersionRangeStatusAttributeValueChange is sent for the range of 5000 TNs containing a list of the SVIDs and indicating their subscription version status is now ‘cancelled’.

-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange for each TN in the range of 5000 indicating the status is ‘active’.
	SP
	New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.

	7.
	SP
	New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS. 
	NPAC
	NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA. 

	8.
	NPAC
	NPAC Personnel perform a query for the range of subscription versions cancelled in this test case.
	NPAC
	The subscription versions exist with a status of ‘cancelled’.

	9.
	SP – Optional
	Via their SOA, New SP Personnel perform a local query for the subscription versions cancelled during this test case.
	SP
	The subscription version exists with a status of ‘cancelled’.



	10.
	SP – Conditional
	New SP Personnel perform an NPAC SMS query for the subscription versions cancelled during this test case.
	SP
	The subscription versions exist with a status of ‘cancelled’ on the NPAC SMS.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	7.7
	SUT Priority:
	SOA 
	R

	
	
	
	
	LSMS
	N/A

	
	Objective:


	SOA – Old Service Provider Personnel modify a range of 1000 ‘pending’ Inter-Service Provider subscription versions to change the authorization flag from TRUE to FALSE. Their Customer TN Range Notification Indicator is set to production value. In the prerequisite create process the range is submitted as two smaller ranges. The TNs used in the ranges are contiguous and have the same feature data but other create activities are submitted between the range create requests to ensure that the SVIDs for the TNs in the ranges are not contiguous. The modify request is submitted as one range. The modify request results in one notifications containing a list of the SVIDs. – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 179

	
	NANC FRS Version Number:
	3.1.0
	Relevant Requirement(s):
	RR5-113, RR5-114, RR5-115, RR6-81

	
	NANC IIS Version Number:
	3.1.0
	Relevant Flow(s):
	B5.5.1

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1.  Verify that the NPAC Customer No New SP Concurrence Notification Indicator is set to production value for the Service Providers under test.

2.  Verify that the Old SP Customer TN Range Notification Indicator is set to production value for the Service Providers under test.

3.  Verify that the SOA Notification Priority tunable parameters are set to production values for the Service Providers under test.

4.  Verify that 1000 consecutive subscription versions exist with a status of ‘pending’ and a future due date where the Old SP is the SP under test.  All 1000 TNs should have one set of DPC/SSN data.  The SVIDs should NOT be consecutive for all 1000 TNs.  The first 500 TNs in the range should be consecutive and then there should be a break between the SVIDs in the next 500 TNs.

5.  Verify that the New SP has concurred to the subscription versions to be modified during this test case. 

	
	Prerequisite SP Setup:
	1.  Create one range of 500 Inter-Service Provider subscription versions with a future due date using consecutive non-ported TNs, with one set of DPC/SSN data.

2.  Perform some other subscription version functions for other TNs that are not part of the range used in this test case to cause a break in SVIDs.

3.  Create another range of 500 Inter-Service Provider subscription versions with a future due date using the next 500 consecutive non-ported TNs and the same set of DPC/SSN data as the first 500 TNs.  For example, create 1000-1499, then perform other subscription version activities to TNs outside of the consecutive 1000 TNs used in this test case, then create 1500-1999 with the same set of DPC/SSN data as was used for TNs 1000-1499.

4.  Verify that the SVIDs are NOT consecutive for the full 1000 TNs.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	1.  Using the SOA, Old SP Personnel submit a request to the NPAC SMS to modify the authorization flag from TRUE to FALSE for a range of 1000 Inter-Service Provider subscription versions.  Specify the range of 1000 consecutive TNs described in the pre-requisites above.

2.  The SOA issues an M-ACTION subscriptionVersionModifyRequest to the NPAC SMS for the range of TNs to set the subscriptionOldSP-Authorization to FALSE.
	NPAC
	NPAC SMS receives the M-ACTION Request from the Old SP SOA. 

	2.
	NPAC
	NPAC SMS locates the respective subscription versions, and issues an M-SET Request subscriptionVersionNPAC to itself to set the subscriptionModifiedTimeStamp to the current date and time for each TN in the request.
	NPAC
	NPAC SMS receives the M-SET subscriptionVersionNPAC from itself and issues an M-SET Response to itself.

	3.
	NPAC
	NPAC SMS issues an M-ACTION Response to the Old SP SOA.
	SP
	Old SP SOA receives the M-ACTION Response from the NPAC SMS.

	4.
	NPAC
	NPAC SMS issues an M-EVENT REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.

-  If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification with subscriptionVersionStatus = ‘conflict’, a subscriptionStatusChangeCauseCode, and a list of the SVIDs for the range of 1000 TNs.

-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification with a subscription version status of ‘conflict’ and a subscriptionStatusCauseCode for each TN in the range (1000). 
	SP
	Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.

	5.
	SP
	Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.
	NPAC
	NPAC SMS receives the M-EVENT-REPORT Confirmation from the Old SP SOA. 

	6.
	NPAC
	NPAC SMS issues an M-EVENT REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.

-  If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeStatusAttributeValueChange notification with subscriptionVersionStatus = ‘conflict’, a subscriptionStatusChangeCauseCode, and a list of the SVIDs for the range of 1000 TNs.

-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange notification with a subscription version status of ‘conflict’ and a subscriptionStatusCauseCode for each TN in the range (1000). 
	SP
	New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.

	7.
	SP
	New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.
	NPAC
	NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA. 

	8.
	NPAC
	NPAC SMS issues an M-EVENT-REPORT to the Old SP SOA based on their Customer TN Range Notification Indicator.

-  If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange for the range of 1000 TNs with subscriptionOldSP-Authorization=’false’. 

-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT attributeValueChange for each TN in the range of 1000 with subscriptionOldSP-Authorization=’false’.
	SP
	Old SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.

	9.
	SP
	Old SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS.
	NPAC
	NPAC SMS receives the M-EVENT-REPORT Confirmation.

	10.
	NPAC
	NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.

-  If the setting is TRUE, the NPAC SMS issues an M-EVENT-REPORT subscriptionVersionRangeAttributeValueChange for the range of 1000 TNs with subscriptionOldSP-Authorization=’false’.  

-  If the setting is FALSE, the NPAC SMS issues an M-EVENT-REPORT attributeValueChange for each TN in the range of 1000 with subscriptionOldSP-Authorization=’false’.
	SP
	New SP SOA receives the M-EVENT-REPORT from the NPAC SMS according to their Customer TN Range Notification Indicator.

	11.
	SP
	New SP SOA issues an M-EVENT-REPORT Confirmation to the NPAC SMS. 
	NPAC
	NPAC SMS receives the M-EVENT-REPORT Confirmation from the New SP SOA.

	12.
	NPAC
	NPAC Personnel perform a query for the range of subscription versions modified in this test case.
	NPAC
	The subscription versions exist with a status of ‘conflict’.

	13.
	SP – Optional
	Via their SOA, Old SP Personnel perform a local query for the subscription versions modified during this test case.
	SP
	The subscription versions exist with status of ‘conflict’.

	14.
	SP – Conditional
	Old SP Personnel perform an NPAC SMS query for the subscription versions modified during this test case.
	SP
	The subscription versions exist with a status of ‘conflict’ on the NPAC SMS.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	7.8
	SUT Priority:
	SOA 
	R

	
	
	
	
	LSMS
	N/A

	
	Objective:


	SOA – Service Providers set their Customer TN Range Notification Indicator to the value they will use in production and perform a series of activities simultaneously, that emulate a period of time (15 – 30 minutes) in an actual production environment. NPAC SMS manages notifications accordingly. – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 179

	
	NANC FRS Version Number:
	3.1.0
	Relevant Requirement(s):
	N/A

	
	NANC IIS Version Number:
	3.1.0
	Relevant Flow(s):
	N/A

	
	
	


This test case deviates from the normal format of detailed test steps and expected results.  In order to emulate a period of “production-like” activity the follow will occur:

-   The lead NPAC test engineer will provide activities to each participating service provider

-   This test case is REQUIRED for all service providers that have a SOA association in production  

-   The service providers should use scripts that go through their SOA application and over the CMIP interface to the NPAC SMS whenever possible.  The reason for this is to get the data over the interface and to the NPAC SMS as quickly as possible.  Using simulators would not be an option unless they can be configured to send data through the SOA application and then over the CMIP interface to the NPAC SMS.

-   All service provider profile flags should be set to production values

-   All test activities should be executed before any validation of activity is performed

-   All validations will be performed after all test activities have been executed

-   Any problems that are uncovered during the validation of the test activities will be investigated by both service provider and NPAC test engineers

-   Testing activities shall consist of:

- Old SP Creates

- New SP Creates

- Old SP Modify-pending

- New SP Modify-pending

- Activate, Success

- Activate, Partial Failure

- Activate, Failure

- Modify active

- Cancel

- Immediate Disconnect

- Deferred Disconnect

- Activate Number Pool Block

- Delete Number Pool Block

- Audit of a single subscription version that results in LSMS updates

-   Verify activities by performing one or more audits to verify all systems are in synch.

Note: This test case is written as an example of what should happen.  Different Service Providers may want different priorities for their notifications than indicated and the test case will need to be adjusted accordingly.

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	7.9
	SUT Priority:
	SOA 
	C

	
	
	
	
	LSMS
	N/A

	
	Objective:


	NPAC and SOA – Service Providers have NPAC Personnel modify their notification priorities to ensure that they have notifications with the three different priorities (LOW, MEDIUM, and HIGH). The Service Providers verify that they receive the notifications according to the priorities listed in their SP Profile. – Success 

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 329

	
	NANC FRS Version Number:
	3.1.0
	Relevant Requirement(s):
	RR3-245, RR3-246, RR3-247, RR3-248, RR3-249, RR3-250, RR3-251, RR3-253, R4-8

	
	NANC IIS Version Number:
	3.1.0
	Relevant Flow(s):
	N/A

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	1.  Verify that all ‘SOA Notification Priority’ tunable parameters for the Service Provider under test are defaulted to MEDIUM.

2.  Verify that the Service Provider’s ‘Customer TN Range Notification Indicator’ is set to FALSE so that their SOAs will receive SOA Notifications on a TN basis. 

3.   Verify that there exists 500 “pending” subscription versions for which the Service Provider under test is the Old Service Provider and that they are ready to be activated.

4.  Verify that there exists 500 “active” subscription versions for which the Service Provider under test is the Donor Service Provider and that they are ready to be disconnected.

5.  Set the following ‘SOA Notification Priority’ tunable parameters to the values indicated for the Service Provider under test:

6.  Subscription Version Object Creation (S-1.00) = MEDIUM

7.  Subscription Version Status Attribute Value Change Notification – Activates  – To the New Service Provider (L-11.0 A1) = HIGH

8.  Subscription Version Status Attribute Value Change Notification – Activates  – To the Old Service Provider (L-11.0 A1.5) = LOW

9.  Subscription Version – Donor SP – Customer Disconnect Date Notification (L-6.0) – HIGH

	
	Prerequisite SP Setup:
	1.  Create 500 subscription versions for which you are the Old Service Provider.

2.  Create 500 subscription versions for which you are the New Service Provider and have them ready to be activated.

3.  Create and Activate 500 subscription versions and have them ready to be disconnected.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	NPAC & SP
	NPAC and SP Personnel perform the following activities simultaneously and in the order listed
Using the SOA, Service Provider Personnel:

-  Create 1000 subscription versions for which you are the New SP (will generate Subscription Version Object Create Notifications (S-1.00) to the Service Provider under test)

-  Activate the 500 subscription versions listed in Item 2 of the Prerequisite SP Setup (will generate Subscription Version Status Attribute Value Change– Activates – To the New Service Provider Notifications (L-11.0 A1) to the Service Provider under test)

Using the NPAC OpGUI, NPAC Personnel:

-  On behalf of the New SP activate the 500 subscription versions listed in Item 3 of the Prerequisite NPAC Setup (will generate Subscription Version Status Attribute Value Change– Activates – To the Old Service Provider Notifications (L-11.0 A1.5) to the Service Provider under test)

-  On behalf of the New SP, disconnect the 500 subscription versions listed in Item 4 of the Prerequisite NPAC Setup (will generate Subscription Version – Donor SP – Customer Disconnect Date Notifications (L-6.0) to the Service Provider under test)
	NPAC
	NPAC receives, validates, and starts processing all requests.

	2.
	NPAC
	NPAC SMS generates the appropriate notifications and sends them to the SOAs based on their SOA Notifications Priority Indicators. 
	SP
	All SP SOAs receive the notifications sent to them by the NPAC SMS.

	3.
	NPAC
	NPAC Personnel verify that all notifications were sent to the Service Provider under test according to the priorities that were set for the respective notifications.
	NPAC
	All notifications were sent according to the priorities that were set for the respective notifications.

	4.
	SP
	SP Personnel verify that all notifications were received according to the priorities that were set for the respective notifications.
	SP
	All notifications were received according to the priorities that were set for the respective notifications.


NOTE: There is significant timing involved in this test case.  Having the Customer TN Range Notification Indicator set to FALSE and both Service Provider and NPAC Personnel submitting all requests to the NPAC SMS simultaneously enough notifications should be generated to force a queue at the NPAC SMS which will, in turn, utilize the SOA Notification Priority settings. Service Providers also need to be aware that the NPAC SMS groups outbound messages in blocks of 100 and once dispatched the priority is not evaluated again until all 100 messages are sent.

8. Group Turn Up Test Scenarios related to NPAC Release 3.2.

Service Provider ID (SPID) Migration)

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	NANC 323-1
	SUT Priority:
	SOA 
	Required

	
	
	
	
	LSMS
	Required

	
	Objective:


	NPAC OP GUI – NPAC Personnel submit a request for a Partial SPID migration via Mass Update, where NPA-NXX, LRN, Subscription Version, NPA-NXX-X and Block Information exist for the migrating away from SPID.  Verification steps are performed to ensure the Service Provider system is now in synch with the NPAC SMS. – Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 323 

	
	NANC FRS Version Number:
	3.2.0
	Relevant Requirement(s):
	RR3-255, RR3-256, RR3-257, RR3-258, RR3-259, RR3-260, RR3-261, RR3-262, RR3-263, RR3-264, RR3-265, RR3-266, RR3-267, RR3-268, RR3-269, RR3-270, RR3-271, RR3-272, RR3-273, RR3-274, RR3-276, RR3-277

	
	NANC IIS Version Number:
	3.2.0
	Relevant Flow(s):
	

	
	
	

	
	
	

	
	
	

	
	
	













	
	
	

	
	
	

	
	

	
	
	

	
	


	
	
	





	
	


	
	
	
	
	







	
	
	
	
	






	
	
	
	
	

	
	
	
	
	




	
	

	
	
	

	
	
	

	
	
	


NANC 323 requires unique industry coordination unlike any other aspect of NPAC functionality.  Due to a delay in industry readiness, functional testing of NANC 323 functionality has been postponed.  These test case procedures will be updated to more appropriately support the unique testing approach required to efficiently test this functionality and will be published in coordination with the actual testing cycle.
Linked Action Replies

NOTE:  Service Provider’s Local SMS Linked Replies Indicator, Service Provider’s SOA Linked Replies Indicator, NPAC Customer LSMS NPA-NXX-X Indicator, and NPAC Customer SOA NPA-NXX-X Indicator should be set to production values for testing NANC 187 functionality.

The Network Data, Block Data, Subscription Version Data and Notification Data Linked Replies Blocking Factors and Maximum Linked Recovered Objects should be set to predetermined values identified by the test team.  These parameters may not be set to ‘production or default’ values so as to be able to complete testing in an expeditious manner.

The test data identified in the prerequisites for these test cases are recommendations to achieve the test case objectives.  Many permutations of prerequisite data may create the appropriate test scenario and thus meet the test objective.  Test Engineers should consider each Service Provider’s capabilities and tailor the test data as is appropriate to meet the test objective and execute the test case expeditiously.  For example, consider whether the Service Provider supports NPA-NXX-X’s, Ranged Notifications and Linked Action Replies.  Based on this information, you may need to perform more or less activity to meet the test case objective.

This is a recovery test case written to cover both Service Provider systems that DO and DO NOT support Linked Replies, thus, this test case will supersede Test Case 8.1 from the NPAC SMS/Service Provider Certification & Regression Test Plan.

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	NANC 187-1
	SUT Priority:
	SOA 
	N/A

	
	
	
	
	LSMS
	Required

	
	Objective:


	LSMS – Service Provider Personnel for either an EDR or non-EDR LSMS submit a resynchronization request for Network Data, Block Data, Subscription Version Data and Notification Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s Local SMS Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects, Number Pool Block objects, Notifications and Subscription Versions less than or equal to their respective Linked Replies Blocking Factors. - Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 187 and NANC 297

	
	NANC FRS Version Number:
	3.2.0
	Relevant Requirement(s):
	RR6-85, RR6-93, RR6-97, RR6-98, RR6-99, RR6-100, RR6-101, RR6-102, RR6-103, RR6-90, RR6-105

	
	NANC IIS Version Number:
	3.2.0
	Relevant Flow(s):
	B.7.1.1, B.7.1.2

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	Prerequisite data may be set up different depending on if this test case is being run during Individual testing versus Group Testing.  For example, during Individual Testing, if the service provider under test does not support NPA-NXX-X’s, don’t perform any of the related tasks or verify related data. 

During Group testing, need to create prerequisite data such that you meet the test case objective.  If service provider’s under test don’t support Ranged Notifications for example, you will either need to not perform the number pool block activities, or you may filter the NPA-NXX of the number pool block data for the service provider(s) that doesn’t support Range Notifications.

1.     While the EDR/non-EDR LSMS is disconnected from the NPAC SMS, NPAC Personnel should perform the following functions:

Create an LRN.

Delete an LRN for a different Service Provider.

Create an NPA-NXX.

Delete an NPA-NXX for a different Service Provider.

Activate a new Number Pool Block.

DePool an existing Number Pool Block.

Create NPA-NXX-X Information for different Service Providers.

Modify NPA-NXX-X Information for different Service Providers.

Delete NPA-NXX-X Information for different Service Providers.

Create an Inter-SP Subscription Version for a Pooled TN.

Disconnect a Pooled Ported TN.

Create an Inter-SP, Port-To-Original Subscription Version for a Pooled Ported TN.

Create a Subscription Version with the NPA-NXX created above.

Issue a Scheduled Downtime Notification.

Issue an activate request for an Inter-Service Provider Subscription Version.

Issue an Activate request for a range of two Inter-Service Provider Subscription Versions, where the broadcast to the LSMSs goes to a ‘partial failure’ state.

Create and concur to a range of 100 ‘Pending’ Subscription Versions where the Service Provider under test is the New Service Provider.  Put simulated SPID LSMS in recovery.  Use at least one simulator that is associated with the NPAC and is accepting downloads for this NPA-NXX.  Verify that the Service Provider under test is accepting downloads for this NPA-NXX.  Activate 50 ‘pending’ SVs from this group.  Verify that these subscription versions have a status of ‘Sending’.

Put simulated SPID LSMS in recovery.  Use at least one simulator that is associated with the NPAC and is accepting downloads for this NPA-NXX.  Verify that the Service Provider under test is accepting downloads for this NPA-NXX.  Activate an uncontaminated Number Pool Block on behalf of another Service Provider. Verify that the Pooled SVs and NPB have a status of ‘Sending’.

2.    While the EDR/non-EDR LSMS is in recovery, NPAC personnel should perform the following functions:

Create an NPA-NXX.

Activate a Subscription Version.

	
	Prerequisite SP Setup:
	The Service Provider LSMS should be ‘disassociated’ from the NPAC SMS while NPAC Personnel are performing the setup specified above.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	The Service Provider establishes an association from their LSMS to the NPAC SMS with the resynchronization flag set to TRUE.
	NPAC
	The NPAC SMS receives the association bind request from the LSMS. Once the association is established, the NPAC SMS queues all current updates.

	2.
	SP
	The LSMS issues an M-ACTION Request lnpDownload (network data) to the NPAC SMS and specifies the time range for the resync request.
	NPAC
	The NPAC SMS receives the M-ACTION.

1)    If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the LSMS with the Network Data.

2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the LSMS with the Network Data updates.  The data does not exceed the Network Data Blocking factor, so there shall be only 1 normal message sent in this instance.



	3.
	NPAC
	As soon as the M-ACTION Request is received, NPAC Personnel issue an activate for an Intra or Inter Service Provider Subscription Version AND create a new NPA-NXX, belonging to any Service Provider.
	NPAC
	The NPAC SMS receives the M-ACTION Requests for the activate and NPA-NXX create.  It then sends an M-ACTION response to itself for the NPA-NXX create.

	4.
	NPAC
	NPAC SMS issues an M-SET Request to itself to set the subscriptionVersionNPAC object (subscription version).
	NPAC
	NPAC SMS issues an M-SET Response to itself.

The subscription version status is set to ‘sending.’

The subscriptionVersionActivationTimeStamp and subscriptionVersionModifiedTimeStamp are set.

	5.
	NPAC
	The NPAC SMS checks to see if the M-CREATE subscriptionVersion can be sent to the Service Provider LSMS
	NPAC
	The NPAC SMS does NOT send the M-CREATE subscriptionVersion to the Service Provider LSMS, since the LSMS is still in recovery mode.

	6.
	NPAC
	The NPAC SMS checks to see if the M-CREATE serviceProvNPA-NXX can be sent to the Service Provider LSMS
	NPAC
	The NPAC SMS does NOT send the M-CREATE seviceProvNPA-NXX to the Service Provider LSMS, since the LSMS is still in recovery mode.

	7.
	SP
	The LSMS Service Provider issues an M-ACTION Request lnpDownload (subscription data) to the NPAC SMS and specifies the start time for the resync request.
	NPAC
	The NPAC SMS receives the M-ACTION Request from the LSMS.

1)    If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the LSMS with the Subscription Version Data.

2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the LSMS with the Subscription Version data.  The data does not exceed the Subscription Version Data Blocking factor, so there shall be only 1 normal message sent in this instance.

	8. conditional
	SP
	The EDR LSMS Service Provider issues an M-ACTION Request lnpDownload (number pool block data) to the NPAC SMS and specifies the resync start time.
	NPAC
	The NPAC SMS receives the M-ACTION Request from the EDR LSMS. 

1)    If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues single, normal M-ACTION Response lnpDownload message back to the LSMS with the number pool block updates.

2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the LSMS with the number pool block updates.  The data does not exceed the Number Pool Block Data Blocking factor, so there shall be only 1 normal message sent in this instance.



	9.
	SP
	The LSMS Service Provider issues an M-ACTION Request lnpNotificationRecovery (notification data) to the NPAC SMS and specifies a time range.
	NPAC
	The NPAC SMS receives the M-ACTION Request from the LSMS:

1)    If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues single, normal M-ACTION Response lnpDownload message back to the LSMS with the notification updates.

2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the LSMS with the notification updates.  

	10.
	NPAC
	The NPAC SMS sends the M-EVENT-REPORT(s) to the Block Holder SOA for a number pool block with the SOA-Origination flag set to TRUE whose subscriptionFailedSP-List was just updated due to the number pool block download.  The status attribute value change contains the current status and the subscriptionFailedSP-List of the number pool block object.
	SP
	Block Holder SOA, to which the NPAC SMS issued an M-EVENT-REPORT, issues an M-EVENT-REPORT Confirmation back to the NPAC SMS.

	11.
	SP
	The LSMS Service Provider issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS to set the resynchronization flag to FALSE.
	NPAC
	The NPAC SMS receives the M-ACTION Request from the LSMS and sets the resynchronization flag to ‘off’. 

	12.
	NPAC
	NPAC SMS issues the following messages to the LSMS for the requests made while the LSMS was in recovery:

M-CREATE Request serviceProvNPA-NXX for the NPA-NXX that was created during recovery.

M-CREATE Request subscriptionVersion for the subscription version that was activated during recovery.


	SP
	The service provider’s LSMS receives the requests from the NPAC SMS for the requests that occurred during recovery and issues the following responses:

M-CREATE Response serviceProvNPA-NXX for the NPA-NXX that was created during recovery, indicating the LSMS successfully received/processed the request.

M-CREATE Response subscriptionVersion for the subscription version that was activated during recovery, indicating the LSMS successfully received/processed the request.

	13.
	SP 
	Service Provider Personnel, using the LSMS, perform a local query for the data updated in this test case.
	SP
	Verify that the following updates were sent:

1 LRN create.

1 LRN delete.

1 NPA-NXX create.

1 NPA-NXX delete.

1 Number Pool Block activate.

1 Number Pool Block depool.

1 NPA-NXX-X create – if supported by the Service Provider LSMS.

1 NPA-NXX-X modify – if supported by the Service Provider LSMS.

1 NPA-NXX-X delete – if supported by the Service Provider LSMS.

1 Pooled Ported TN disconnect.

1 First port of NPA-NXX notification.

1 Scheduled Downtime notification.

1 Single subscription version activate.

50 subscription versions that were activated.

1 Number Pool Block activate.

1 NPA-NXX create after recovery is complete

1 Subscription Version activate after recovery is complete

	14.
	NPAC
	NPAC Personnel perform a Full audit for the Subscription Versions that were activated during this test case. 
	NPAC
	Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.

	E.
	Pass/Fail Analysis, NANC 187-1

	Pass
	Fail
	NPAC Personnel performed the test case as written.

	Pass
	Fail
	Service Provider Personnel performed the test case as written.


	A.
	TEST IDENTITY
	

	
	Test Case Number:
	NANC 187-2
	SUT Priority:
	SOA 
	N/A

	
	
	
	
	LSMS
	Required

	
	Objective:


	LSMS – Service Provider Personnel for either an EDR or non-EDR LSMS submit a resynchronization request for Network Data, and Subscription Version Data by time range, over the LSMS to NPAC SMS Interface, with the Service Provider’s Local SMS Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects greater than the Network Data Linked Replies Blocking Factor and less than the Network Data Maximum Linked Recovered Objects as well as a number of Subscription Version objects greater than the Subscription Data Linked Replies Blocking Factor and less than the Subscription Data Maximum Linked Recovered Objects. - Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 187

	
	NANC FRS Version Number:
	3.2.0
	Relevant Requirement(s):
	RR6-87, RR6-88, RR6-93, RR6-103, RR6-90, RR6-95, RR6-104, RR6-96

	
	NANC IIS Version Number:
	3.2.0
	Relevant Flow(s):
	B.7.1.1, B.7.1.2

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:


	1.     While the EDR/non-EDR LSMS is disconnected from the NPAC SMS, NPAC Personnel should perform the following functions:

a)   Create 10 LRNs. (LRN group a)

b)   Delete 10 LRNs for a different Service Provider.  (LRN group b)

c)   Create 20 NPA-NXXs.  (NPA-NXX group c)

d)   Delete 10 NPA-NXXs for a different Service Provider.  (NPA-NXX group d)

e)   Activate 40 new Blocks.  (NPB group e)

f)   DePool 20 existing Blocks.  (NPB group f)

g)  Create 2 NPA-NXX-Xs for different Service Provider. (Dash X group g)

h)   Modify an NPA-NXX-X for different Service Provider. (Dash X group h)

i)   Delete an NPA-NXX-X for a different Service Provider. (Dash X group i)

j)  Create/Activate 20 Inter-SP Subscription Version for a Pooled TN. (SV group j)

k)   Disconnect 25 Pooled Ported TN. (SV group k)

l) Create/Activate 20 Inter-SP, Port-To-Original Subscription Version for a Pooled Ported TN. (SV group l)

m) Create 50 Subscription Version with the NPA-NXX created above. (SV group m)

n) Issue a Scheduled Downtime Notification.

o) Issue an activate request for 20 Inter-Service Provider Subscription Version. (SV group o)

p) Issue an Activate request for a range of 10 Inter-Service Provider Subscription Versions. (SV group p)

2.    While the EDR/non-EDR LSMS is in recovery, NPAC personnel should perform the following functions:

Create an NPA-NXX.

Activate a Subscription Version.

	
	Prerequisite SP Setup:
	The Service Provider LSMS should be ‘disassociated’ from the NPAC SMS while NPAC Personnel are performing the setup specified above.

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	The Service Provider establishes an association from their LSMS to the NPAC SMS with the resynchronization flag set to TRUE.
	NPAC
	The NPAC SMS receives the association bind request from the LSMS. Once the association is established, the NPAC SMS queues all current updates.

	2.
	SP
	The LSMS issues an M-ACTION Request lnpDownload (network data) to the NPAC SMS and specifies the time range for the resync request.
	NPAC
	The NPAC SMS receives the M-ACTION.  

1)    If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues a single M-ACTION Response lnpDownload message back to the LSMS with the Network Data updates for 

LRN group a

LRN group b

NPA-NXX group c

NPA-NXX group d

Dash X group g, if supported by the Service Provider under test

Dash X group h, if supported by the Service Provider under test

Dash X group i, if supported by the Service Provider under test

2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues multiple, linked M-ACTION replies, lnpDownload, followed by a non-linked, empty, normal response (indicating the end of the linked reply data) back to the LSMS with the Network Data updates.  These messages shall be linked for groups of (50) objects – there should be 2 linked replies.

	3.
	NPAC
	As soon as the M-ACTION Request is received, NPAC Personnel issue an activate for an Intra or Inter Service Provider Subscription Version (SV 3) AND create a new NPA-NXX, belonging to any Service Provider.
	NPAC
	The NPAC SMS receives the M-ACTION Requests for the activate and NPA-NXX create.  It then sends an M-ACTION response to itself for the NPA-NXX create.

	4.
	NPAC
	NPAC SMS issues an M-SET Request to itself to set the subscriptionVersionNPAC object (subscription version).
	NPAC
	NPAC SMS issues an M-SET Response to itself.

The subscription version status is set to ‘sending.’

The subscriptionVersionActivationTimeStamp and subscriptionVersionModifiedTimeStamp are set.

	5.
	NPAC
	The NPAC SMS checks to see if the M-CREATE subscriptionVersion can be sent to the Service Provider LSMS
	NPAC
	The NPAC SMS does NOT send the M-CREATE subscriptionVersion to the Service Provider LSMS, since the LSMS is still in recovery mode.

	6.
	NPAC
	The NPAC SMS checks to see if the M-CREATE serviceProvNPA-NXX can be sent to the Service Provider LSMS
	NPAC
	The NPAC SMS does NOT send the M-CREATE seviceProvNPA-NXX to the Service Provider LSMS, since the LSMS is still in recovery mode.

	7.
	SP
	The EDR and/or non-EDR LSMS Service Provider issues an M-ACTION Request lnpDownload (subscription data) to the NPAC SMS and specifies the start time for the resync request.
	NPAC
	The NPAC SMS receives the M-ACTION Request from the LSMS Service Provider.

1)   If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues a single M-ACTION Response lnpDownload messages back to the LSMS with the Subscription Version Data updates for:

If non-EDR LSMS, Pooled Subscription Versions associated with NPB group e

If non-EDR LSMS, Pooled Subscription Versions associated with NPB group f

SV group j

SV group k

SV group l

SV group o

SV group p

2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues multiple, linked M-ACTION replies, lnpDownload, followed by a non-linked, empty, normal response (indicating the end of the linked reply data) back to the LSMS with the ‘non-pooled’ Subscription Version Data updates.  This message shall be linked for groups of (50) objects – there should be at least 3 linked replies, if the Service Provider under test is non-EDR and does not support Ranged Notifications, there will be at least 43 linked replies.  If the service provider under test supports Ranged Notifications, there may be fewer than 43 linked replies based on the parameter setting. 

	8.

conditional
	SP
	The EDR LSMS Service Provider issues an M-ACTION Request lnpDownload (number pool block data) to the NPAC SMS and specifies a time range.
	NPAC
	The NPAC SMS receives the M-ACTION Request from the EDR LSMS:

If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues single, normal M-ACTION Response lnpDownload message back to the with the number pool block updates for:

NPB group e

NPB group f

2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues multiple, linked M-ACTION replies, lnpDownload, followed by a non-linked, empty, normal response (indicating the end of the linked reply data) back to the EDR LSMS with the number pool block updates. These messages shall be linked for groups of (50) objects – there should be 2 linked replies. 

	9.

conditional
	SP
	The LSMS Service Provider issues an M-ACTION Request lnpNotificationRecovery (notification data) to the NPAC SMS and specifies a time range.
	NPAC
	The NPAC SMS receives the M-ACTION Request from the LSMS:

1)    If the Service Provider’s Local SMS Linked Replies Indicator is set to FALSE, NPAC issues single, normal M-ACTION Response lnpDownload message back to the LSMS with the notification updates for

Scheduled Downtime - lnpNPAC-SMS-Operational-Information

2)    If the Service Provider’s Local SMS Linked Replies Indicator is set to TRUE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the LSMS with the notification updates.  

	10.
	SP
	The LSMS Service Provider issues an M-ACTION Request lnpRecoveryComplete to the NPAC SMS to set the resynchronization flag to FALSE.
	NPAC
	The NPAC SMS receives the M-ACTION Request from the LSMS and sets the resynchronization flag to ‘off’. 

	11.
	NPAC
	NPAC SMS issues the following messages to the LSMS for the request made while the LSMS was in recovery:

M-CREATE Request serviceProvNPA-NXX for the NPA-NXX that was created during recovery.

M-CREATE Request subscriptionVersion for the subscription version that was activated during recovery.
	SP
	The service provider’s LSMS receives the requests from the NPAC SMS for the requests that occurred during recovery and issues the following responses:

M-CREATE Response serviceProvNPA-NXX for the NPA-NXX that was created during recovery, indicating the LSMS successfully received/processed the request.

M-CREATE Response subscriptionVersion for the subscription version that was activated during recovery, indicating the LSMS successfully received/processed the request.

	12.
	SP 
	Service Provider Personnel, using the LSMS, perform a local query for the data updated in this test case.
	SP
	Verify that the following updates were sent:

LRN group a was created.

LRN group b was delete.

NPA-NXX group c was activated.

NPA-NXX group d was depooled.

On non-EDR LSMSs, Pooled Subscription Versions associated with NPB e were created.

On non-EDR LSMSs, Pooled Subscription Versions associated with NPB f were deleted.

NPA-NXX-X (Dash X group g) was created – if supported by the Service Provider LSMS.

NPA-NXX-X (Dash X group h) was modified – if supported by the Service Provider LSMS.

NPA-NXX-X (Dash X group i) was deleted – if supported by the Service Provider LSMS.

SV group j was created/activated.

SV group k was disconnected.

SV group l was created/activated.

First port of NPA-NXX notification associated with SV group m was sent.

Scheduled Downtime notification was sent.

SV group o was activated.

SV group p was activated.

1 NPA-NXX create after recovery is complete

SV3 was activated after recovery is complete.

	13.
	NPAC
	NPAC Personnel perform a Full audit for the Subscription Versions that were activated during this test case. 
	NPAC
	Using the Audit Results Log, verify that there were no updates made.  If any updates were made as a result of running this audit, this test case fails.

	E.
	Pass/Fail Analysis, NANC 187-2

	Pass
	Fail
	NPAC Personnel performed the test case as written.

	Pass
	Fail
	Service Provider Personnel performed the test case as written.


This is a recovery test case written to cover both Service Provider systems that DO and DO NOT support Linked Replies, thus, this test case will supersede TC 8.3 from the NPAC SMS/Service Provider Certification & Regression Test Plan

	A.
	TEST IDENTITY
	

	
	Test Case Number:
	NANC 187-4
	SUT Priority:
	SOA 
	Required

	
	
	
	
	LSMS
	N/A

	
	Objective:


	SOA – Service Provider Personnel submit a resynchronization request for Network Data and Notification Data by time range, over the SOA to NPAC SMS Interface, with the Service Provider’s SOA Linked Replies Indicator set to their production setting.  The recovery response includes a number of Network Data objects less than or equal to the Network Data Linked Replies Blocking Factor and a number of Notifications less than or equal to the Notification Data Linked Replies Blocking Factor. - Success

	
	
	

	B.
	REFERENCES
	

	 
	NANC Change Order Revision Number:
	
	Change Order Number(s):
	NANC 187

	
	NANC FRS Version Number:
	3.2.0
	Relevant Requirement(s):
	RR6-92, RR6-89

	
	NANC IIS Version Number:
	3.2.0
	Relevant Flow(s):
	B.7.2

	
	
	

	C.
	PREREQUISITE
	

	
	Prerequisite Test Cases:
	

	
	Prerequisite NPAC Setup:
	Prerequisite data may be set up different depending on if this test case is being run during Individual testing versus Group Testing.  For example, during Individual Testing, if the service provider under test does not support NPA-NXX-X’s, don’t perform any of the related tasks or verify related data. 

1)    While the SOA is disconnected from the NPAC SMS, NPAC Personnel should perform the following functions for data within the time range to be resynced:

Create an LRN.

Delete an LRN for a different Service Provider.

Create an NPA-NXX.

Delete an NPA-NXX for a different Service Provider.

Create NPA-NXX-X Information for different Service Providers.

Modify NPA-NXX-X Information for different Service Providers.

Delete NPA-NXX-X Information for different Service Providers.

Activate a Block on behalf of the Service Provider that is ‘down’ with SOA Origination TRUE.

Create a Subscription Version with the NPA-NXX created above on behalf of the Old Service Provider and where the Service Provider Under Test is the New Service Provider; let the Initial and Final Concurrence timers expire.

Issue a Scheduled Downtime Notification.

Issue an immediate disconnect for a subscription version where the Service Provider Under Test is the Donor Service Provider.

Issue a Cancel request for a pending Inter-Service Provider Subscription Version for which both service providers have concurred to the pending port, on behalf of the Service Provider Under Test, let the Cancellation Initial Concurrence Timer expire.

Issue a Create request for a range of two pending subscription versions that were initially created by the New Service Provider, on behalf of the Old Service Provider, where the Authorization Flag is set to “False” and provide a Cause Code.

Issue an activate request for an Inter-Service Provider Subscription Version on behalf of the Service Provider Under Test.

Issue an Activate request for a range of two Inter-Service Provider Subscription Versions where a broadcast to the LSMSs goes into a Partial Failure status.

2)    While the SOA is in recovery, NPAC personnel should perform the following functions:

Create an NPA-NXX.

Activate a Subscription Version as the Service Provider Under Test.

	
	Prerequisite SP Setup:
	The service provider SOA should be ‘disassociated’ from the NPAC SMS while NPAC Personnel are performing the setup specified above

	
	
	

	D.
	TEST STEPS and EXPECTED RESULTS

	Row #
	NPAC or SP
	Test Step


	NPAC or SP
	Expected Result



	1.
	SP
	The Service Provider establishes an association from their SOA to the NPAC SMS with the resynchronization flag set to TRUE.
	NPAC
	The NPAC SMS receives the association bind request from the SOA. Once the association is established, the NPAC SMS queues all current updates.

	2.
	SP
	The SOA issues an M-ACTION Request lnpDownload (network data) to the NPAC SMS and specifies the time range for the resync request.
	NPAC
	The NPAC SMS receives the M-ACTION.

1)    If the Service Provider’s SOA Linked Replies Indicator is set to FALSE, NPAC issues a single, normal M-ACTION Response lnpDownload messages back to the SOA with the Network Data.

2)    If the Service Provider’s SOA Linked Replies Indicator is set to TRUE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the SOA with the Network Data updates.  The data does not exceed the Network Data Blocking factor, so there shall be only 1 message sent in this instance.



	3.
	NPAC
	As soon as the M-ACTION Request is received, NPAC Personnel issue a create for an NPA-NXX.
	NPAC
	The NPAC SMS receives the M-CREATE Request serviceProvNPA-NXX.

	4.
	NPAC
	The NPAC SMS checks to see if the M-CREATE servProvNPA-NXX can be sent to the SOA in recovery.
	NPAC
	The NPAC SMS does NOT issue the M-CREATE servProvNPA-NXX to the SOA since the SOA is still in recovery.

	5.
	NPAC
	NPAC Personnel issue an SV activate request.
	NPAC
	The NPAC SMS receives the M-ACTION Request.

The NPAC SMS issues an M-SET Request to itself and sets the SVs status to ‘sending.’

The NPAC SMS issues an M-SET Response to itself.

	6.
	NPAC
	The NPAC SMS checks to see if the M-ACTION subscriptionVersionActivate can be sent to the SOA in recovery.
	NPAC
	The NPAC SMS does NOT issue the M-ACTION subscriptionVersionActivate to the SOA since the SOA is still in recovery.

	7.
	NPAC
	The NPAC SMS checks to see if the M-EVENT-REPORT objectCreation can be sent to the SOA in recovery.
	NPAC
	The NPAC SMS does NOT issue the M-EVENT-REPORT objectCreation to the SOA since the SOA is still in recovery.

	8.
	SP
	The SOA Service Provider issues an M-ACTION Request lnpNotificationRecovery (notification data) to the NPAC SMS and specifies a time range.
	NPAC
	The NPAC SMS receives the M-ACTION Request from the SOA.

1)    If the Service Provider’s SOA Linked Replies Indicator is set to FALSE, NPAC issues a single, normal M-ACTION Response lnpDownload messages back to the SOA with the Notification updates.

2)    If the Service Provider’s SOA Linked Replies Indicator is set to TRUE, NPAC issues a single, normal M-ACTION Response lnpDownload message back to the SOA with Notification updates.  The data does not exceed the Notification Data Blocking factor, so there shall be only 1 message sent in this instance.



	9.
	SP
	The SOA Service Provider issues an M-ACTION Request lnpRecovery to the NPAC SMS to set the resynchronization flag to FALSE.
	NPAC
	The NPAC SMS receives the M-ACTION Request from the SOA and sets the resynchronization flag to ‘off’. 

	10.
	NPAC
	NPAC SMS issues the following messages to the SOA for the request made while the SOA was in recovery:

M-CREATE Request serviceProvNPA-NXX for the NPA-NXX that was created during recovery.

The NPAC SMS will issue, depending upon the new service provider’s TN Range Notification Indicator, a subscriptionVersionStatusAttributeValueChange or subscriptionVersionRangeStatusAttributeValueChange M-EVENT-REPORT notifications to the new service provider SOA of the status change using an M-EVENT-REPORT subscriptionVersionStatusAttributeValueChange


	SP
	The service provider’s SOA receives the requests from the NPAC SMS for the requests that occurred during recovery and issues the following responses:

M-CREATE Response serviceProvNPA-NXX for the NPA-NXX that was created during recovery, indicating the SOA successfully received/processed the request.

M-EVENT-REPORT Confirmation for the subscription version that NPAC personnel activated on behalf of the service provider during recovery, indicating the SOA successfully received the M-EVENT-REPORT.

	11.
	SP
	The SOA receives the M-ACTION Response from the NPAC SMS with the data updates since the association was re-established.
	
	

	12.
	NPAC
	NPAC Personnel verify the data was sent in the action response.
	NPAC
	Verify that the appropriate data was sent.

	13.
	SP
	Service Provider Personnel, using the SOA, perform a local query for the actions taken in this test case.
	SP
	Verify that the following updates were made:

1 LRN create.

1 LRN delete.

1 NPA-NXX create.

1 NPA-NXX delete.

1 NPA-NXX-X create – if supported by the Service Provider SOA.

1 NPA-NXX-X modify – if supported by the Service Provider SOA.

1 NPA-NXX-X delete – if supported by the Service Provider SOA.

1 First port of NPA-NXX notification.

1 Scheduled Downtime notification.

1 NPA-NXX create after recovery is complete

1 Subscription Version activate after recovery is complete



	E.
	Pass/Fail Analysis, NANC 187-4

	Pass
	Fail
	NPAC Personnel performed the test case as written.

	Pass
	Fail
	Service Provider Personnel performed the test case as written.
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